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PREFACE AND PROJECT TIMETABLE

The following Table 1 represents the State's best estimate of the schedule that must be followed. The deadlines associated with the Vendor question and answer periods, and the proposal due date and the proposal opening date are firm, while the other dates provided in the schedule are estimates and will be impacted by the number of proposals received. Note that if addendums or oral presentations are determined to be required, the dates in Table 1 may need to be updated. The State reserves the right, at its sole discretion, to adjust this schedule as it deems necessary. Notification of any adjustment to Table 1 will be posted under the “health reform link” on the Department of Insurance (DOI) web site at: www.aldoi.gov.
Table 1: Project Timetable

<table>
<thead>
<tr>
<th>Activity</th>
<th>Completion</th>
<th>Central Time</th>
</tr>
</thead>
<tbody>
<tr>
<td>Request for Proposal is Issued</td>
<td>May 9, 2012</td>
<td>By 5:00 PM CST</td>
</tr>
<tr>
<td>Deadline for Submitting Questions to be Answered at the Pre-Proposal</td>
<td>May 16, 2012</td>
<td>By 5:00 PM CST</td>
</tr>
<tr>
<td>Conference Notification</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Mandatory Pre-Proposal Conference</td>
<td>May 25, 2012</td>
<td>10:00 AM CST</td>
</tr>
<tr>
<td>Deadline for Submitting Questions after Pre-Proposal Conference</td>
<td>May 31, 2012</td>
<td>By 5:00 PM CST</td>
</tr>
<tr>
<td>Answers to Questions to be posted on web site</td>
<td>June 7, 2012</td>
<td>By 5:00 PM CST</td>
</tr>
<tr>
<td>Proposal Submission Date</td>
<td>June 11, 2012</td>
<td>By 5:00 PM CST</td>
</tr>
<tr>
<td>Opening of Proposal Responses</td>
<td>June 12, 2012</td>
<td>9:00 AM CST</td>
</tr>
<tr>
<td>Selection of Apparent Winning Vendor (Estimated)</td>
<td>July 11, 2012</td>
<td>5:00 PM CST</td>
</tr>
<tr>
<td>Centers for Medicare &amp; Medicaid Services (CMS) Approval of Contract</td>
<td>July 20, 2012</td>
<td>5:00 PM CST</td>
</tr>
<tr>
<td>(Estimated)</td>
<td></td>
<td></td>
</tr>
<tr>
<td>**Legislative Oversight Committee Review and Governor’s Approval of</td>
<td>August 2, 2012</td>
<td>5:00 PM CST</td>
</tr>
<tr>
<td>Contract (Estimated)</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Proposal Award Milestone</td>
<td>August 10, 2012</td>
<td>5:00 PM CST</td>
</tr>
<tr>
<td>Project Phase 1: Finalization of project plans and preliminary</td>
<td></td>
<td></td>
</tr>
<tr>
<td>detailed design for the entire project</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Contractor Begins Work (Estimated)</td>
<td>August 13, 2012</td>
<td>8:00 AM CST</td>
</tr>
<tr>
<td>Project Plan Upgrade Milestone</td>
<td>Vendor to Propose</td>
<td></td>
</tr>
<tr>
<td>Preliminary Design Review Milestone</td>
<td>Vendor to Propose</td>
<td></td>
</tr>
<tr>
<td>CMS: Provide preliminary detailed design documentation to CMS for</td>
<td>September 28, 2012</td>
<td>5:00 PM CST</td>
</tr>
<tr>
<td>review and approval</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Project Phase 2: Build phase for Phase 2 System components, with</td>
<td></td>
<td></td>
</tr>
<tr>
<td>iterative detailed design development for each new component in the</td>
<td></td>
<td></td>
</tr>
<tr>
<td>proposed solution as given in Section 3.3.</td>
<td></td>
<td></td>
</tr>
<tr>
<td>CMS: Conditional Certification to Operate Exchange</td>
<td>February 28, 2013</td>
<td>TBD</td>
</tr>
<tr>
<td>Detailed Design and Operational Review Milestone</td>
<td>Vendor to Propose</td>
<td></td>
</tr>
<tr>
<td>Receive submissions via Portal from issuers seeking to sell products on</td>
<td>July 1, 2013</td>
<td>8:00 AM CST</td>
</tr>
<tr>
<td>the HIX System</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Implementation Readiness Milestone for Phase 3</td>
<td>Vendor to Propose</td>
<td></td>
</tr>
<tr>
<td>Project Phase 3: Pilot operation of all the components developed in</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Phase 2</td>
<td></td>
<td></td>
</tr>
<tr>
<td>CMS: Full Certification to Operate Exchange</td>
<td>September 30, 2013</td>
<td>TBD</td>
</tr>
<tr>
<td>Allow open enrollment for individuals and small businesses</td>
<td>October 1, 2013</td>
<td>12:00 AM CST</td>
</tr>
<tr>
<td>Implementation Readiness Milestone for Phase 4</td>
<td>Vendor to Propose</td>
<td></td>
</tr>
<tr>
<td>Project Phase 4: Completion and stabilization of the entire HIX System</td>
<td>January 1, 2014</td>
<td>12:00 AM CST</td>
</tr>
<tr>
<td>CMS: Fully operational HIX System</td>
<td>January 1, 2014</td>
<td>12:00 AM CST</td>
</tr>
<tr>
<td>Project Phase 5: Operation of the completed System (Warranty Period)</td>
<td>January 1, 2015</td>
<td>12:00 AM CST</td>
</tr>
<tr>
<td>Operational Readiness Review (ORR) Milestone</td>
<td>Vendor to Propose</td>
<td></td>
</tr>
<tr>
<td>Project Phase 6: Operation of the completed System (Post-warranty</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Period includes annual renewal options</td>
<td>January 1, 2019</td>
<td>12:00 AM CST</td>
</tr>
</tbody>
</table>

* By State law, this contract must be reviewed by the Legislative Contract Review Oversight Committee. This committee meets monthly and can, at its discretion, hold a contract for up to 45 days. The “Contractor Begins Work” date, as shown in the table above, may be impacted by the timing of the contract submission to the committee for review and/or by action of the committee itself.
FORWARD – RFP ORGANIZATION

This Request for Proposal (RFP) is organized in the following manner:

Section 1: Purpose and Background: Contains an explanation of the RFP purpose and background information concerning the Alabama Health Insurance Exchange (HIX) and other items of interest to the Vendor.

Section 2: Project Scope and Approach: Contains information about the project goals, key stakeholders, project organization, and a summary of the scope of work.

Section 3: Project Requirements: Contains information regarding the specific requirements for the system and expectations of the selected Vendor.

Section 4: General Administrative Information: Contains mandatory Vendor qualifications, the Procurement Schedule, and general Vendor instructions. Resources, facilities, and equipment to be provided by the State are also discussed.

Section 5: Proposal Response Specifications and Format: Contains mandatory proposal submission information, and instructions concerning how Vendors are to structure and format their proposals. Detailed preparation instructions are given for each section of both the Technical Proposal and the Cost Proposal.

Section 6: Contract Terms and Conditions: Contains contract information along with several specific terms and conditions under which the Vendor must perform the contract.

Section 7: Project Activities, Tasks and Deliverables: Contains a detailed list of activities, tasks, and deliverables.

Appendices: Contains documents referenced from the body of the RFP that are needed to respond to the RFP. Appendix K: Contains the various forms that support the procurement process and the submission of a proposal.

Additional Documentation: A mandatory Requirements Response Matrix is provided as a separate document accompanying this RFP. It is described on Form D in Appendix K, and it is extensively referenced in Sections 2, 3 and 5.
1 PURPOSE AND BACKGROUND

1.1 Purpose
The Office of the Alabama Health Insurance Exchange (HIX) is issuing this Request for Proposal (RFP) to obtain competitive responses from qualified organizations to provide and implement the Alabama Health Insurance Exchange System (System), a state-of-the-art automated system that supports HIX in providing all of the functionality described in this RFP.

It is the intent of HIX to provide prospective Vendors with sufficient information to enable them to prepare and submit proposals to Alabama HIX, especially information that is specific to Alabama versus general information available from the Federal Government.

The Vendor may use this information to demonstrate why the Vendor’s proposal should be chosen by HIX. It is expected that the Vendor will propose a combination of software and services that together constitute the best “Proposed Solution.” As a portion of the Proposed Solution, it is expected that the Vendor will propose (1) the use of Commercial Off-The-Shelf (COTS) components, whether proprietary or open source and/or (2) the design, development and testing of new software components specifically for HIX.

1.2 Health Benefit Exchange Background Specific to Alabama

General Terminology for this RFP is contained in the Appendix A: Glossary. However, some terms are determined to represent important Alabama background information.

“Exchange” (when capitalized and not otherwise qualified) means the Alabama implementation of the “American Health Benefit Exchange,” including the “Small Business Health Options Program” or “SHOP Exchange,” described in Section 1311 of the ACA, to be planned for, created, and implemented by Alabama based, in part, on the Services to be performed under this Contract. The word “Exchange” (capitalized) will be used to emphasize the functionality of the Alabama Health Insurance Exchange, as opposed to its administration, which will be referenced by the HIX acronym. Generally “Exchange” and “HIX System” can be used interchangeably.

“HIX” means the Governor’s Office of the Health Insurance Exchange or any similar successor entity created by Executive Order of the Governor or legislation. HIX is not a division or unit within the Alabama Department of Insurance, but HIX is designated by the Department of Insurance to act as its representative for purposes of this RFP.

“System” (when capitalized and not otherwise qualified) is the target product of this RFP. For emphasis, it will often be qualified as the “HIX System.” However, “System” and “HIX System” are synonymous.
Under Alabama law, only licensed insurance producers can actually provide advice on selecting a specific insurance product.

In Alabama, the HIX System exists within an ecosystem of organizations and other electronic systems that services about 4 million Alabama residents. The HIX System will be most heavily used during initial implementation and annual enrollment periods. Some additional information regarding some of the most important elements of this ecosystem is provided below for the:

- Office of the Alabama Health Insurance Exchange (HIX)
  - HIX Organizational Status
- Alabama Medicaid Eligibility Determination System
- MyAlabama.gov Portal
- Alabama Health Information Exchange (AHIE)
- Federal Data Services Hub
- System for Electronic Rate and Form Filing (SERFF)

1.2.1 Office of the Alabama Health Insurance Exchange

The Patient Protection and Affordable Care Act of 2010 (ACA) provides for the creation of State-based Health Insurance Exchanges that will allow consumers to access and evaluate health insurance coverage options from commercial insurers, determine eligibility for federal subsidies, and enroll in health insurance coverage of their choice.


The Office of the Alabama Health Insurance Exchange is operating through the Alabama Department of Insurance (DOI) to solicit Proposals from interested, qualified vendors (Vendors) in order for HIX to implement the Alabama Insurance Exchange System (HIX System).

HIX Organizational Status

HIX is a newly created organization within the state of Alabama. Recruitment of new staff by HIX for the implementation of the Exchange is currently in progress. Staff from the Vendor chosen to implement the Exchange will work with new staff recruited by HIX as well as existing staff from multiple agencies within the state of Alabama, especially those related to HIX System integration with other agency systems.

1.2.2 Alabama Medicaid Eligibility Determination System

In some states, the HIX System and the Medicaid Eligibility Determination System are one system. In Alabama, the HIX System and the Alabama Medicaid Eligibility Determination System are procured by two different organizations, Alabama HIX and Alabama Medicaid respectively.

At this time, it is anticipated that Alabama Medicaid will host a new system which will supply the eligibility determination functionality for HIX, Medicaid and CHIP (ALL Kids). If this new Medicaid Eligibility Determination System is ready for the HIX integration in time to meet the timelines in Table 1, optimal integration with the HIX System would occur in the normal sequence of HIX
System implementation. However, an additional requirement is included (see Section 3) that specifies an option for a HIX System to provide the MAGI (income-based) eligibility functionality for HIX, Medicaid and CHIP instead of using the new Medicaid Eligibility Determination System. The MAGI based eligibility decision would then be passed to Medicaid and CHIP for completion of eligibility determinations using current Medicaid and CHIP business processes. As a portion of this Alabama background section, the risk of a "two-step implementation" that includes a "temporary solution" and then an "optimized" integration solution with the Alabama Medicaid Eligibility Determination System is highlighted.

Section 3 provides more detail regarding the HIX procurement. Alabama agencies are coordinating closely to ensure that:

- A consumer-friendly application process is developed for all health subsidy programs
- Seamless transition is coordinated across health subsidy programs
- Application and renewal processes are minimized by accessing data from other sources
- Transfer of consumer eligibility, enrollment, and disenrollment information between Medicaid and other insurance coverage options, including CHIP, public/private health plans, and other HHS programs, is facilitated

1.2.3 MyAlabama.gov Portal

MyAlabama.gov is the online portal for services provided to Alabama residents from the state of Alabama. MyAlabama.gov Portal puts the power of the state of Alabama government at the fingertips of Alabama residents, 24/7.

The MyAlabama.gov Portal is a result of the My Alabama Project. The Project’s focus is to increase health and human service (HHS) outcomes for children and families by building an integrated HHS infrastructure to coordinate technology and business processes of multiple systems that provide services to Alabama clients and families. Initial implementations of MyAlabama.gov Portal included Medicaid and Public Health (e.g., ALLKids, CHIP). Other agencies participating in the Project are the Department of Human Resources (Food Stamps and Temporary Assistance for Needy Families (TANF)), Mental Health (e.g., Mental Retardation Services), and Rehabilitation Services.

In the same way that MyAlabama.gov Portal is an entry point for the stakeholders of the Alabama Medicaid Eligibility Determination System, MyAlabama.gov Portal will be an entry point for stakeholders of the Alabama Health Insurance Exchange System. Section 3 provides more detail regarding the HIX procurement.

1.2.4 Alabama Health Information Exchange

The statewide Alabama Health Information Exchange (AHIE) system infrastructure for physicians, hospitals, mental health providers, other health care organizations, and consumers may carry health information required by consumers and their representatives during their interactions with the HIX System. AHIE is funded by ONC to implement the same standards-based
communication interfaces as other states’ Health Information Exchanges have implemented.

Section 3 provides more detail regarding the HIX procurement.

1.2.5 Federal Data Services Hub

To ensure reliable, standardized service to Exchanges, Medicaid, and CHIP programs, and
in recognition that it is inefficient for State Exchanges and other coverage programs to or-
organize a multiplicity of point-to-point interfaces for the exchange of data and routing of que-
ries, HHS will establish a data services hub. Section 3 provides more detail regarding the HIX procurement.

If this new Federal Hub is ready for the HIX integration in time to meet the timelines in Table
1, optimal integration with the HIX System would occur in the normal sequence of HIX Sys-

tem implementation. However, as a portion of this Alabama background section, the risk of a "two-step implementation" that includes a "temporary solution" and then an "optimized"
integration solution with the Federal Hub is highlighted.

1.2.6 System for Electronic Rate and Form Filing (SERFF)

The original concept for SERFF was developed in the early 1990s by the National Association
of Insurance Commissioners (NAIC). The Electronic Filing Submission's intent was to provide a
cost-effective method for handling insurance policy rate and form filings between regulators and
insurance companies in order for the states to receive, comment on, and approve or reject in-
surance industry rate and form filings. The SERFF Consortium, an unincorporated group of in-
terested states and companies has been an open, cooperative partnership with the mission to
fund and oversee the development of the SERFF application. This partnership has allowed the
states and companies to jointly exert a measure of control over a mission-critical function that
otherwise could overwhelm either party's capability to respond to changing process require-
ments.

SERFF offers a decentralized point-to-point, web-based electronic filing system. SERFF facili-
tates communication, management, analysis and electronic storage of documents and support-
ing information. The system is designed to improve the efficiency of the rate and form filing and
approval process and to reduce the time and cost involved in making regulatory filings.

Alabama Department of Insurance (DOI) requires all rate and policy submissions from insur-
ance companies of all types to be submitted to the State via SERFF; that is, Alabama DOI does
not contain a data system that will act as a data source to HIX. Consequently, all insurance
company and health plan information displayed in the HIX System will come either automatically
from SERFF or perhaps the Federal Hub. See Section 3 of this RFP document for information
related to this HIX System procurement.

If new interfaces from SERFF or the Federal Hub are ready for the HIX integration in time to
meet the timelines in Table 1, optimal integration with the HIX System would occur in the normal
sequence of HIX System implementation. However, as a portion of this Alabama background
section, the risk of a "two-step implementation" that includes a "temporary solution" and then an
"optimized" integration solution with SERFF or the Federal Hub is highlighted.
2 PROJECT SCOPE AND APPROACH

2.1 Project Scope

HIX has described the scope of this project at a detailed level in this RFP in Section 7: Activities, Tasks, and Deliverables. Section 7 also references the detailed functional system requirements described by HIX in the Requirements Response Matrix. Higher preference will be given to software components that comply with guidance from the Centers for Medicare & Medicaid Services (CMS):


The web services and other communication standards specified by the Federal Government for use by Health Insurance Exchanges as well as those specified by the state of Alabama for health information communications are requirements within this project scope, whether specified explicitly within this RFP or are specified by the Federal Government or the state of Alabama during the operation of the HIX system by the selected Vendor. The selected Vendor must meet all Service Level Agreements (SLAs) defined for the HIX System. COTS products that support the adaptive, web service oriented architecture (SOA) design of the system are preferred for the desktop virtualization tier (when appropriate for security), presentation tier, middle tiers, relational database tier, and the server virtualization tier of the HIX System (see Sections 3.2.4, 3.5, 5.2.2.16, 5.2.2.17 and Appendix B of this document).

HIX is seeking a System that will initially be hosted in a private data center by the selected Vendor, but which is able to be subsequently moved to other data centers (e.g., hosted in Alabama data centers or other data centers selected by Alabama and operated by other vendors). For this reason, a rational exit strategy from the Vendor’s data center must be described in this RFP response including the movement of existing data and existing software from the Vendor’s data center to another data center operated by the state of Alabama or other vendor. The Vendor must describe this hosting exit strategy along with other hosting details in Tab 10 (see Section 5.2.2.15).

The HIX System must include core functionality to allow for adaptation and expanded use of the System to other eligibility programs and insurance exchange services, including those managed and administered outside of HIX. The System must be flexible enough to support a large number of programs and services, each with unique program-level requirements. The System must allow for some shared functionality, such as a common user-interface and database structure, but also serve the unique needs of individual programs. Any web services implemented may/will be used by other programs. Other agencies will be able to build on the System platform to administer means-tested programs. Although the scope of this RFP does not include the additional functionality needed to support other programs, the Vendor’s solution must be built with a flexible architecture to support such expansions.

Through this RFP, HIX seeks to buy the best services and products at the most favorable competitive prices, and to give all qualified business entities an opportunity to bid to provide the desired products and services.
2.2 Project Organization

The Vendor must use Tabs 5, 6, 7, 8, and 9 to create an integrated view of both the System Solution and the Project Organization for the implementation of the System Solution. In addition, a tight trace-ability matrix must be created within these tabs by the Vendor to-and-from HIX Section 7 and the Requirements Response Matrix. The Requirement Response Matrix is contained within an Excel file that is an integral part of the RFP, and should have been downloaded along with the RFP PDF. This document will be henceforth referenced as the Requirements Response Matrix, understanding that it is contained within a separate Excel file.

HIX has described the project scope at the detailed level in this RFP in Section 7: Activities, Tasks and Deliverables. In Tab 6 (see Section 5.2.2.11) and Tab 7 (see Section 5.2.2.12), the Vendor must describe the recommended project organization. In Tab 8 (see Section 5.2.2.13) and Tab 9 (see Section 5.2.2.14), the Vendor must numerically identify and describe the specific step in the Project sequence that implements each functional requirement described by HIX in this RFP in the mandatory Requirements Response Matrix document. In addition, the appropriate numeric section in these response tabs must be referenced in the mandatory Requirements Response Matrix.

The Vendor’s System Solution for each Functional Requirement must be described by the Vendor in Tab 5 and structured into a logical set of numerically identified sections. The appropriate numeric section in the Tab 5 response must be referenced in the mandatory Requirements Response Matrix.

2.3 General Scope of Work

2.3.1 HIX Approach to Development

HIX views the development effort holistically, as a system-of-components involving software, hardware, people and processes oriented toward achieving its business needs and service delivery mission. HIX expects the Vendor to regard this development effort in the same way – as a completely integrated and relatively seamless delivery that fully addresses HIX core needs as expressed in the requirements.

HIX recognizes the broad and diverse nature of its System, and the complicating impact that the new technology and applications that are being introduced brings to the development effort. Much of the development will involve low risk workflow and web page development. Some, however, will involve the development of high risk, critically reliable and structurally significant components. HIX wishes to benefit from an iterative, agile-based development approach focused on the delivery of working components, while retaining the ability to address high risk items with a greater level of process discipline when needed. It needs a quality assurance and testing approach that exhibits the same flexible range of rigor in addressing risk. HIX requires that the Vendor provide a system development lifecycle that can accommodate all these needs by balancing agility with traditional process discipline.

At a minimum, HIX is expecting the Vendor’s lifecycle development approach to use the CMS Guidance for Exchange and Medicaid Information Technology (IT) Systems v.2.0 and as a basic
System Development Life Cycle (SDLC) process. This model includes life-cycle stages and transition point gate reviews for such items as business service descriptions/definitions, requirements specifications, system design specifications, data models, interface control documents, and integration test cases. Over time, it is expected that the level of integration testing will increase with each iteration until entire subsystems are tested. System testing must verify that system requirements have been satisfied. User Acceptance Testing of the entire System will validate that the expectations of HIX have been met.

2.3.2 Deliverable Review Process

While the complete process for review of all the System Project deliverables and documents will be developed and agreed upon by HIX and the successful Vendor at the beginning of the project, it is subject to change at the discretion of HIX if the situation warrants. The Vendor proposal document will form the basis for negotiations related to the review process. At a minimum, the Vendor must deliver a draft template with an annotated table of contents that will cover the acceptance criteria for each deliverable. All deliverables submitted to HIX must have, at a minimum, a cover letter outlining contents for delivery approval and a copy of the deliverables in electronic form, as directed by the HIX Project Manager.

Upon receipt of a deliverable, HIX staff will convene, as necessary, a review panel to assess the deliverable. The HIX Project Manager may also request a walkthrough of any deliverable submitted by the Vendor.

The deliverable will be reviewed within an agreed-upon set number working days after the receipt date. Additional review time may be required at the discretion of the HIX Project Manager, who will notify the Vendor if that is the case. If the deliverable is determined to be in need of modification, the HIX Project Manager will send written notification to the Vendor outlining the changes and reasons for the changes. The Vendor will make the corrections within 10 working days and resubmit the deliverable to the HIX Project Manager for additional review.

Once sufficient changes have been incorporated and the deliverable is both ready for use and compliant with content requirements, the deliverable will be submitted to HIX for formal acceptance and written approval. An acceptance letter, signed by HIX, will be submitted to the Vendor through the HIX Project Manager.

The Change Control Board for the System Project or its delegated representative must approve all identified deliverables due under this RFP. “Approved deliverables” means that the deliverable is of acceptable quality and content, without any further HIX reviewer recommended changes or unacceptable comments. The HIX Project Manager will be responsible for recording, tracking, and marking HIX accepted deliverables as “APPROVED.” HIX will only pay the Vendor for approved deliverables.

Please note that HIX reserves the right to negotiate with the Vendor to reasonably change the deliverable due dates or timeframes as appropriate to assure timely completion of the project without any changes in the Vendor’s contracted bid prices.
2.3.3 Deliverable Acceptance Criteria

The following criteria will be used by HIX to determine acceptance of the services and/or deliverables provided by the Vendor under this RFP:

- All Project Plans must be executed according to a standard dictated by the HIX Project Manager
- All deliverables must document the validity of the requested development process relative to current industry standards
- All documentation and deliverables must conform to the acceptance criteria specified for each of the activities given in Section 7
- All required documentation, as specified by the HIX Project Manager, will be delivered within mutually agreed-upon timeframes
- All required documentation will meet minimum standards for quality as specified by the HIX Project Manager

2.3.4 HIX System Project Major Milestones

This section is set forth to provide Vendors with a concept of the initial thinking of HIX with regard to System Project Major Milestones. However, it is the Vendor’s responsibility to modify or otherwise elaborate on these preliminary milestones in developing their plans. The following are sections where Milestones are mentioned as requirements of the proposal process:

- Table 1: Project Timetable
- Section 5.2.2.11, response Tab 6, SDLC Approach and Methodology
- Section 5.2.2.13, response Tab 8, Project Plan
- Activity 1 in Section 7, Project Planning, especially Management Approach and Project Schedule

The term ‘Milestone’ is used for the control points that will apply regardless of the development approach adopted. The Vendor will place these control points into its schedule and incorporate them into its life cycle proposal according to the time constraints of Table 1. Payment will be contingent, in part, upon the approved completion of each of the Milestones. The remainder of this section provides a discussion for each of the preliminary project major Milestones.

Proposal Award Milestone

HIX selection of a winning proposal, which must address both the requirements of this RFP and the associated deliverables, constitutes the first Vendor milestone. The winning proposal will address as much of the criteria of the Project Plan Upgrade Milestone defined below as possible with the information available prior to contract award. Contract award will signify HIX approval to proceed to Phase 1 of the project. This Phase of the project and its deliverables are described in Activity 1, Section 7. The planning documentation requirements covered in the proposal must be modified by the Vendor as the result of a deeper understanding of HIX needs and
environment at that time as well as the additional time during Phase 1 to accomplish these up-
grades.

**Project Plan Upgrade Milestone at End of Phase 1**

The requirements given in this RFP are as current as they could be as of its distribution date. A
number of changes might become apparent in the interim between this date and the proposal
award date. In addition, HIX expects the successful Vendor to bring experience, ideas and con-
cepts to the project that may not be within this current RFP document. For this reason a Phase
1 deliverables have been established that will be the result of the Vendor performing systems
analysis, requirements refinement, planning and, to the extent possible, detailed design. The
expected deliverable for this phase will consist of the several documents that are described in
Activity 1 of Section 7.

**Preliminary Design Review Milestone**

The Preliminary Design Review is a major System Project control milestone that is intended to
address the system’s lifecycle objectives once the requirements are refined and resolved in
Phase 1. This milestone will establish that: (1) core operational concepts will be supported, and
(2) core requirements will be satisfied. If prototypes are used for demonstration, the approach
to be applied to the rest of the Project must either be faithful to the prototypes or an adequate
reason for the departure must be documented. The system must be buildable within the budg-
ets and schedules established by the Vendor and approved by HIX, and the design must
demonstrate ultimate satisfaction of all requirements.

At this milestone, at a minimum the following will have been accomplished:

- Key validated usage scenarios will be exercised through prototyping or simulation. Criti-
cal conceptual risks will be identified and resolved
- An assessment of alternative feasible system concepts and solutions will be completed
  that will consider the satisfaction of both business and technical stakeholder objectives;
  Business objectives will be further analyzed for requirements and feasible architectures
- Top-level functions, interfaces, quality attribute levels will be defined, including system
growth and priorities, prototypes, and stakeholder concurrence on essentials will be re-
solved
- The identification and initial specification of the services needed from enabling systems
  throughout the lifecycle will be accomplished
- The top-level definition of one or more feasible architectures will be determined, includ-
ing physical and logical relationships, choices of COTS and reusable software compo-
nents, and the identification of infeasible architecture options
- The top-level lifecycle process model stages and increments will be identified, including
  the identification and refinement of concepts for execution for each stage
- Risks will be identified and assessed, and mitigation plans will be established for subse-
quent stages of the lifecycle
- Plans and exit criteria for the Development Phase will be defined and approved by HIX.
- HIX must agree that satisfaction of the criteria for this phase has been accomplished be-
fore continuing to the next major milestone
Detailed Design Review Milestone

The Detailed Design Review is a major System control milestone for the project that is intended to address the system development lifecycle and the system architecture. This milestone is intended to demonstrate the following:

- The elaborated operational concept and system requirements are supported for the agreed upon architecture
- Either the development will be consistent with all previously approved prototypes, or sufficient explanations for deviation will be approved
- The system is buildable within the budgets and schedules established by HIX
- All major risks have been resolved or covered by the risk management plan
- Key stakeholders are committed to support the full lifecycle
- The initial operational requirements can be implemented
- System operation and support plans have been prepared
- Implementation planning has occurred to assure that site preparation and system implementation will be successful
- Plans exist for users, operators, and maintainers to be trained

As the result of the approval of the Detailed Design Review, the Vendor will move on to address the next major milestone.

Detailed Design and Operational Review Milestone

This milestone will include an Operational Readiness Review, which addresses the system’s initial operational capability. At this milestone, at a minimum the following will have been accomplished:

- The system’s objectives and operational concepts have been incrementally elaborated
- System requirements, budget and schedule baselines, and lifecycle ownership estimates have been evaluated and refined
- A prototype or partial system is built
- Top-level functions, interfaces, quality attributes, and prototypes have been incrementally elaborated. Items not yet addressed are identified
- Stakeholder concurrence on priority concerns is accomplished
- Requirements for enabling systems are refined and base lined. It is confirmed that the system meets all stakeholder and system requirements and is producible, operable, supportable, and is cost effective for stakeholders
- The system and software architecture has been incrementally elaborated. A system architecture comprised of hardware, software and manual business processes and their interfaces (internal and external) exists. Physical and logical components, connectors, configurations, and constraints are identified. COTS and reuse choices are made. Domain architecture and architectural styles are determined. Architectural evolution parameters are defined. Technical information exists, including but not limited to:
  - Hardware diagrams and models
  - Software design documentation
Interface specifications
Production plans
Operating instructions
Training manuals
Maintenance procedures
Retirement considerations
Definition of the enabling services required in subsequent lifecycle stages

- Consistency is assured and has been verified and validated among all elements. Major risks are resolved or covered by a risk management plan. Current risks are identified and mitigated
- Exit criteria for this stage have been satisfied. Plans and exit criteria for the next stage are approved
- Approval is obtained to proceed to the next phase

Implementation Readiness Milestone for Phase 3

The Implementation Readiness Milestone is a control milestone that marks the Initial Operating Capability (IOC) of the subsystem (e.g., in this case the deliverables of Phase 2 (see Section 3.3) utilized in Phase 3). It will be used to determine when these components are operationally capable. This milestone will occur prior to the subsystem being deployed operationally for System testing. HIX will expect a staged implementation of the overall system, culminating with an Operational Readiness Review (ORR); see the ORR Milestone below.

The IOC will reflect the earliest time at which the Phase 2 System components are operational, not the time at which it has assumed processing responsibility for the entire Exchange.

The key elements of this milestone for the project are when the following are completed:

- Software preparation, including both operational and support with appropriate documentation
- Data preparation, access, import and conversion (as appropriate)
- The necessary licenses and rights for COTS or reusable software, and appropriate qualification and compliance testing are satisfactorily complete
- The site preparation, including facilities, equipment, supplies, and COTS Vendor support arrangements are ready
- The user, operator, and maintainer preparation (including selection, teambuilding, training, and qualification for familiarization, usage, operations, or maintenance) have been completed, and the system is ready for operation

At this milestone, as a minimum, the following will have been accomplished (the word "system" in the immediate context below refers to the components that were required to be developed during Phase 2 as described in Section 3.3):

- The system capability will be qualified through testing
- Resources, material, services, and system elements have been acquired to support production
• System outcomes are produced according to approved and qualified production information
• Concepts for execution of all succeeding lifecycle stages are updated
• Current risks and mitigating actions are identified
• Experienced personnel competent to operate the system and provide operational services exist
• Trained personnel exist who will maintain and provide support services
• Organizational interfaces between the operating and production organization exist that ensure problem resolution and corrective actions
• System products and services are ready to be maintained through support services, including logistics to operational sites
• All required logistical support, including spare parts inventory capable of satisfying operational availability goals exist
• The system is installed and is capable of being operated and of providing sustainable operational services
• The system is ready to be maintained and to correct design deficiencies as they are identified
• The system has been installed so as to allow the collection of performance and cost monitoring and assessment to confirm conformance to service objectives
• The system has been installed so as to facilitate the identification of problems or deficiencies, informing appropriate organizations (user, development, production, or support) of the need for corrective action
• The system has been installed so as to facilitate system enhancement through stakeholder feedback
• End of stage exit criteria have been satisfied
• Certification is obtained from CMS to operate the Exchange (see https://www.cms.gov/MMIS/09_MECT.asp )
• Approval is granted by the state of Alabama to proceed to the Operations and Maintenance stages

Implementation Readiness Milestone for Phase 5

This milestone contains all of the requirements of the Phase 3 Implementation Readiness Milestone; however it applies to the deliverables of Phase 4, opposed to Phase 2 as previously described.

Operational Readiness Review (ORR) Milestone

The ORR is completed near the end of the first year of full operation of the HIX System (the Warranty Period). All of the Implementation Readiness Milestone criteria will be updated as a result of the first year experience with the HIX System and applied to achieve this milestone. These updates to the operational criteria are intended to optimize the support of the HIX System as the Warranty Period transitions to standard maintenance of the HIX System after the first year of operation.
3 REQUIREMENTS

The selected Vendor must be responsible for performance of all duties specified within this RFP for the amount of compensation quoted in its response to this RFP.

3.1 Functional Requirements

The Functional Requirements known at the time of this publication are listed in a separate Excel spreadsheet accompanying this RFP. The spreadsheet is titled “Requirements Response Matrix” and is organized into “Business Area” sheets within the spreadsheet file. Vendor responses are required for each row in each of the following sheets:

- Individ (Individual) Eligibility
- Individ (Individual) Enrollment
- Plan Management
- SHOP
- Financial Management
- Web Portal
- Administrative

For background information, this Excel spreadsheet collects and reproduces requirements from multiple sheets onto separate summary sheets that organize the duplicated requirements into specific topic areas as “views.” Vendors should only use these summary sheets as a reference. The Vendor should not enter any data on the following sheets:

- Summarized Reporting Reqs (Requirements)
- Summarized Notices Reqs (Requirements)
- Summarized NIEM Reqs (Requirements)

For every row on the business area sheets, the Vendor must enter data in each cell as if the proposed solution were currently (at the time of proposal submission) meeting each requirement in an operational production environment. Detailed Response Definitions are included on the first tab of the requirements spreadsheet. This matrix must be completed and returned as the Vendor’s RFP Response: Appendix C – Requirements Response Matrix. See Section 5.2.2.23.

3.2 System Solution

A great amount of background material related to the HIX System and the project scope was presented in Section 1 and 2 of this RFP. Section 3.2 contains additional specification details for the response required under Tab 5 (reference Section 5.2.2.10). It is presented here to provide an overview of the system proposal expectations.

While the State is requesting a Systems solution to support HIX, the Vendor is reminded again that there are unknown aspects of the scope of work due to, among other things, the lack of finalized regulations and guidance from CMS regarding ACA implementation. The Vendor must
be nimble enough technically within the adaptive web service oriented architecture to incorpo-
rate changes required as related regulations and guidance are received from the Federal Gov-
ernment at the lowest possible cost.

The selected Vendor will contract with the state of Alabama to provide and implement the Sys-
tem Solution supporting the following stakeholders:

- Individuals seeking insurance coverage who may or may not be eligible for tax credits
  and cost sharing; and
- Small employers (50 or less) and their eligible employees who are seeking group cover-
age through the Exchange.

Wherever possible, the new HIX System must leverage and reuse systems and standards from
within the state of Alabama, other states, and the Federal Government. HIX acknowledges that
it can benefit substantially from the experience and investments of other states and the Federal-
ly Facilitated Exchange through the reuse of components and technologies already developed,
consistent with web service oriented architecture, from publicly available, federal data services
hub-available or commercially sold components and products, and from the use of cloud tech-
nologies to share infrastructure and applications. Throughout this response, the Vendor must
identify those components of the solution that are to be reused in the System. Additional credit
will be given to such reuse.

For these reasons, Vendors are encouraged to provide solutions incorporating adaptive, com-
mercially or publicly available off-the-shelf or open source solutions, and discuss considerations
and plans for cloud computing. Vendors must identify any ground-up development activity within
their solution and why this approach has been proposed. HIX prefers a solution requiring as little
customization and maintenance cost as possible while still meeting all the requirements identi-
fied in this RFP or identified subsequently by the Federal Government.

Vendors must be aware that the following subsections are a specification for the contents of
their response under Tab 5, and any departure from the content and especially the ordering
given immediately below will be considered non-responsive. The numbers in parenthesis after
each of the sections below indicate the subdivision number for the Vendor’s response under
Tab 5.

3.2.1 Introduction and/or Overview (Section 1 of Response Tab 5)

This section will consist of any introductory information that the vendor may choose to include
that does not have a more logical location in the categories listed below.

3.2.2 Business Areas (Section 2 of Response Tab 5)

This section of the response references the “Business Areas” noted in Section 3.1, and de-
scribed as the various “sheets” in the mandatory “Requirements Response Matrix.” Each re-
response should create a subsection in Section 2 for each business area, and cross-reference
with the identifiers used in the “Requirements Response Matrix.” Any special features or innova-
tions that are unique to the solution should be emphasized at this point. Broader support areas addressed in this response may require discussion that crosses multiple business areas. Additional response subsections in Section 2 may be created to include:

- **Consumer and Small Business Support and associated Operational Services:**
  The Consumer and Small Business Support area requires HIX to act as the first point of contact, and provide consumer and small business support through multiple, secure channels and mechanisms and includes:
  
  - Operating a call center
  - Providing online help and educational materials
  - Allowing consumers to seek help through a range of modalities including telephone with Interactive Voice Recognition (IVR) support, email, online chat, text messaging, social media, walk ins, mail and other mechanisms
  - Establishing and operating a notification management system that allows electronic and paper notifications to consumers through multiple channels
  - Allowing consumers to provide feedback to HIX through multiple mechanisms

- **Complaints, Grievances and Appeals Management:** The Complaints, Grievances and Appeals Management area establishes a process for customers to submit their complaints, grievances or appeals regarding eligibility decisions and other activities related to HIX. This process includes the following components:
  
  - Being the first point of contact for consumers, employers and assistors (Community Assistors, Navigators, Insurance Producers) to log their complaints, grievances and appeals
  - Providing multiple mechanisms to log complaints
  - Providing mechanisms to track the life cycle of complaints and their outcomes
  - Providing the ability to attach associated documents, voice, and video recordings related to the complaints in the system
  - Establishing notification mechanisms to the appellants through multiple channels such as paper, email, text messaging and more
  - Other complaints, grievances and appeals management features as required

- **Master Data Management, Alabama Shared Services and associated HIX Operational Services:** The HIX Master Data Management solution will allow Alabama Shared Services, including those from the HIX System, AHIE, and Medicaid to be reused and enable HIX to uniquely identify data records from multiple systems and provide a single view of data records. (see Section 7.1.13) This solution will allow HIX and its supporting solutions to:
  
  - Consolidate and provide a single view of data across the Exchange and all other solutions HIX will connect to
  - Provide standardization and de-duplication of data across the solutions
- Resolve data discrepancies across multiple solutions through the rules set by the State
- Allow easier search and identification of data records with probabilistic and partial match mechanisms
- Manage data through effective and efficient
  - Data Collection
  - Data Aggregation
  - Data Matching
  - Data Transformation and Standardization
  - Data Checking (Quality Assurance)
  - Data Storing
  - Data Sharing
  - Data Imports

- **Reporting and Data Warehouse and associated Operational Services:** The Data Warehouse solution area will allow the State to have the required business intelligence for analyzing the operational impacts and improvements of HIX as well as satisfying the various stakeholders (e.g., federal and state) reporting requirements. The solution will allow HIX to:
  - Consolidate data across the Exchange, and with all other solutions HIX will connect to, for reporting and management purposes
  - Support federal and State reporting requirements and needs
  - Resolve data discrepancies across multiple solutions through the rules set by the State
  - Provide multiple views and dimensions for looking into the data and querying against it
  - Leverage Master Data Management so that the data warehouse can be a data store that is effective and efficient
  - Provide the ability to generate predefined and ad-hoc reports

- **eLearning and associated Operational Services:** The e-Learning solution area will allow the State to support the training and meet educational needs for various HIX users (e.g. consumers, community assistors, employers, navigators and insurance producers) through customized online e-Learning solutions that will provide, at a minimum, online videos tailored to the functions and features of HIX and its supporting solutions.

### 3.2.3 Conformity with National Standards (Section 3 of Tab 5)

HIX has determined that any solution must fully conform to all national standards named in health-related federal regulation and administrative rule. So that standards-related Vendor documentation only needs to be written and included in this RFP response once, architectural conformance for this section can be documented in Section 3.2.4; references from this Section 3.2.3 to specific functional requirements documented in the Requirements Response Matrix by
the Vendor in other response sections of this RFP is allowed. Specifically indicate how your solution will conform to the following:

- National Information Exchange Model (NIEM), including the use of Information Exchange Package Documentation (IEPD) and plans for conformance testing. NIEM conformance is defined as follows:
  - XML schemas must conform to the NIEM Naming and Design Rules (NDR). XML instances must correctly validate to NIEM-conforming XML schemas, with additional conformance rules specified by the NIEM NDR.
  - NIEM IEPDs must conform to the NIEM IEPD specification
    - or the newer Model Package Description (MPD) [http://reference.niem.gov/niem/specification/model-package-description/1.0/model-package-description-1.0.pdf](http://reference.niem.gov/niem/specification/model-package-description/1.0/model-package-description-1.0.pdf)

  - Collaborative Life Cycle and Governance - Exchange Reference Architecture Document

  - Eligibility and Enrollment Blueprint – Exchange Business Architecture Supplement
  - Plan Management Blueprint – Exchange Business Architecture Supplement

- Enhanced Funding Requirements: Seven Conditions and Standards: Medicaid IT Supplement (MITS11-01-v.1.0), April 2011
  - Modularity – the use of modular, flexible approaches to systems development, including the use of open interfaces and exposed application programming interfaces (API)
  - Alignment with the Medicaid Information Technology Architecture (MITA)
  - Alignment with industry standards
  - Leverage – seek the sharing, leverage, and reuse of Medicaid technology systems within and among states
  - Business Results – accurate and timely results from highly automated, customer-service focused processes
Reporting – systems should produce transaction data, reports, and performance information that contribute to program evaluation, continuous improvement, transparency, and accountability.

Interoperability – solutions must ensure seamless coordination and integration across programs and systems.

- Role-based access and authentication through Global Federated Identity and Privilege Management (GFIPM)
  - [http://it.ojp.gov/gfipm](http://it.ojp.gov/gfipm)
- IRS Publication 7075 – Tax Information Security Guidelines for Federal, State and Local Agencies
- HIT Standards Section 1561 of ACA, Eligibility and Enrollment Blueprint-Exchange Business Architecture Supplement draft, Version 0.5, March 10, 2011
- Health Insurance Portability and Accountability Act of 1996 (HIPAA)
- National Institute of Standards and Technology (NIST) publications pertaining to account security standards and controls
- UX 2014 specifications
- “Consumer Choice of Health Plan Decision Support Rules for the Exchanges,” a project operated by the Pacific Business Group on Health (PBGH)
- CMS Technical Reference Architecture, Version 2.1 (TRA)
  - Harmonized Security and Privacy Framework – Exchange TRA Supplement
  - CMS TRA – Catalog of Minimum Security Controls for States Supplement
- NIST
  - NIST Special Publication SP800-95 - Guide to Secure Web Services
  - NIST Special Publication SP800-57 - Recommendation for Key Management
  - NIST Special Publication SP800-94 - Guide to Intrusion Detection and Prevention Systems (IDPS)
  - NIST Special Publication SP800-63 - Electronic Authentication Guideline
  - NIST Special Publication SP800-137 - Continuous Monitoring
  - NIST Special Publication SP800-125 - Guide to Security for Full Virtualization Technologies
  - NIST Special Publication SP800-x for Cloud Security upon completion
- Web Service Oriented Architecture
  - [http://www.w3.org/](http://www.w3.org/)
  - [http://www.oasis-open.org](http://www.oasis-open.org)
  - [http://www.ihe.net](http://www.ihe.net)
3.2.4 Architecture (Section 4 of Response Tab 5)

The Vendor must provide both a detailed text description and the associated diagrams for the technical architecture of their System Solution, highlighting networks, infrastructure, servers, and security designs. The relationship of Vendor’s architecture to the adaptive, standards-based SOA and other standards referenced in Section 3.2.3 must also be included. The architectural diagrams may be provided as an addendum to Tab 5; however, all diagrams must be identified by number and referenced by this number in the narrative portion of the response.

General System Architecture

HIX System must provide a web portal for HIX consumers, HIX SHOP users, HIX Navigators and HIX Insurance Producers. The HIX web portal must integrate with an Identity Proofing service. The HIX system must consist of two primary components. The HIX system must be modular and utilize the HIX Common Data Store as the authoritative user source and utilize the HIX Common Data Store for access control to HIX and other interfacing systems as in the following diagram:
1) The HIX Common Data Store must:
   • Contain demographic data (e.g. name, address, etc) as a unique master record for each user
   • Be NIEM-compliant
   • Contain access control data for controlling access to other modular state, federal, and other external data sources that HIX will need to access on behalf of the user. For example, the HIX common data store must contain identifiable elements that match the
HIX user with AL Medicaid, AL CHIP, or AL HIX user and define users access levels to those data sources

2) The HIX System must:
   - Be HHS NIEM compliant
   - Contain proprietary HIX member data, with member record references to HIX Common Data Store
   - Service the HIX Exchange using applications and business logic
   - Be GFIPM compliant to interface with other systems such as Medicaid, CHIP, etc using the AL HIX Common Data Store as the Authoritative access control system

3) Alabama HHS systems that must be integrated first with the AL HIX are:
   - AL Medicaid
   - AL CHIP

4) Alabama HIX Enterprise Service Bus (AL HIX ESB) must:
   - Be Service-Oriented Architecture (SOA)
   - Be GFIPM compliant, using NIEM conformant data

5) The Eligibility engine, MyAlabama.gov, Insurance Carriers, Federal Data Services Hub, etc must communicate with the HIX system using the Alabama HIX Enterprise Service Bus (AL HIX ESB).

6) XML data traversing the AL HIX ESB must be implemented national and state standards for security to ensure confidentiality and integrity.

7) MyAlabama.gov portal must interface via the AL HIX ESB to utilize the unique master records in the AL HIX Common Data Store.

8) The vendor must describe the “Security Blueprint” for the HIX System using controls included within the “CMS Guidance for Exchange and Medicaid IT Systems” document.

9) The vendor must describe the vendor’s Configuration Management Process.

10) The vendor must describe the vendor’s operational event logging procedures.

11) The vendor must describe the vendor’s security event correlation and management procedures.

12) Where Service Oriented Architecture (SOA) is implemented within the HIX solution, the technical solution must meet or exceed the following capabilities for supporting SOA web services:
• **SOA endpoint devices**
  - SOA XML gateway/endpoint must be FIPS 140-2 certified
  - PKI private keys used for SOA XML transmissions, digital signing, and XML encryption must be protected
  - Support SSL termination and SSL initiation on the SOA endpoint device
  - Support administrative logins using username + password minimally for managing the SOA endpoint devices configurations

• **Authentication and Authorization**
  - Support server-side and client-side SSL authentication
  - Support HTTP Basic Authentication and HTTP Digest Authentication
  - Support SSL X.509 Certificate Authentication
  - Support Security Assertion Markup Language (SAML)
  - Support WS-Security, such as User Name Token, X.509 Certificates and SAML
  - Support WSDL message level Access Control
  - Support an Internet Protocol (IP) Access Control List (ACL) for ingress client connectivity

• **Secure communications**
  - SSL transmissions using Public Key Infrastructure (PKI)

• **Network level communications**
  - Support for HTTP, Tibco EMS, IBM MQ, JMS and FTP

• **Message level policies**
  - WSDL Operations
  - URI filtering

• **XML Web Service specifications**
  - Support WSDL, SOAP, XML, XSLT, XSD Schema, DTD, XPath, UDDI
  - XML Digital Signature, XML Encryption, WS-Encryption, WS-Digital Signature; In whole or in part for XML messages

• **High Availability capabilities**
  - The SOA solution must be fault-tolerant for maximum uptime, using load balancing or active-active clustering to maintain high availability

• **Logging and alerting**
  - Logging operational and transactional events, specific to the SOA operations
  - Able to alerting of critical operation events

3.2.5 **Integration and Implementation Services**

The relationship between integration services and all implementation services should be established in Sections 5.2.2.13 (Tab 8) and 5.2.2.14 (Tab 9).

Each vendor must propose a detailed implementation strategy with implementation step identifiers that include the integration of all the system components.
The Vendor must use the term “external integration” to refer to interfaces with other systems outside of the HIX System. The term “internal integration” must be used to describe interfaces between the components of the HIX system.

Vendors must use the information provided throughout this document to help them formulate their integration and implementation strategies. Important aspects of the integration and implementation services strategy and approach include but are not limited to:

- An integration and implementation strategy that maximizes end user productivity and minimizes disruption of work
- A solution where all system users are mentored, building their capacity to utilize and oversee the system
- Demonstration of how User Support staffing will be bolstered during each stage of deployment to provide the extra help needed to facilitate the work to be accomplished
- Software product configuration activity must be completed with HIX personnel actively involved in configuring the system to ensure that knowledge transfer is maximized

3.2.6 Operations and Hardware Hosting

Response to this requirement is discussed in Section 5.2.2.15 (Tab 10).

HIX Performance Expectations and Service Level Agreements (SLA), including liquidated damages are described in Appendix I.

Based upon the vendor’s proposed technical solution, the vendor must provide their own performance expectations and service level agreements (SLA) for the various system components for the HIX system as Vendor appendices referenced from this section.

Areas to include at a minimum are:
- network
- server
- infrastructure
- applications
- telephony
- print services

The statements must address the consumer and hosting provider experience.

Additional Vendor appendices must be referenced from this section and include:
- Samples of existing SLAs for other systems hosted by the hosting Vendor
- The transition plan for the Exit Strategy from the Vendor’s data center should the State of Alabama assume the hosting responsibility for the HIX System
- The number of staff and skill sets that will be necessary to support this proposed HIX System if the state of Alabama assumes hosting responsibility for the HIX System

3.3 Requirements by Project Phases
The following table presents the six phases of the project:

<table>
<thead>
<tr>
<th>Phase</th>
<th>Phase Definition</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>Finalization of project plans and preliminary detailed design for the entire project</td>
</tr>
<tr>
<td>2</td>
<td>Build phase for HiX System with iterative detailed design development for each new component in the proposed solution</td>
</tr>
<tr>
<td>3</td>
<td>Pilot operation of all the components developed in Phase 2 as described in Section 3.3</td>
</tr>
<tr>
<td>4</td>
<td>Completion and stabilization of the entire System</td>
</tr>
<tr>
<td>5</td>
<td>Operation of the completed System (Warranty Period)</td>
</tr>
<tr>
<td>6</td>
<td>Operation of the completed System (Post-warranty Period includes annual renewal options)</td>
</tr>
</tbody>
</table>

Table 2: Project Phases

The time constraints for each phase are given in Table 1. Vendors must use Table 1 in all sequence and plan responses. The remainder of this section describes general deliverables that must be available at the end of each of the phases. Note that Phase 1 is more detailed since these deliverables are mandated by CMS as required artifacts for the continuation of funding.

Phase 1: Finalization of project plans and preliminary detailed design for the entire project

Phase 1 is an early detailed design and project planning phase to take many of the design and planning items that are required in the proposal and refine them based on the information that will be available at project initiation. As part of the detailed design, the following documents are required at the end of Phase 1 (see Section 7, Task 1.1):

- Concept of Operations, including (but not limited to):
  - High level and technical architectural diagrams
  - Business Process Model Notation diagrams
- Project Management Plan, including (but not limited to)
  - Project Organization and Staff Management Plan
  - Management Approach and Project Schedule
  - Communications Matrix
  - Performance Measures
- Quality Management Plan
- Configuration Management Plan
- Issue and Risk Management Plan (including the System Risk Register)
- Training Plan
General descriptions of these documents are given in Section 7, Activity 1.1. Specific templates for most of the items above will be provided to the successful Vendor at project initiation. All plans should be considered as living documents that will be updated throughout the project as more information comes to light.

**Phase 2:** Build phase for Phase 2 System components, with iterative detailed design development for each new component in the proposed solution. These components must consist of the following:

- Components that provide the basic HIX portal capability;
- All COTS components that are either available without modification or require minor configuration;
- All components that require minor development that can be feasibly completed within the time limitations of Phase 2 in Table 1.

Vendors must provide specific component definitions for those components that will be accomplished during Phase 2.

**Phase 3:** Pilot operation of all the components developed in Phase 2

Pilot operations are designed to provide a friendly, proactive environment for solving early-adopter user issues before a large number of users are exposed to the HIX System. Some features may be rolled out incrementally during this period.

**Phase 4:** Completion and stabilization of the entire System

Optimization of the entire HIX System must be completed during Phase 4. Full user loads and other stressors on the HIX System are expected to be present during this phase.

**Phase 5:** Operation of the completed System (Warranty Period)

The Warranty Period represents a period when the HIX System is operated in a mode that maintains existing function and in a manner that allows HIX to predict the kind of management skills needed to keep the HIX System running for many years.

**Phase 6:** Operation of the completed System (e.g., Post-warranty Period includes annual renewal options)

HIX has no reason to predict that any changes will occur regarding operations of the HIX System as Phase 5 evolves into Phase 6. However, HIX cannot guarantee that changes will not occur during these years.
3.4 Vendor Requirements

The State is seeking a Vendor that will be responsible for providing a complete software solution and all requested services required for a successful implementation, plus post-implementation (e.g., operations and maintenance) support. The Vendor may team with multiple firms in its proposal, but there can be only one Vendor that will execute the Contract expected to result from this RFP. This does not preclude the State from executing a separate contract with a Software Provider for software licenses and software maintenance. However, the Vendor must be responsible contractually for all services, including those services performed by a subcontracted Software Provider.

The Vendor will coordinate, integrate, and be accountable for all products and services proposed. This excludes an arrangement between vendors of joint venturing or joint response to this RFP as such arrangements will not be allowed. Generally the Vendor may only appear in one proposal submitted in response to this RFP. Subcontractors may be included in more than one proposal. Multiple submissions from a firm that is a Vendor in a proposal or submission of alternative proposals will be grounds for disqualification of such proposals.

This restriction does not apply to products or software. This means that a Software Provider may also offer its services as a Vendor, serving as its own integrator, and another Vendor can offer the same software in another proposal. In this latter case, the affected Software Provider cannot also serve as a Service Provider in any proposal other than the one in which it is the Vendor.

At the sole discretion of the State, submitting multiple proposals in different forms may result in the disqualification of all Vendors knowingly involved.

The Vendor must demonstrate that their company has the relevant experience providing the services defined in this RFP, and that the staff proposed for positions on this Project has the appropriate knowledge and experience obtained on Projects of similar nature, size, and scope. HIX may require substitution/replacement of any key personnel assigned to the Project if it determines that person does not possess the skills necessary to satisfactorily complete the tasks assigned.

The successful Vendor must have a minimum of five prior years of experience in the delivery of services on projects involving the design, development, and implementation of large systems. Experience preferably will be within the last five years, although earlier experience may be submitted if it demonstrates continuity of services over a broad span of years.

Preference will be given to vendors with experience implementing the solution they are proposing. Preference will be given to vendors with experience implementing and/or operating health insurance exchange systems in State government.

Vendors must provide an assurance that they have the staff to produce the Project deliverables. The Vendor will provide an organizational chart and staffing plan of the individuals proposed to work on this Project and provide resumes as detailed in Section 3.5.3.

3.5 Vendor Staffing Requirements
Response to the requirements in this section is discussed in Section in Section 5.2.2.16 (Tab 11).

**General Personnel Information**

This subsection describes Vendor staffing requirements applicable to the Design, Development, and Implementation (DDI) task. These staffing requirements will cover the time period from Contract signing through one year after the system is implemented. The Vendor must provide qualified staff necessary to provide DDI services required for the successful implementation of the System.

The Vendor’s response to this RFP must include a staffing plan that details the organization of Project staff, location of Project staff (e.g., onsite or offsite), and clearly defines the strategy for managing communication between local and remote staff. The staffing plan must indicate staffing levels during all phases of the Project.

At a minimum, the Vendor will provide an Account Manager and a Vendor Project Manager who will interact directly with the HIX Project Manager on a regular basis. The Vendor Project Manager will be expected to participate in weekly status meetings with the HIX Project Manager and HIX project team members.

It is strongly believed that a competency in sound project management principles is critical to the success of any project awarded by the State. Therefore, the successful Vendor will demonstrate a competency in this area, including project management methodology, supporting tools, and qualified resources. Vendors must propose staff with experience in projects developing health insurance exchange system components using SOAP and Restful web services, web service orchestrators, enterprise service bus, SOA, SQL, and rules engines.

### 3.5.1 Organizational Structure

The proposal must clearly describe the vendor's overall organizational structure and how the System Project will fit into the existing organization of the company. The proposal must also address how the vendor will utilize its existing staff throughout the term of the contract.

Each proposal must also include:

1. A functional organization chart of the System Project, showing main departments and number of staff members with their titles in these departments. The chart must also provide total staffing and Full Time Equivalent (FTE) figures. If the Vendor’s organizational structure should change for the different implementation phases, then show the different organizations for each phase.

2. Position Descriptions for positions assigned to this project and the percentage of time these individuals will be dedicated to this contract.

3. A description of how the Vendor’s staff will work with HIX staff, both during the development and implementation phases, as well as during the stabilization period. This will include a specification of the proposed HIX staffing requirements for the various phases of the project.
3.5.2 Staffing

The Vendor must provide staff to perform all tasks specified in this RFP. The Vendor is responsible for maintaining a level of staffing necessary to perform and carry out all of the functions, requirements, roles, and duties as contained herein, regardless of the level of staffing included in the vendor’s proposal. In the event that the Vendor does not maintain a level of staffing sufficient to fully perform the functions, requirements, roles, and duties, the State may impose liquidated damages (see Section 6.9.1). Following is a list of items to be addressed in this section of the proposal:

- The Vendor must describe its staffing plan for the System Project. The proposal must outline how the staffing plan will achieve consistent, dependable service regardless of changes that may directly influence work volume.
- The Vendor must provide a general description of its proposed staff with number of years of experience in the IT field and number of years of experience in developing health insurance exchange systems.
- The Vendor must identify a minimum staffing level defined over time, and maintain that defined minimum staffing level at all times during designated business hours.
- Letters of commitment are required signed by the proposed Vendor Project Manager and other key personnel stating their commitment to work for the Vendor or appropriate sub-contractor on this project contingent on award of the bid.
- The Vendor staff must be available after hours as required by HIX Project Management.
- Individuals in key positions may not be assigned new or additional contract assignments outside the state of Alabama contract, reassigned, replaced, or added during the project without the prior written consent of the HIX Project Manager.
- HIX must have the right to approve or disapprove any key personnel assigned to the project (both primary Vendor and/or subcontractor personnel), to approve or disapprove any proposed changes in key personnel, or to require the removal or reassignment of any key personnel found unacceptable by HIX. HIX must approve, in advance, potential replacements for key staff. HIX must also be offered the opportunity to interview potential replacements for key staff by the Vendor.
- The Vendor must notify the HIX Project Manager in writing of any proposed change in key personnel at least 30 calendar days prior to the change or as soon as change is known. The Vendor will have 30 calendar days in which to fill vacancies of key staff with another employee of acceptable technical experience and skills subject to prior written approval of HIX, such approval not to be unreasonably withheld. Failure to fill vacancies of key staff with another employee of acceptable experience skills may result in damages as defined in Section 6.9.1. The Vendor must at all times maintain the performance standards and meet all functional requirements of the Contracts.
• All Vendor-initiated changes in key personnel must be approved by HIX.

• Each proposal must describe its back up personnel plan, including a discussion of the staffing contingency plan for:
  o The process for replacement of personnel in the event of the loss of key personnel or other personnel before or after signing a contract.
  o Allocation of additional resources to this contract in the event of inability to meet a performance standard.
  o Replacement of staff with key qualifications and experience and new staff with similar qualifications and experience.
  o Method of bringing replacements or additions up-to-date regarding the System Project.

3.5.3 Key Personnel

As noted under the “General Personnel” section above, the Vendor will provide an Account Manager and a Vendor Project Manager. Other Vendor personnel must be proposed by the Vendor in this RFP response.

3.5.4 Resumes

• Vendor Project Manager: The Vendor must provide a resume not to exceed five pages in length for the Vendor Project Manager candidate that must address the stated minimum qualifications, the amount of time the candidate has been employed by the Vendor, and the following:
  o The individual’s project management experience, including project type, size and scope of project types, project role, and duration of assignment
  o Health insurance related experience and experience managing any part of a Medicaid or comparable development project
  o Description of extent of familiarity with systems similar to the HIX solution described above
  o Education and training

• Other Key Personnel: The Vendor must provide a resume not to exceed three pages for each of the other key personnel on the project team. The Vendor is required to demonstrate that their Vendor(s) or employee(s) will have the skills necessary to meet the objectives of this project. Each resume must address at a minimum:
  o Proposed role on project
  o Education and training
  o The individual’s project experience, including project type, project role and the duration of assignment
Recent relevant experience directly related to the key position for which the individual is proposed (include start and end dates)

Size and scope of projects supported

Description of extent of familiarity with the proposed solution and ancillary processing systems

Experience in the design, development, testing, and implementation of an MMIS, other medical claims processing, eligibility system or any health insurance exchange system components

Amount of time the individual has been employed by the Vendor

- Resumes for all key staff must include the information needed for typical employment reference and background checks

If any staff member from the Vendor’s team requires special accommodations for a disability or work limitation, please note such in this section.

3.5.5 Other Personnel

The proposal must also include a description of the numbers and types of other staff. The Vendor must propose other personnel staffing positions.

3.6 Vendor Location and Facility Requirements

HIX requires a strong Vendor presence in Montgomery, Alabama until the system has been fully implemented and accepted following the “Final System Turnover Assessment” deliverable.

HIX requires that the Vendor maintain a facility within an hour’s drive time to the city limits of Montgomery, Alabama in a location approved by HIX. The Vendor must provide adequate working space, conference space, and free parking at the local vendor site to accomplish all of the project tasks in an efficient and professional manner. Specifically, a large well-equipped conference room will be required to accommodate HIX users, consultant staff, and Vendor staff during meetings, training sessions, group product reviews, work sessions, test reviews, and other activities during the project.

The Vendor Project Manager and Deputy Vendor Project Manager are required to be onsite at the Vendor’s facility, full time through the Final System Turnover Assessment. The Vendor Project Manager must remain onsite until the system has become operational and approved by CMS.

The Implementation Manager will stay on the project until the end of the Warranty Period (Phase 5, see Table 1). Other Key Personnel must be onsite through the Final System Turnover Assessment. Those individuals who work off-site must be available for onsite tasks when contact with HIX is required, such as meetings.

A weekly Work Schedule will be posted on the project portal indicating individuals working for that week along with their location. The Vendor must provide sufficient staff to cover the func-
tional areas of data conversion, system testing, quality assurance, and other requirements of the RFP through the Warranty Period (Phase 5).
4 GENERAL ADMINISTRATIVE INFORMATION

4.1 Introduction

This Request for Proposal (RFP) provides prospective Vendors with sufficient information to enable them to prepare and submit proposals for consideration by the Alabama Department of Insurance ("Department")/Governor’s Office of the Health Insurance Exchange ("HIX") to satisfy the need for expert assistance in the completion of the goals and requirements of this RFP. Instructions governing proposal submission and the material to be included therein, mandatory and other requirements, which shall be met, by the Vendor and their proposal in order to be eligible for consideration are included in this RFP.

The Awarded Vendor shall be solely responsible for the performance of all tasks, meeting all requirements and delivering all deliverables contained or identified within this RFP.

For the purposes of this document

- “ACA” means the Patient Protection and Affordable Care Act, P.L. 11-148, as amended by the Health Care and Education Reconciliation Act of 2010, P.L. 111-152 and any other amendments.
- “Department” is the Alabama Department of Insurance, an agency of the State of Alabama. “Department” is also deemed to include the HIX. The Department designates the HIX as its representative for purposes of facilitating, directing, and monitoring the Vendor’s performance of the Services for contractual purposes.
- “HIX” means the Governor’s Office of the Health Insurance Exchange or any similar successor entity created by Legislation or Executive Order of the Governor. HIX is not a division or unit of the Department but is designated by the Department to act as the Department’s representative for the purposes of this RFP and contract, if any.
- “HIX System” is the Alabama Health Insurance Exchange System, a state-of-the-art automated system that supports HIX in providing all of the functionality described herein.
- “Exchange” is the Alabama Health Insurance Exchange which is the organization and automation necessary to enable individuals or companies to purchase health insurance from a set of state-regulated and standardized health care plans that is eligible for Federal subsidies or small business tax credits. Health insurance exchanges are authorized and funded as part of implementing key elements of the ACA.

4.2 Issuing Office

This RFP is issued under the authority of Ala. Code §§41-16-20 through 41-16-72. The RFP process is a procurement option allowing the award to be based on stated evaluation criteria. The RFP states the relative importance of all evaluation criteria. No other evaluation criteria, other than as outlined in the RFP, will be used. The Department solicits sealed proposals to acquire the professional services of an application systems developer and/or systems integrator for design, development, and implementation (DDI) of a system to support the implementation of the HIX System compliant with federal and state law and regulations.
4.3 Invitation to Submit Proposals

All interested Vendors are invited to submit a proposal in accordance with the rules, procedures and dates set forth herein.

The State encourages free and open competition among Vendors. Whenever possible, the State will design specifications, proposal requests, and conditions to accomplish this objective, consistent with the necessity to satisfy the State’s need to procure technically sound, cost-effective services.

4.4 Inquiries

From the date this RFP is issued until a Vendor is selected and the selection is announced by the Department, all communication must be directed to the HIX Executive Director who is designated to be in charge of this solicitation. Unless otherwise noted, prospective Vendors may make written inquiries concerning this RFP to obtain clarification of requirements. **Telephone or fax inquiries will not be accepted.** No inquiries will be accepted after the deadline for questions as specified in the Table 1 Procurement Timetable in the Preface section of this RFP.

Send all inquiries to: Richard Fiore at the Alabama Health Insurance Exchange at one of the following:

By U. S. Postal Service: Post Office Box 303351, Montgomery, AL 36130-3351

By hand or **commercial** courier: RSA Tower Suite 502, 201 Monroe Street, Montgomery, AL 36104.

Please note: All deliveries by the United States Postal Service are made to an off-site central state government mail facility. Forms of USPS expedited delivery may not be expedited.

We encourage the use of email. The email address for inquiries regarding this RFP shall be directed to: responses@myalabama.gov.

Vendors shall mark envelope/email subject line “RFP#: 2012-HIX-101”.

Specific timelines for submitting questions and responses are identified in Table 1 Procurement Timetable. Questions submitted prior to specified deadlines will be responded to as quickly as possible within five work days.

Any attempt by a Vendor to contact any employee of the Department or HIX regarding this RFP prior to proposal award, other than as specified in this RFP, shall be deemed to be a violation of proposal requirements and shall result in the Vendor’s proposal being rejected.

Vendors shall not rely on verbal statements that alter any specifications or other terms or conditions of the RFP.
4.5 The Department Proposal Questions and Contacts

Subsequent to the opening of the sealed proposals, discussions may be conducted by the Department and the Project Manager with Vendors for the purpose of clarification to assure full understanding of and responsiveness to the solicitation requirements. Vendors shall be accorded fair and equal treatment with respect to any opportunity for discussion. In conducting any such discussions, there shall be no disclosure of any information derived from proposals submitted by competing Vendors.

Any questions regarding solicitation requirements for this RFP must be written and submitted by the designated due date and time specified in Table 1 Procurement Timetable to the Project Manager of the HIX System Development Project at the address shown above. Questions will not be addressed over the telephone. Responses to Vendor’s questions shall be made available to all Vendors attending the Mandatory Pre-Proposal Conference on the date and time designated in Table 1 Procurement Timetable.

4.6 Addendum or Supplement to RFP

In the event that it becomes necessary to revise any part of this RFP before the mandatory Pre-Proposal conference, an addendum shall be posted to the Department website. It is the responsibility of prospective Vendors to check for any addendum which may be posted. In the event that it becomes necessary to revise any part of this RFP after the mandatory Pre-Proposal Conference, an addendum shall be provided to each Vendor who registered at the Pre-Proposal Conference as well as posted to the website.

A copy of all Addenda, if any, must be signed and returned with the Vendor response.

4.7 Mandatory Pre-Proposal Conference

A mandatory Pre-Proposal Conference will be held on the date and time specified in the Table 1 Procurement Timetable (refer to the Preface Procurement Timetable), at RSA Union Building, 1st Floor Auditorium, 100 North Union Street, Montgomery, Alabama. Attendance at the Pre-Proposal Conference is mandatory for all Vendors who plan to submit proposals. A Vendor’s failure to attend the Pre-Proposal Conference will cause its proposal to be rejected.

Vendors who plan to attend the Pre-Proposal Conference must complete and return the Intent to Attend Pre-Proposal Conference Notification form found in Form C by the date listed in the Table 1 Procurement Timetable (refer to Preface –Procurement Timetable).

The Pre-Proposal Conference is intended to be an interactive exchange of information. Since impromptu questions shall be permitted and spontaneous answers may be provided, Vendors shall clearly understand that oral answers given at the conference are not binding, but are good faith efforts to give correct useful information. No further questions will be permitted after the date specified in the Table 1 Procurement Timetable. Final and binding answers to all questions whether submitted via email or asked at the Pre-Proposal Conference will be distributed to all conference attendees on the date specified in the Table 1 Procurement Timetable. All answers to questions will be distributed by email to those Vendors in attendance of the Pre-Proposal Conference.
Answers to written questions received by the Project Manager before the Pre-Proposal Conference by the deadline specified in the Table 1 Procurement Timetable shall be distributed at the Pre-Proposal Conference and posted on the website. Prospective Vendors will be given time to review the written questions and answers during the Mandatory Pre-Proposal Conference. An opportunity will be given to ask questions to clarify any uncertainties that may exist.

4.8 Proposal Submission Requirements

This RFP contains numerous instructions governing proposal submission requirements and the material to be included therein. These are mandatory submission and proposal completion requirements that must be met to be eligible for consideration. Proposal responses shall be submitted consistent with the format and content specified in Section 5 – Proposal Response Format.

Failure, in whole or in part, to respond to a specific mandatory requirement shall result in rejection of the Vendor’s proposal as non-compliant with the RFP requirements during the evaluation process or at any time that such deficiency is discovered. The Department at its sole discretion reserves the right to waive minor irregularities.

4.9 Proposal Prices

Vendor shall submit a firm and fixed price for the services described in the RFP. Vendor shall propose a price that reflects any business risk it perceives in the way the proposal specifications are stated. Vendor shall not anticipate nor rely on clarifications, discussions, redefinition, or further negotiations with the Department after the contract award to adjust the price that is contained in its proposal for the work required by the RFP. Any efforts by a Vendor to limit, qualify, caveat, restrict, or place conditions upon the price being proposed shall be considered to be a violation of the firm and fixed price submission requirement and shall result in the proposal being rejected as non-responsive.

4.10 Certification of Independent Price Determination

The following certifications must be provided by the Vendor:

1. By submission of this proposal each Vendor certifies and in the case of a joint proposal each party thereto certifies as to its own organization that in connection with this procurement the following:

   a.) The prices in this proposal have been arrived at independently, without consultation, communication, or agreement, for the purpose of restricting competition as to any material relating to such prices with any other Vendor or with any Competitor.

   b.) Unless otherwise required by law, the prices which have been quoted in this RFP have not been knowingly disclosed by the Vendor and shall not knowingly be disclosed by the Vendor, directly or indirectly, to any other Vendor or to any competitor prior to opening.
c.) No attempt has been made or shall be made by the Vendor to induce any other person or firm to submit or not to submit a proposal for the purpose of restricting competition.

2. Each person signing the proposal form certifies that:

a.) He/she is the person in the Vendor’s organization responsible within that organization for the decision as to the prices being offered herein and that he/she has not participated, and shall not participate, in any action contrary to 1(a) through 1(c) above: or

b.) He/she is not the person in the Vendor’s organization for the decision as to the prices being offered herein but that he/she has been authorized in writing to act as agent for the person(s) responsible for such decision in certifying that such persons including said agents have not and shall not participate in any action contrary to 1(a) through 1(c) above.

3. The certification must include an acknowledgement of Sections 1 and 2 above and include the following language:

“The representations and information in this proposal are true and correct as of the date of this proposal. The submitting person or entity represents that it is ready and able to execute a contract if a contract is awarded based on this proposal. This proposal shall remain firm and be valid through the date of the contract resulting from this RFP if awarded. The submitting person or entity understands that the Department reserves the right to add provisions consistent with the successful Vendor’s offer and to negotiate with the successful Vendor other additions to or deletions from, and/or changes in the language in the contract, provided that no such addition, deletion, or change in contract language shall alter the scope of work required and/or the evaluation criteria set forth in the RFP. Additions to, deletions from and/or changes in language of the contract shall not result in additional compensation over and above that proposal by the successful Vendor for the scope of work specified in the RFP, the amendments thereto, the written answers to questions or any clarifications requested during the evaluation process.

“The undersigned represents that the only person or persons, entities, or parties interested in the proposal as principals are named in this proposal. This proposal is made without collusion with any other person, persons, company or parties submitting a proposal. This proposal is in all respects fair and made in good faith without collusion or fraud. If the submitting party is a business entity, the undersigned has full authority to bind the entity in a contract with the Department.

“The submitting person or entity acknowledges that a material false statement in or omission from this proposal and all material submitted with this proposal may cause rejection of the proposal or the withholding of a contract, or may constitute a breach of an awarded contract.”
4.11 Parent Company

If a Vendor is owned and controlled by a parent company, the main office address and parent company’s tax identification number (TIN) shall be provided in the proposal response.

4.12 Vendor’s Submission

Proposals must be received on or before the deadline in the Table 1 Procurement Timetable. Late proposals shall not be accepted. It is the responsibility of the Vendor to ensure that the proposal is received by the Project Manager in accordance with the Table 1 Procurement Timetable.

The response should be addressed to Richard Fiore at the Alabama Health Insurance Exchange at one of the following:

By U. S. Postal Service: Post Office Box 303351, Montgomery, AL 36130-3351

By hand or commercial courier: RSA Tower Suite 502, 201 Monroe Street, Montgomery, AL 36104.

Please note: All deliveries by the United States Postal Service are made to an off-site central state government mail facility. Forms of USPS expedited delivery may not be expedited.

The State of Alabama RFP Proposal Sheet and all Addenda, if any, must be signed in ink by the Vendor or other entity that is legally authorized to bind the Vendor to the proposal. The RFP Proposal Sheet must also be notarized.

Proposals not meeting these requirements shall not be accepted.

4.13 Public Opening of Proposals

A public opening of the proposal will be held as specified in the Table 1 Procurement Timetable, at the Department’s offices located at 201 Monroe Street, Montgomery, Alabama. A register of proposals consisting of the names and addresses of Vendors will be prepared and made available for public inspection.

4.14 Oral Presentations

The Department reserves the right to request oral presentations during the Evaluation Phase. The purpose of the oral presentation is to allow for interchange between the Vendor, HIX staff and the Evaluation Committee. It shall be HIX’s option to determine the schedule and format for oral presentations/demonstrations. Vendors will be notified in advance of the time and location and selected items of any such presentations. Oral presentations are at the option of HIX and not all Vendors may be requested to present.

The oral presentations and demonstrations will provide an opportunity to 1) provide an overview of the merits of the Proposal, 2) answer questions raised by evaluators in the course of reviewing the Proposals, and 3) assist the Evaluation Committee in verifying the capabilities and functionality of the proposed system. The Evaluation Committee shall have the opportunity to ask for
clarification of information in the proposal. No written supplementation of the proposal will be permitted. Responsiveness will be determined on the written proposal.

During the oral presentations, Vendors shall not discuss the merits or qualifications of other Vendors. Failure to observe this proposal requirement shall result in the proposal being rejected as non-compliant.

The Department may, at its discretion, establish such procedures and rules of conduct as it may deem appropriate, and may enforce such procedures and rules of conduct. Failure to observe these procedures and rules of conduct shall result in the proposal being rejected as non-compliant.

4.15 Selection of Proposal

After review of the Evaluation Committee’s recommendation for award, the Commissioner of Insurance in consultation with the HIX Executive Director shall make the final decision on the award of any contract. After selection is made, the Department shall issue a notice of award to the successful Vendor. Contract execution is contingent upon CMS approval of the award, Information Services Division of the Department of Finance approval of the award, review by the Legislative Contract Review Oversight Committee and approval by the Governor.

The Department reserves the right to reject any and all proposals submitted in response to this RFP.

4.16 Granting of Contract

The contract awarded under this RFP will be made to the Vendor having the highest overall proposal evaluation score indicating value to the State of Alabama.

The Department reserves the right to add provisions consistent with the successful Vendor’s offer and to negotiate with the successful Vendor other additions to or deletions from, and/or changes in the language in the contract, provided that no such addition, deletion, or change in contract language shall alter the scope of work required and/or the evaluation criteria set forth herein. Additions to, deletions from and/or changes in language of the contracts shall not result in additional compensation over and above that proposal by the successful Vendor for the scope of work specified in the RFP, the amendments thereto, the written answers to questions or any clarifications requested by the Vendor during the evaluation process.

Prior to finalization of award, the selected Vendor may be required to enter into discussions with the Department to resolve any contractual differences before an award is made. These discussions must be finalized and all exceptions resolved within ten working days of notification of award; if not, the proposal will be rejected and discussions initiated with the Vendor having the next highest proposal evaluation score.

4.17 Acceptance of RFP Terms

A proposal submitted in response to this RFP shall constitute a binding proposal response. The provisions of this RFP and all attachments constitute contractual terms and conditions. These
provisions, as amended, shall supersede any contradictory or inconsistent language in the suc-
sessful Vendor’s response. In the event of inconsistencies or contradictions between language
contained in the RFP and a Vendor’s response, the language contained in the RFP will prevail.
If the State issues addenda to the original RFP, then said addenda, being more recently issued,
would prevail against both the original RFP and the Vendor’s proposal in the event of an incon-
sistency, ambiguity, or conflict.

A submission in response to this RFP acknowledges acceptance by the Vendor of all terms and
conditions, including performance and compensation, as set forth in this RFP. The Vendor, by
signing the proposal sheet (Form E), certifies that it accepts all of the terms and conditions, in-
cluding performance and compensation of this RFP in full, without reservations, limitations, as-
sumptions, restrictions, caveats, or any other type of qualification. A response that fails to com-
ply with this condition shall be disqualified as nonresponsive. Further, any amendment to this
RFP shall be signed and returned with the proposal or the proposal shall not be considered.

All proposals become the property of the State of Alabama, and may not be returned to the
Vendor. Only proposals that conform to the requirements of this solicitation shall be acceptable.
The State reserves the right to reject any or all proposals. There is no guarantee a contract shall
result from this solicitation. The State accepts no obligation for costs incurred by any Vendor in
the preparation of a proposal in response to this RFP.

4.18 Offer in Effect for 90 Days

A proposal may not be modified, withdrawn or canceled by the Vendor for a 90-day period fol-
lowing the deadline for proposal submission as defined in the Table 1 Procurement Timetable.

4.19 RFP Response Material Ownership

All products/services produced in response to the contracts resulting from this RFP, including
the executed contracts, RFP, and any amendments thereto, shall be the sole property of the
Department. Vendor’s response to the RFP, HIX’s written responses to prospective Vendors’
questions, and Vendor’s clarifications as requested by HIX during the evaluation process shall
become contractual obligations.

Proposal responses may be reviewed by contacting the HIX General Counsel after the contract
has been fully executed by the State. To the extent a Vendor deems any specific portion of its
response to include a “trade secret” as defined in Ala. Code § 8-27-2(1), a second electronic
copy shall be provided to the Department with such information redacted. The Vendor response
which may be made public must be clearly marked as “Public Response” in the Vendor submis-
sion. Said designation of a “trade secret” shall not be binding on the Department but the De-
partment will review and consider the designation. Wholesale designation of a response or sub-
stantial parts of a response as “trade secrets” shall not be accepted by the Department.

4.20 Incurring Costs

The State of Alabama is not liable for any cost incurred by Vendors prior to issuance of a fully
executed contract.
4.21 Payment

The Department will provide payment to the Vendor according to Section 6 – Contract Terms and Conditions – Section 6.8 – Method of Payment and Invoicing.

4.22 Performance Bond

Please refer to Section 6 – Contract Terms and Conditions, Section 6.5.17 – Performance Bond.

4.23 Bid Guarantee

Each bid must include an individual bid guarantee in the amount of $5,000 payable to the Commissioner of Insurance-State of Alabama. This bid guarantee ensures a firm bid for contracting purposes for 90 calendar days after the bid due date. Bid guarantees provided by unsuccessful bidders will be returned after 90 calendar days. The form of the bid guarantee shall be one of the following:

- Cashier’s check (personal or company checks are not acceptable)
- Other type of bank or certified check
- Money Order
- Surety guarantee issued by a company authorized to do business in the State of Alabama.
- An irrevocable letter of credit

4.24 Vendor’s Facility and Equipment Requirements

The Department requires that the Vendor maintain a facility within an hour’s drive time to the city limits of Montgomery, Alabama in a location approved by HIX. The Vendor shall provide adequate working space, conference space, and free parking at the local vendor site to accomplish all of the project tasks in an efficient and professional manner. Specifically, a large well-equipped conference room will be required to accommodate Department and HIX users, consultant staff, and Vendor staff during meetings, training sessions, group product reviews, work sessions, test reviews, and other activities during the project. Additional requirements can be found in Section 3.6.

These facilities, equipment, and supplies the Vendor provides for their staff are provided at the Vendor’s expense and are not expenses chargeable to the Department as part of this RFP.

4.25 Publicity and Promotion

The Vendor shall not advertise, promote or publish information for commercial benefit concerning this RFP or any subsequent award without prior written approval of the Department.
4.26 State’s Rights Reserved

While the State has every intention to award a contract as a result of this RFP, issuance of the RFP in no way constitutes a commitment by the State to award and execute a contract. Upon a determination such actions would be in its best interest, the State, in its sole discretion, reserves the right to:

- Cancel or terminate this RFP at any time, without penalty
- Reject any or all of the proposals submitted in response to this RFP
- Change its decision with respect to the selection and to select another proposal
- Waive any minor irregularity in an otherwise valid proposal which would not jeopardize the overall program and to award a contract on the basis of such a waiver (minor irregularities are those which will not have a significant adverse effect on overall project cost or performance)
- Negotiate with any Vendor whose proposal is within the competitive range with respect to technical plan and cost
- Adopt to its use all, or any part, of a Vendor’s proposal and to use any idea or all ideas presented in a proposal
- Amend the RFP (amendments to the RFP will be made by written addendum issued by the State and will be posted on the Department website)
- Not award any contract

4.27 Disclaimer

All statistical and fiscal information contained in the RFP and its exhibits, including amendments and modifications thereto, reflect the best and most accurate information available to the Department at the time of RFP preparation. No inaccuracies in such data shall constitute a basis for an increase in payments to the Vendor, a basis for delay in performance, or a basis for legal recovery of any damages.

Note: That if required, prior to plugging a non-Alabama HIX (e.g., Vendor) computer/laptop into the Alabama HIX network the computer user will have to sign a computer use agreement similar to the sample provided in Appendix C of this document. This is to ensure the Alabama HIX network is safe from harmful computer malware.

This individual may also be asked to sign a standard Health Insurance Portability and Accountability Act (HIPAA) agreement similar to the sample provided in Appendix H.

4.28 Financial Interests

Vendor shall represent and warrant that neither Vendor nor any person or entity that will participate financially in the contract has received compensation from the Department for participation in preparation of the RFP or other specifications for this RFP and any resulting contract. In re-
sponding to this RFP, all Vendors must complete the disclosure statement required pursuant to Sections 41-16-80, et seq., Code of Alabama, 1975 (Alabama Act 2001-955), which can be accessed from the Attorney General’s web site at the following address:

http://www.ago.state.al.us/Page-Vendor-Disclosure-Statement-Information-and-Instructions


5 PROPOSAL RESPONSE SPECIFICATIONS AND FORMAT

5.1 Introduction

This section describes the format and other requirements for the Vendors’ proposal submissions. Vendors must build their proposal responses according to the formats, requirements and the order of items as defined in each section below. Each Vendor’s proposal response must be divided into two parts as described in Section 5.2.1 Proposal Response General in addition to providing the required number of copies as specified in Section 5.2.2 Technical Response Format.

Because of the diverse requirements and specifications of this RFP, HIX encourages prospective Vendors to subcontract or partner with other professional entities to acquire additional expertise and resources necessary to successfully address all requirements, specifications, and deliverables of this RFP. HIX seeks to receive as many proposals as possible while ensuring open competition among Vendors.

In the event of a proposal submitted jointly by more than one organization, one organization must be designated as the prime Vendor and must have responsibility for project management and not less than 60 percent of the work to be performed (as measured by price). All other participants must be designated as subcontractors.

Disclaimer – Any information or discussion regarding a particular subject that is not included in that subject’s section may not be credited during the proposal evaluation; e.g. a description of the “project management approach” in the “proposed solution” section will not be counted toward the project management approach points.

5.2 Proposal Submission Requirements

Proposals submitted, in whole or in part, by modem or fax will be rejected. Late responses will not be accepted.

Proposals must be received by the Project Administrator no later than the date and time specified in Table 1 (see the Preface – Procurement Timetable). It is the responsibility of the Vendor to ensure the proposal is delivered by the time specified. Delays in mail delivery or any other means of transmittal will not excuse late proposal submissions.

Proposals received after that time will not be considered. At the State’s option, late proposals will be retained unopened in the file or will be destroyed at the State’s expense.

Proposals received prior to the Proposal Submission date will be kept secured and sealed until the official Proposal Opening date.
5.2.1 Proposal Response General

Proposal Responses are submitted by the Vendor in two parts:

- Part 1—Technical Proposal
- Part 2—Cost Proposal

Proposals will be evaluated based on the written information that is presented in the response. This requirement underscores the importance and the necessity of providing in-depth information in the proposal with all supporting documentation necessary. The Vendor must demonstrate in the proposal a thorough working knowledge of HIX program policy and System requirements as described herein.

Entities that are currently excluded under federal and/or State laws from participation in Medicare/Medicaid or any State’s healthcare programs are prohibited from submitting proposals.

The Proposal Response must present a complete and detailed description of the Vendor’s qualifications to perform and its approach to carry out the requirements of this RFP. Any deviations in the Vendor’s Proposal Response from the outline described below could disqualify that proposal.

Other requirements for the Proposal include the use of:

- 8.5 x 11-inch paper with one inch margins all the way around
- Single-spaced narrative text with a space between paragraphs
- Font size of 11 points or larger must be used, except in tables and charts where a font size of 10 points is acceptable
- Clearly page-numbered on the bottom (center or right) of each page
- Brochures or other presentations, beyond that sufficient to present a complete and effective response, are not desired. Audio and/or videotapes are not allowed. Elaborate artwork or expensive paper is not necessary or desired. While the appearance of proposals and professional presentation is important, the use of non-recyclable or non-recycled glossy paper is discouraged.

A maximum page limit has been set for some sections of the Proposal Response. Vendors are required to respect these page limits to facilitate a timely and responsive evaluation. Pages in excess of these limits will be removed during the Proposal Evaluation Process in the evaluation of Mandatory Requirements.

Vendors must submit one original and 15 hard-copy versions of the Technical Proposal Response in binder form plus four electronic versions on Compact Disc (CD or DVD), jump drive, or disk. Vendor submission content ownership is discussed in Section 4.19. The Requirements Response Matrix must be submitted in electronic form in the identical Excel spreadsheet that was part of the RFP.
Vendors must submit one original and one hard-copy version of the Cost Proposal in binder form plus two electronic versions on a separate CD from the Technical Proposal.

All copies must be clearly labeled with the Vendor name. The original hard-copy version must be identified as such and must include the transmittal letter with the original signature; the Pricing Sheets, and the RFP proposal sheet (refer to Form E and Forms F through Form M in Appendix K). Electronic versions must be submitted in MS Word 2007 or Adobe Portable Document Format (PDF) version 7 or higher.

The original and each copy of the Vendor’s proposal response package must be marked in accordance with the specifications below. Each proposal must be submitted in two parts:

- Technical Proposal and
- Cost Proposal, the format and content of which are specified in the following subsections. Each part (Technical and Cost) must be identified with the cover pages as provided in the following subsections.

The Cost Proposal including Price Sheets must be in a separately sealed envelope from the Technical Proposal (see Section 5.2.3).

The Cost Proposal should be on a separate CD from the Technical Proposal.

Section 5.2.2 and its subsections specify the format details of the Technical Proposal, while Section 5.2.3 does the same thing for the Cost Proposal.

### 5.2.2 Part 1: Technical Proposal Format

The first group of documents in the proposal response package must be marked as the “Technical Proposal.” Each Vendor’s proposal response package submitted for the Technical Proposal must contain the items listed below in the order listed and divided using tabs as indicated (A, B, C, D, 1, 2, 3, etc.):

- Cover Page for Technical Proposal
- TAB A – RFP Proposal Sheet
- TAB B – Transmittal Letter
- TAB C – RFP Addenda
- TAB D – Table of Contents
- TAB 1 – Executive Summary
- TAB 2 – Company Overview
- TAB 3 – Use of Subcontractors
- TAB 4 – Relevant Business Experience
- TAB 5 – Proposed Solution
- TAB 6 – System Development Lifecycle Approach and Methodology
- TAB 7 – Project Management Approach
The following sections provide a description of each of the bulleted items above.

5.2.2.1 Cover Page for Technical Proposal

The cover page for the Technical Proposal must be a single page formatted and marked according to the technical proposal example provided on the next page. This page must be used to identify the Vendor’s Technical Proposal section of their proposal.

The cover page for the Technical Proposal must be a single page and the first page of this section marked as follows:
Office of the Alabama Health Insurance Exchange

Alabama Health Insurance Exchange System

TECHNICAL PROPOSAL
RFP #: 2012-HIX-101

Opening Date: June 8, 2012

Company Submitting the Proposal: ____________________________

Proposal Submitted By (Company Representative): ______________________

Contact Information for Company Representative: __________________________

(Address, Phone, Fax and E-mail)
5.2.2.2 TAB A – RFP Proposal Sheet

The Technical Proposal must include the proposal sheet (e.g., Form E in Appendix K) signed in blue ink, notarized, and completed per the Office of the Alabama Health Insurance Exchange specifications and included as the first document of the original Technical Proposal. The notary can appear at the bottom of the page. The section for the “Firm and Fixed Priced” must be left blank when accompanying the Technical Proposal. A copy of the original completed Office of the Alabama Health Insurance Exchange RFP Sheet must be included in each required copy in the specified order.

5.2.2.3 TAB B – Transmittal Letter

The Transmittal Letter must be submitted on official business letterhead by the prime Vendor and must be signed by an individual authorized to commit the company to the scope of work proposed.

The Transmittal Letter must contain all of the following:

- Brief statement of the Vendor’s understanding of the scope of software and services associated with this RFP.
- Identification of all materials and enclosures being submitted collectively as a response to this RFP.
- Identification of the Vendor who will be the prime Vendor and the name of the corporation or other legal entity submitting the proposal.
- The name, title, address, email address and telephone number of the individual who will function as the main contact for the Vendor.
- A statement identifying any and all subcontractors, if any, who are needed in order to satisfy the requirements of this RFP. The percentage of work, as measured by percentage of total contract price, to be performed by the prime Vendor must be provided. Subcontracted work must not collectively exceed 40 percent of the total contract price. The Vendor must assume sole and exclusive responsibility for all of the Vendor Responsibilities and work indicated in the RFP (including any and all addenda). If no subcontractor is proposed, a statement must be made identifying that fact.
- A statement that the prices proposed were arrived at independently without consultation, communication, or agreement with any other Vendor or competitor for this procurement and that the prices are binding for 90 days.
- A statement that the person signing this proposal is authorized to make decisions on behalf of the Vendor’s organization as to the prices quoted.
- A Disclosure Statement completed and submitted with the proposal required pursuant to Alabama Act 2001-955, located in Form P (Appendix K) – Disclosure Statement or on the Attorney General’s web site at the following address: [http://www.ago.state.al.us/ag_items.cfm?Item=70](http://www.ago.state.al.us/ag_items.cfm?Item=70)
Note: Any Subcontractors bid in this proposal must also complete a Disclosure Statement which is to be submitted with the proposal and within this tab.

The Transmittal Letter must be signed by an individual authorized to commit the company to the work proposed. No reference is to be made to any pricing information or elements of cost. If any element of cost is referred to in the Transmittal Letter, the Vendor will be disqualified. Note: Inclusion of the percentage of work, as measured by percentage of total contract price, to be performed by the prime Vendor (see bullet 2 above) without reference to any monetary price will not violate the element of cost provision.

5.2.2.4 TAB C – RFP Addenda

Vendors must acknowledge receipt of all RFP addenda by listing the addenda and including a signed copy of the front page of each addendum. The signature must be the same as on the Transmittal Letter.

5.2.2.5 TAB D – Table of Contents

The Technical Proposal must be submitted with a table of contents that clearly identifies and denotes the location of each section and sub-section of the proposal. The electronic copies must have hyperlinks to corresponding sections from the Table of Contents. Each page of the response must be clearly and uniquely numbered. Additionally, the Table of Contents must clearly identify and denote the location of all enclosures and attachments to the proposal. Title this section as “Table of Contents” in the Technical Proposal.

Most of the sections given below have a maximum page limit that will be given in parenthesis within the section title.

5.2.2.6 TAB 1 – Executive Summary (4 pages)

The Executive Summary will condense and highlight the contents of the Technical Proposal in such a way as to provide the proposal evaluators with an overall understanding of the proposal. Vendors must provide a concise summarization of the proposed products and services, and how these proposed products and services solve the problems presented in the RFP. Vendors must present their planned approach to providing the proposed products and services, and their understanding of the objectives and intended results of the project and the scope of work. Title this section as “Executive Summary” in the Technical Proposal.

5.2.2.7 TAB 2 – Company Overview (8 pages)

Provide information about the Vendor’s company capabilities to satisfy the requirements of this RFP and why the company should be selected for this project. The overview must describe the kinds of projects the firm typically performs.

The overview must provide a description of the Vendor’s company information including:

- Date established.
• Ownership (public company, partnership, subsidiary, etc.): If a Vendor is owned or controlled by a parent company, the name, main office address, and parent company's tax identification number must be provided in the proposal.

• Organizational chart depicting the Vendor’s organization in relation to any parent, subsidiary, or related organization.

• Identification of whether or not the company is a) a partnership, b) a non-profit corporation, c) Alabama Corporation, d) Non-Alabama Corporation, or e) some other structure.

• State in which the Vendor is incorporated.

• Number of employees and resources.

• Organizational staffing chart.

• Names and resumes of Senior Managers and Partners in regards to this contract.

• Office location(s) responsible for the proposed tasks.

• Evidence that the Vendor is financially stable and that it has the necessary infrastructure to complete this contract as described in the Vendor’s proposal. The Vendor must provide audited financial statements for the last three years, or similar evidence of financial stability for the last three years in Appendix A of the proposal.

• Vendor’s acknowledgment that the State will not reimburse the Vendor until: (a) the State HIX Project Manager has approved the invoice; and (b) HIX has received and approved all deliverables covered by the invoice.

• Disclosure of any contracts terminated for cause or convenience in the past five years.

• Disclosure of any conflict of interest.

• Indication if the Vendor is minority-owned.

• Number of jobs the Vendor will be creating in the state of Alabama during the project duration.

• Details of any pertinent judgment, criminal conviction, investigation, or litigation pending against the Vendor or any of its officers, directors, employees, agents, or subcontractors within the last five (5) years related to this RFP, the State or federal government, Medicaid, Department of Insurance, any oversight agencies such as Health and Humans Services, Center for Medicare and Medicaid Services and Office of Inspector General, and eligibility enrollment, of which the Vendor has knowledge, or a statement that there are none. HIX reserves the right to reject a proposal solely on the basis of this information. It is recognized that such details may be lengthy, and therefore, this part of the response may go into an addendum that will not be counted against the page limit.

While the Company Overview must not exceed eight pages, senior staff resumes may be included in an addendum.

Title this section “Company Overview” in the Technical Proposal.
The company must have all necessary business licenses, registrations, and professional certifications at the time of the contracting to be able to do business in Alabama. Alabama law provides that a foreign corporation (an out-of-state company/firm) may not transact business in the state of Alabama until it obtains a Certificate of Authority from the Secretary of State, § 10-2B-17.01, et seq., Code of Alabama 1975. To obtain forms for a Certificate of Authority, contact the Secretary of State, Corporations Division, (334) 242-5324, http://www.sos.state.al.us. The Certificate of Authority or a letter/form showing application has been made for a Certificate of Authority must be submitted in the proposal in Appendix B.

5.2.2.8 TAB 3 – Use of Subcontractors (4 pages per subcontractor)

For each proposed subcontractor, provide overview information about the company’s plans to use a subcontractor or subcontractors to meet the requirements of this project. The overview must describe what functions or tasks the Subcontractor(s) would perform under this RFP. The same company information listed in the previous section must be provided for each subcontractor.

If subcontractors will not be used on this project, include statements in this section to specify the company’s intentions not to use subcontractors.

**The Use of Subcontractors section must not exceed four pages for each subcontractor proposed.**

Title this section as “Use of Subcontractors” in the Technical Proposal.

5.2.2.9 TAB 4 – Relevant Business Experience

Provide a Business Experience Matrix (Form Q in Appendix K) that summarizes relevant projects completed by the company, or the specific organizational unit of the company that will be responsible for work performed in this contract. If Subcontractors are to be used on the project, a Business Experience Matrix must be completed for each Subcontractor proposed. List the 5 most recent projects performed that demonstrate the Vendor’s ability to perform the requirements expressed in the RFP. All projects must be listed if the company has less than 5 relevant projects. The matrix must provide all of the information described below. Columns must be used as follows:

**Column A:** Provide the name of the client and a short project name and description.

**Column B:** Indicate if work was performed relative to consulting support and technical assistance for State Government Medicaid Management/Eligibility Information Systems. Indicate Yes or No in the box.

**Column C:** Summary of DDI activities performed on the project. Leave blank if not performed.

**Column D:** For each project, indicate the starting date of the project using Month/Day/Year (MM/DD/YY) format.

**Column E:** For each project, indicate the ending date of the project using Month/Day/Year (MM/DD/YY) format.
Column F: Provide a checkmark in this column if the project was completed within the original timeframe. Leave blank if not.

Column G: Provide a checkmark in this column if the project was completed within the original budget. Leave blank if not.

Column H: Provide a checkmark in this column if the company was involved in any litigation related to this project.

Column I: For each project, list names (or initials) of all staff members proposed for the System Project that participated on the project referenced in the table.

Column J: Provide the name of one client the Proposal Evaluation team may contact about the project, with verified telephone numbers (please include fax number and email address if available).

HIX reserves the right to contact any former client or employer with which the Vendor is known to have done business, whether or not provided as a reference.

Provide details for each project not completed on time or within budget. Also, provide the details of any litigation related to the project.

In addition to this Matrix, the Vendor may provide any additional information about the projects listed, such as the purpose, scope, the company’s involvement, and the outcome or status of the project.

5.2.2.10 TAB 5 – Proposed Solution (50 pages)

The Vendor must provide a detailed description of its proposed solution to meet the RFP requirements, including numerical identifiers for each detailed section, as explained in Section 3.2.2. These detailed section numbers must be cross-referenced to the appropriate requirement(s) in the mandatory Requirements Response Matrix.

The Vendor must provide convincing evidence that all the requirements in this RFP will be met by the proposed solution. The Vendor must identify all known issues with the proposed solution.

For all identifiable COTS or custom-built business applications technology products that are part of the solution, provide details including:

- Provider
- Products
- Release level of the products to be used
- Next release / version level to be released
- Planned release date of the next release / version

A discussion of the Software Provider’s Product Maintenance approach must be included in this section.
The Vender must provide general information of the current overall performance of the proposed solution, including transaction processing times, and average and worst case response times. The Vendor must describe the future direction of the technology and functionality of the proposed products.

Note: As previously indicated in Section 2.1, Vendors must refrain from proposing a software solution that will create a proprietary dependency unless approved by the State. For purposes of transparency, all Vendors are requested to include in their bid a complete list of all software, including COTS products that will be proposed in support of the System. In cases where a software solution could potentially meet the criteria of a proprietary dependency, the Vendor is requested to describe the reason for the need, substitutions that are possible (if any), additional cost if not used and if a substitution is used instead, and if no substitution is available to describe the extent of the dependency.

Title this section of the Technical Proposal as “Proposed Solution.”

5.2.2.11 TAB 6 – System Development Lifecycle Approach and Methodology (10 pages)

Describe the Vendor’s proposed System Development Lifecycle Approach and Methodology toward this project including the phases, objectives, recommended tasks, and a summary of related control objectives for effective management. The Vendor must identify projects where it has been previously successful using the proposed methodology. A description of the Work Breakdown Structure (WBS) necessary to capture and schedule the work, including the milestones and proposed baselines of the project, must be addressed. In addition, an overview of the full scope and timeline of the project must be described. Also to be included in this section are identified risks associated with the proposed lifecycle along with potential mitigation activities.

The proposal must identify certifications the Vendor has received, such as SEI CMMI assessments, ISO 900x certifications, or any other pertinent certifications.

This section must be titled as “System Development Lifecycle Approach and Methodology” in the Technical Proposal.

5.2.2.12 TAB 7 – Project Management Approach (6 pages)

The Vendor must describe its approach to managing the project, including the provision for a full-time, experienced Vendor Project Manager who will be accountable for all services and deliverables provided under the contract resulting from this RFP, and who will work to ensure the on-time delivery and successful deployment of a functioning system that meets HIX’s requirements and the successful ongoing operation of the solution. As part of its project management approach, the Vendor must describe the project management tools, standards, controls, and procedures that will be utilized to create a proven, reliable process to deploy the system.
statewide. This section must also include a brief description of the Vendor’s approach for managing the project on a daily basis.

This section must be titled “Project Management Approach” in the Technical Proposal.

**5.2.2.13 TAB 8 – Project Plan (40 pages)**

The Vendor must present the Project Plan to be used in completing the project. See the requirements listed in Phase 1 of Section 3.3, and Section 7, Task 1.1. It is of critical importance that the Vendor show competence by completing as much of these planning functions as possible since it will be expected that the Vendor will build on these proposal plans to generate the deliverables of Phase 1. The time allowed for Phase 1 is one month, and the artifacts of Phase 1 are essential for CMS approval.

The project plan must effectively synthesize requirements from the Requirements Response Matrix, the Activities of Section 7, and the Milestones given in Section 2.3.4. Table 1 must also be considered in scheduling and sequencing of activities and tasks.

The Vendor must provide a detailed description of its implementation plan to meet the RFP requirements, including numerical identifiers for each detailed section within each Project Phase, as explained in Section 3.3. These detailed section numbers must be cross-referenced to the appropriate requirement(s) in the mandatory Requirements Response Matrix.

The description of the Project Plan must cover the items listed below but are not limited to these items.

- **Proposed Project Plan to include:**
  - List and descriptions of each activity and task of the project.
  - Overall plan for the completion of each activity and task of the project.
  - Overall plan for Vendor services.
  - Project Schedule (Gantt chart) that includes all deliverables listed in Section 7 Work Activities, Tasks, and Deliverables, as well as the requirements given in the Requirements Response Matrix.
  - Dependencies, critical paths, estimated work effort, and resources (e.g., vendor and State).

- **Description of necessary relationships between the Vendor, subcontractors, and HIX personnel to include:**
  - Estimated time requirements for all HIX employees corresponding to the Project Schedule.
  - Estimated time requirements of subcontractors corresponding to the Project Schedule.

- **Project timelines and milestones, including incidental items, such as**
  - Status Reporting.
  - Issue Resolution.
Action Item Tracking.
- Project Controls, standards and procedures.

- Detailed description of the office automation needed to support the proposed Project Team (e.g., computer connections, configuration, etc.).
- The response must maintain separation of responsibilities by clearly stating those responsibilities of the Vendor and those responsibilities expected of State personnel. HIX will expect this section to describe how the Vendor proposed staffing in response to Section 3.5 will be adequate to perform each task.

The Vendor must provide the Project Schedule in Microsoft Project in the electronic version. Printed copies must include a high-level timeline in Gantt chart format.

The Project Plan section must not exceed 40 pages, not including the Project Schedule (Gantt chart).

This section must be titled as “Project Plan” in the Technical Proposal.

5.2.2.14 TAB 9 – Integration and Implementation Services (20 pages)

The requirements for this tab were described in Section 3.2.5. Describe the Vendor’s approach, methodology, skills, knowledge, ability, and any specialized tools that will be used to complete or address the items listed in the Integration and Implementation Services section (Section 3.2.5). The State does not want a "rewrite" of the RFP requirements, since signing and returning the RFP signifies acceptance of the terms and conditions contained therein.

The following list of items, corresponding to the Integration and Implementation activities and tasks identified in Section 7, must be considered in the response:

- Task 15.1, System Integration Strategy
- Task 15.2, System Integration Plan
- Tasks 16.1-16.4, Implementation Activity
- Task 17.2, Unit and Integration Test Plan and Documentation

The Integration and Implementation Services section must not exceed 20 pages. Title this section of the Technical Proposal as “Integration and Implementation Services.”

5.2.2.15 TAB 10 – Operations and Hardware Hosting (10 pages)

The requirements for this tab were described in Section 3.2.6 and Appendix I: Service Level Agreements.

The Vendor must provide a description of its strategy and approach for conducting post implementation support; including stabilization and ongoing operations once the system has been placed into production. This description must include detailed information about the level of staffing, the staffing roles, and all activities that are proposed to be conducted by the Vendor.
The description must be comprehensive in nature. Vendors must bear in mind that the bid in this area is both comprehensive and fixed price in nature. Therefore, if any necessary service or other item or piece of equipment is left out of the proposal, and this service, item, or piece of equipment is later deemed by HIX to be necessary and essential to the performance of ongoing operations support, then the Vendor will be responsible for providing that service, item, or piece of equipment at no additional charge to HIX.

The Vendor response must include consideration for two periods of Stabilization and Operations support: one after the end of the Phase 2, and one after the end of Phase 4 (e.g., Phases 3 and 5, respectively).

Turnover processes are critical to the initial procurement process. Each Vendor must address procedures related to turnover at contract end. Recommendations for HIX staffing necessary to assume support responsibilities must be identified in this section. The staffing recommendation must include a recommendation for staffing levels by position, an organizational chart, and roles and responsibilities descriptions for each position.

Each proposal must address any experience the Vendor has with the turnover of a major system to another Vendor or to the client. The Vendor is expected to be a full partner in the turnover process and has a responsibility to ensure that the HIX System continues to operate smoothly during and after the turnover process. As part of this procurement, the Vendor must have at least one staff member available to HIX for at least six months following the official turnover date to address concerns.

This section must not exceed ten pages.

Title this section of the Technical Proposal as “Operations and Hardware Hosting.”

5.2.2.16 TAB 11 – Proposed Staffing (30 pages)

The requirements for this tab were described in Section 3.5.

The awarded Vendor must furnish experienced, qualified professionals to ensure the success of the project. Accordingly, Vendors must provide a detailed listing of the individuals proposed to serve HIX on this assignment, along with a complete description of their roles and responsibilities and an indication of their planned level of effort.

The Vendor must address each of the requirements listed in Section 3.5. This RFP has provided some specific staffing requirements in Section 3.5, but Vendors may propose the number of staff positions they need to meet the requirements for each task or deliverable. It is also allowable for the Vendor to submit staff positions equivalent to the staff positions described in Section 3.5. If equivalent positions are submitted by the Vendor, the proposal must describe in detail the staff responsibilities and relevant experience as it relates to their role in the project. HIX will expect this section to clearly explain how the proposed staffing will be adequate to fully perform each activity/task required in Section 7.

Resumes must be provided for each key individual, and his/her role in the project must be identified. Resumes must describe each individual's educational background, experience, other pertinent professional data, and must be sufficiently detailed to demonstrate an individual's qualifi-
cations and experience and must include references. Vendors must furnish staff with experience in similar projects (e.g., using SOA, SQL, and rules engines). **HIX retains the right of approval over all proposed personnel, including potential substitutions to those proposed in response to this RFP.**

It is expected that personnel proposed for the project will be committed and truly engaged with the project, and that inexperienced personnel will not be exchanged for them. Should specific personnel proposed by the Vendor not be available, or if HIX determines that key personnel are not providing an adequate amount of time onsite, HIX reserves the right to cancel the project and all prior agreements with the Vendor or make appropriate adjustments to any work plan and prices to be paid herein under.

Section 3.6 provides details on offsite facility space and equipment for Vendor and HIX staff. This response section must contain acknowledgement that the Vendor understands its obligation regarding the establishment of an offsite facility and equipment.

Additionally, HIX reserves the right to impose liquidated damages of up to 10 percent of the total project price should specific personnel proposed by the Vendor or HIX approved substitutions not be available, or become materially absent during the course of the project.

The Proposed Staffing section must not exceed 30 pages. Resumes and Letters of Intent may be included in an Addendum to this section that will not be counted against the page limit.

Title this section of the Technical Proposal as the “**Proposed Staffing.**”

### 5.2.2.17 TAB 12 – Relevant Technical Experience (10 pages)

The requirements for this tab were described in Section 3.4.

Provide the following general metrics:

- Total years of experience of key personnel.
- Average years of experience per person.
- Maximum and minimum years of experience for those included.
- Organize the response subsections within this Tab according to the following five clearly identified subsections:
  - General considerations (that do not map specifically to any of the other subsections).
  - Direct experience in implementing a Health Insurance Exchange.
  - Direct experience in implementing an Insurance Portal.
  - Any related experience with Medicaid, Medicare, CHIP, or any other closely related health service or health insurance function.
  - Any other direct or indirect experience on other non-health related functions that would contribute to the project.
Within each of the above subsections, describe the Vendor’s proposed project team’s experience with:

- Contracts with other State health insurance exchange (or similar) agencies relative to system design, development, integration, and implementation.
- Working with other Alabama state agencies.
- Analysis of comparable “Recipient Subsystems” (e.g., Recipient data, eligibility verification, interfaces, etc.).
- Implementation of information systems using database management systems.
- Cooperative/distributed processing and client/server architecture.
- Web-based development including a list of tools used.
- SOA–based distributed, web service processing with Enterprise Application Integration (EAI), and ESB, and other middle tier architectures.
- Rules engines.
- Visio Pro.

Title this section of the Technical Proposal “Relevant Technical Experience.”

5.2.2.18 TAB 13 – HIX Responsibilities (4 pages)

It is important that there is a clear understanding between HIX and the successful Vendor at the outset as to the distinction between the Vendor and HIX responsibilities. This Tab within the response must provide the Vendors’ understandings of that distinction. Vendors may use broad categories in their description. However, the description must be detailed enough to ultimately be translated into contract requirements so as to provide the basis for negotiations to this effect.

HIX reserves the right to accept or reject any requirements identified by the Vendor.

Title this section of the Technical Proposal as the “HIX Responsibilities.”

5.2.2.19 TAB 14 – Vendor Assumptions (4 pages)

The Vendor must document any Vendor assumptions associated with the Technical Proposal. While these may have been made in the various sections already documented above, this tab will serve as a summary of these assumptions. Reference these assumptions to the particular section of the Technical Proposal to which they relate.

The Vendor Assumptions section must not exceed four pages.

Title this section of the Technical Proposal as the “Vendor Assumptions.”

5.2.2.20 TAB 15 – Lessons Learned (6 pages)

The Vendor must provide a discussion of the significant lessons learned from experience at previous eligibility projects of similar size and scope, and how the Vendor will apply those lessons to the System Project. “Lessons learned” necessarily implies that some mistakes were made either by the Vendor or the Sponsor in a previous project. If this is not the case, then it
should not be documented in this section. The Vendor need not identify the project or the sponsor in this response, but can merely state the lesson learned as advice that will be of benefit to the proposed project.

The Lessons Learned section must not exceed six pages.

Title this section of the Technical Proposal as the “Lessons Learned.”

5.2.2.21 Appendix A – Financial Status

Vendors must submit copies of their most recent audited financial statements and report of audit. These must include at least a balance sheet and income statement. Vendors must also include a statement of the Vendor’s other contractual obligations which might have an influence on the capabilities of the Vendor to perform the conditions of the contract (e.g., shared personnel).

Title this section of the Technical Proposal as the “Financial Status.”

5.2.2.22 Appendix B – Certificate of Authority

The company must have all necessary business licenses, registrations, and professional certifications at the time of the contracting to be able to do business in Alabama. Alabama law provides that a foreign corporation (an out-of-state company/firm) may not transact business in the state of Alabama until it obtains a Certificate of Authority from the Secretary of State, § 10-2B-17.01, et seq., Code of Alabama 1975. To obtain forms for a Certificate of Authority, contact the Secretary of State, Corporations Division, (334) 242-5324, http://www.sos.state.al.us. The Certificate of Authority or a letter/form showing application has been made for a Certificate of Authority must be placed in this section.

Title this section of the Technical Proposal as the “Certificate of Authority.”

5.2.2.23 Appendix C – Requirements Response Matrix

In the Requirements Response Matrix, the Vendor must note the degree to which its proposed solution currently (at the time of proposal submission) meets each requirement in an operational production environment. This matrix must be completed and returned in electronically readable form as part of the proposal response. Refer to Appendix K – Form D: Requirements Response Matrix for additional details and instructions. Additional requirements for this appendix are described in Section 3.1.

The completed Requirements Response Matrix, provide as a separate document, must be placed in this section (e.g., Appendix C) of the Technical Proposal titled “Requirements Response Matrix.”
5.2.3 Part 2: Cost Proposal

The second part of the documents that make up the Vendor’s proposal response must be marked “Cost Proposal” per specifications in Section 5.2.1. Each Vendor’s proposal response package submitted must contain as part of its “Cost Proposal” the items listed below in the order listed:

- Cover Page for Cost Proposal, formatted as indicated in Section 5.2.3.1
- TAB A – Table of Contents
- TAB B – Executive Summary
- TAB 1 – Price Schedule I (See Form F)
- TAB 2 – Price Schedule II (See Form G)
- TAB 3 – Price Schedule III (See Form H)
- TAB 4 – Price Schedule IV (see Form I)
- TAB 5 – Price Schedule V (see Form J)
- TAB 6 – Price Schedule VI (see Form K)
- TAB 7 – Price Schedule VII (see Form L)
- TAB 8 – Price Schedule VIII (see Form M)

Note all of the forms listed above are found in Appendix K. This current section (Section 5.2.3) as well as Section 5.2.3.1 through Section 5.2.3.7 provide a description of each of the above bullet items.

The Cost Proposal must be submitted in a separately sealed envelope from the Technical Response and provided with the original proposal. The Vendor’s name(s) must be clearly identified on the envelope and on the Price Schedules.

Cover Page for Cost Proposal

The cover page for the Cost Proposal must be a single page, formatted and marked according to the response example provided on the next page. This page must be used to identify the beginning of the Vendor’s Cost Proposal section.

The cover page for the Cost Proposal must be a full and first page of this section marked as follows:
Office of the Alabama Health Insurance Exchange

COST PROPOSAL

2012-HIX-RFP-01

Opening Date: June 8, 2012

Company Submitting the Proposal: ________________________________

Proposal Submitted By (Company Representative): ____________________
Tab A – Table of Contents

The Cost Proposal must be submitted with a table of contents that clearly identifies and denotes the location of each section and sub-section of the Cost Proposal. The electronic copy must have hyperlinks to the corresponding sections from the Table of Contents. Each page of the response must be clearly and uniquely numbered. Additionally, the Table of Contents must clearly identify and denote the location of all enclosures and attachments to the proposal.

Tab B – Executive Summary

The Vendor must provide an overview of the Cost Proposal that describes any pricing approaches, discounts, and reasons why the Vendor’s combined technical and cost approach is the best value to HIX.

The Annual Costs to the State of Alabama to be paid to the Vendor must be included in the Executive Summary for EACH year listed in Table 1, and each Annual Cost must be able to be derived by the State of Alabama from the detailed costs in the Price Schedules provided by the Vendor. In addition, these Annual Costs, when added together, must equal the Vendor’s contribution to the Total Cost of Ownership for the HIX System included in the Executive Summary.

As noted in 5.2.4, the State of Alabama, at its option, may request a “Best and Final Offer.”

As part of the Executive Summary, the following two tables must be completed to partially satisfy the requirement stated above:

<table>
<thead>
<tr>
<th>Cost Executive Summary Response Table A – No Transition</th>
</tr>
</thead>
<tbody>
<tr>
<td>2012</td>
</tr>
<tr>
<td>No Eligibility Engine</td>
</tr>
<tr>
<td>Include Eligibility Engine</td>
</tr>
</tbody>
</table>

The content of the Cost Executive Summary Response Table A will be the Vendor’s total cost to be charged to HIX for all products and services during the respective year. The top row cost must exclude any additional costs that would be required if the currently pending Medicaid development contract results in the development of an Eligibility Engine for Medicaid. The bottom row cost must include all additional costs that would be required if the currently pending Medicaid development contract fails to produce the expected Eligibility Engine in a timely manner to provide these services to HIX. The development costs of the lower row will be higher than those of the top row, since a greater development effort will be required. The 2014 year is the warranty year in which the successful vendor will operate the Exchange. The costs for years 2015-2018 represent the per year costs to HIX of the Vendor continuing to be renewed to operate the Exchange.

Cost Executive Summary Response Table B below is similar in all respects to the definitions given for the table above with the exception that the costs to be entered into this table are to be
the annual costs that will accrue to HIX if a decision is made sufficiently early in Year 2015 that
HIX intends to either assume all operational costs or to place this responsibility on another con-
tractor. This cost must then assume that the Vendor will not only operate the Exchange during
2015 but will also make all provisions for the transition of the system over to another organiza-
tion. These costs much include all personnel costs, including transition costs, and all software
costs. However, hardware costs will be excluded, i.e., no assumptions will need to be made as
far as hardware hosting is concerned.

Cost Executive Summary Response Table B – Transition

<table>
<thead>
<tr>
<th></th>
<th>2012</th>
<th>2013</th>
<th>2014</th>
<th>2015</th>
</tr>
</thead>
<tbody>
<tr>
<td>No Eligibility Engine</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Include Eligibility Engine</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

The executive summary must provide adequate narrative to explain all assumptions made in the
required tables. In addition, it is imperative that the cost figures given in these tables harmonize
with the price sheets required as described in the sections below, and any deviation from this or
explanations of the harmonization must be explained.

The Executive Summary section may be no longer than four pages.

5.2.3.1 Tabs 1-8 – Price Sheets

The Pricing Schedules reflect the State precedent of costing labor separately from deliverables.
Price Schedule I is intended to reflect labor hours and Price Schedule II is intended to reflect the
cost of deliverables themselves. While the two are clearly related, the State recommends that
each Vendor apply a sizing factor to determine the deliverables costs. Vendors must account for
labor hours as labor, and determine a cost for deliverables using some factor to distribute a por-
tion of overall costs to the deliverables.

The Office of the Alabama Health Insurance Exchange RFP Proposal Sheet(s) must be signed
and completed per the proposal sheets instructions. The RFP Proposal Sheet must be submit-
ted in the separately sealed package with the Pricing Schedules and be notarized as stated in
Section 5.2.2.2. The “Firm and Fixed Price for Contract” section on the Proposal Sheet that ac-
companies the Pricing Schedules must be completed.

5.2.3.1.1 Tab 1 – Price Schedule I – DDI Labor

Vendors are to complete this price schedule by entering the following related to Design, Devel-
opment and Implementation (DDI):

- Staff by Title (Vendor Project Manager, Business Architect, Systems Architect, etc.)
2484  
• Number of Staff
2485  
• Rate per Hour
2486  
• Estimated Hours (project)
2487  
• Extended Price
2488  
• Grand Total Staff
2489  
• Grand Total Hours
2490  
• Grand Total Price

The Extended Price must be calculated for each line item listed as the Rate Per Hour times the Estimated Hours (Extended Price = Rate Per Hour * Estimated Hours). The Grand Total Staff is the summed total of all staff listed under the # of Staff column. The Grand Total Hours is the summed total of all hours listed under the Estimated Hours column. The Grand Total Price is the summed total of all prices listed in the Extended Price column. The Grand Total Price must be transferred to Price Schedule II and recorded on the proper line as indicated on Schedule II (bottom of schedule). The Rate per Hour listed on this schedule must be the Rate per Hour charged by the Awarded Vendor for the specified staff based on job title. The Awarded Vendor’s staff Rate per Hour charges must be based on the proposal response “Rate per Hour” in Price Schedule I as part of the awarded contract.

2501  
This Pricing Schedule must be consistent with the costs given the Executive Summary; replicate forms as needed.
2502  
Price Schedule I must be signed and dated by a person in the Vendor’s organization who can legally obligate the Vendor to the conditions of this contract. (See Form F Price Schedule I in Appendix K).

2506  
5.2.3.1.2 Tab 2 – Price Schedule II – Deliverables

2507  
Price Schedule II must be completed by the Vendor to list the Fixed Total Price the Vendor must charge to deliver HIX approved deliverables along with execution as listed on Price Schedule II. After the proposal award, this schedule must be used to determine the amount due for each approved deliverable based on the contracted proposal Fixed Total Price. Vendors are to complete this pricing schedule by entering their prices for each deliverable listed. Vendors may add additional pertinent tasks/deliverables/requirements based on the Vendor’s Health Insurance Exchange components or DDI knowledge and experience within each stage of Price Schedule II as applicable. Should Vendors add to or modify this list with, for instance, deliverables they deem necessary, overlooked or innovated, they may make such recommendations in their proposal by adding the line item(s) to Pricing Schedule II where applicable and assigning an appropriate line item number based on the schema used in Price Schedule II. The Vendor must also provide a clear explanation of the requirements and purpose of any added or modified deliverable in a separate attachment. HIX must determine if any line items added or modified on Schedule II by the proposing Vendor are acceptable deliverables under the RFP (see Form G...
Price Schedule II in Appendix K). Payments will only be made on the successful completion and approval of a deliverable by HIX as itemized in Price Schedule II under the contract.

Each Vendor must calculate their Fixed Proposal Price for a line item to cover their cost for the deliverable to include the use of subcontractors. Elements of price applicable to the contract such as travel, clerical support, subsistence, training, etc., must also be considered in calculating a deliverable’s Fixed Proposal Price. Proposing Vendor staff hours expended to produce a deliverable must not be used in the overall calculation of the Fixed Proposal Price for a deliverable since staff time is billable at a stated Rate per Hour and can be billed as a separate line item.

This Pricing Schedule must be consistent with the costs given the Executive Summary; replicate forms as needed.

Price Schedule II must be signed and dated by a person in the Vendor’s organization who can legally obligate the Vendor to the conditions of this contract. The Vendor must fully define any commitment of HIX resources not included in the price of the proposal but are necessary to fulfill the requirements of the System Project.

5.2.3.1.3  Tab 3 – Price Schedule III – Hardware and Software

All third-party products (middleware, database management software, operating system software, compilers, job schedulers, security-related packages, etc.) required to successfully install and operate the proposed solution must be identified, describing the cost, quantities, release levels, etc., of each of these products.

The Vendor must also list the itemized costs associated with providing the required hardware and systems software needed, specifying the required cache servers, web servers, application servers, database servers, and all other associated devices and applicable systems software. The Contractor is responsible for obtaining and retaining licenses of current HIX-used products necessary to complete the scope of work and requirements of this RFP.

This Pricing Schedule must be consistent with the costs given the Executive Summary; replicate forms as needed.

Price Schedule III must be signed and dated by a person in the Vendor’s organization who can legally obligate the Vendor to the conditions of this contract.

5.2.3.1.4  Tab 4 – Price Schedule IV – Software Licenses

The Price Schedule IV must include pricing for any fees related to the licensing of the proposed System software product.

- The Vendor must provide the licensing cost for each individual application module and third-party tool included as part of the proposed software solution. Software components that are necessary to operate and maintain the proposed COTS software, State transfer
system, or combination hybrid, must be included. The costs for each item are to be quoted separately unless bundled pricing is offered.

• The Vendor is responsible for obtaining and retaining appropriate licenses of any current HIX-used products necessary to support the proposed software solution.

• The State will pay any required business and technology software license fees separately.

This Pricing Schedule must be consistent with the costs given the Executive Summary; replicate forms as needed.

Price Schedule IV must be signed and dated by a person in the Vendor’s organization who can legally obligate the Vendor to the conditions of this contract.

5.2.3.1.5 Tab 5 – Price Schedule V – Software Maintenance Support

The Price Schedule V must include pricing for the ongoing software annual maintenance fees.

• Any fees related to ongoing maintenance of any included software must be provided, as well as any discounts offered. The initial basis for annual maintenance fees must be based on the negotiated purchase price for the licensed products.

• The State will pay any ongoing software maintenance support fees separately.

This Pricing Schedule must be consistent with the costs given the Executive Summary; replicate forms as needed.

Price Schedule V must be signed and dated by a person in the Vendor’s organization who can legally obligate the Vendor to the conditions of this contract.

5.2.3.1.6 Tab 6 – Price Schedule VI – Stabilization and Ongoing Operations

The Price Schedule VI must provide pricing for Stabilization and Ongoing Operations for the anticipated year following implementation.

This Pricing Schedule must be consistent with the costs given the Executive Summary; replicate forms as needed.

Price Schedule VI must be signed and dated by a person in the Vendor’s organization who can legally obligate the Vendor to the conditions of this contract.

5.2.3.1.7 Tab 7 – Price Schedule VII – Other Implementation Costs

The Price Schedule VII must provide pricing for Other Implementation Costs by contract year (see Table 1).

This Pricing Schedule must be consistent with the costs given the Executive Summary; replicate forms as needed.

Price Schedule VII must be signed and dated by a person in the Vendor’s organization who can legally obligate the Vendor to the conditions of this contract.
Tab 8 – Price Schedule VIII – Pricing Sheet Summary

All total costs from the previous pricing sheets must be transferred to Pricing Sheet VIII to determine the final fixed bid price. The Vendor must ensure that all totals match.

This Pricing Schedule must be consistent with the costs given the Executive Summary; replicate forms as needed.

Price Schedule VIII must be signed and dated by a person in the Vendor’s organization who can legally obligate the Vendor to the conditions of this contract.

Best and Final Offer

The “Best and Final Offer” is an option available to the State under the RFP process, which permits the State to request a “best and final offer” from one or more Vendors if additional information is required to make a final decision. Vendors may be contacted asking that they submit their “best and final offer,” which must include any and all discussed and/or negotiated changes. The State reserves the right to request a “best and final offer” for this RFP, based on price/cost alone.

Freedom of Information and Privacy Acts

Vendors must be aware that all materials associated with the procurement are subject to the terms of the Freedom of Information Act (FOIA) and all rules, regulations, and interpretations resulting there from including those from the Offices of the Attorney General of the United States (US), Health and Human Services (HHS), and Centers for Medicare and Medicaid Services (CMS).

By submission of a proposal, the Vendor agrees that the Privacy Act of 1974, Public Law 93-579, and the Regulations and General Instructions issued pursuant thereto are applicable to this contract, and to all subcontracts hereunder to the extent that the design, development, operation, or maintenance of a system of records as defined in the Privacy Act is involved.
5.3 Proposal Evaluation Criteria

5.3.1 Introduction

The objective of the proposal evaluation process is to determine the Vendor that will provide the most value and functionality in effectively meeting the HIX goals and the requirements of this RFP. A comprehensive, fair, and impartial evaluation of proposals received in response to this procurement effort will be conducted. Award must be made in the best interest of the State as determined by the Proposal Evaluation Committee. Consideration may focus on, but is not limited to:

- Cost. Vendors are not to inflate prices in the initial proposal as cost is a factor in determining who may receive an award or be invited to formal negotiations. The State reserves the right to award to the lowest responsive bid without conducting formal negotiations.
- Adequacy and completeness of proposal
- Vendors’ demonstrated understanding of the project
- Compliance with the terms and conditions of the RFP
- Experience in providing like services
- Qualified staff
- Response format as required by this RFP

Proposal Evaluation Committees will conduct the evaluation generally in the following sequence:

1. Receipt of Proposals
2. Removal of non-responsive proposals
3. Review of Mandatory Requirements
4. Committee evaluation and scoring of responsive Technical Proposals
5. Oral Presentations – at the option of HIX
6. Rank Ordering of Vendors based on Technical Proposal Scoring
7. Statistical identification of Top Scoring Vendor Group (p<0.5)
8. Auditing of Cost Proposals
9. Application of Cost Ranking to Top Scoring Vendors
10. Reference Checks
11. RFP Apparently Successful Vendor Award Recommendation
5.3.2 Initial Classification of Proposals as Responsive or Non-Responsive

All proposals will initially be classified as either “responsive” or “non-responsive.” Proposals may be found non-responsive at any time during the evaluation process or contract negotiation if:

- Any of the required information is not provided;
- The submitted price is found to be excessive or inadequate as measured by criteria stated in the RFP; or
- The proposal is not within the plans and specifications described and required in the RFP. If a proposal is found to be non-responsive, it will not be considered further.

Proposals failing to demonstrate that the Vendor meets the mandatory requirements identified in Appendix J - Mandatory Proposal Requirements will be deemed non-responsive and not considered further in the evaluation process.

5.3.3 Determination of Responsibility

The Evaluation Committee will determine whether or not a Vendor has met the standards of responsibility. In determining responsibility, the committee may consider factors such as, but not limited to, the Vendor’s specialized expertise, ability to perform the work, experience, and past performance. Such a determination may be made at any time during the evaluation process and through contract negotiation if information surfaces that would result in a determination of non-responsibility.

5.3.4 Evaluation of Proposals

All responsive proposals will be evaluated based on stated evaluation criteria as well as a scored comparative evaluation of all other qualified RFP responses in terms of differing price, quality, and contractual factors. These scores will be used by the Department to determine the most advantageous offering to the State.

5.3.5 Completeness of Proposals

Selection and award will be based on the Vendor’s proposal and other items outlined in this RFP. Submitted responses may not include references to information located elsewhere, such as Internet web sites or libraries, unless specifically requested by the State in this RFP. Information or materials presented by Vendors outside the formal response will not be considered, will have no bearing on any award, and may result in the Vendor being disqualified from further consideration.

5.3.6 Opportunity for Additional Information

The State reserves the right to contact any Vendor submitting a proposal for the purpose of clarifying issues in that Vendor’s proposal. Vendors must clearly designate in their proposal a point-of-contact for questions or issues that arise in the State’s review of a Vendor’s proposal. Upon
receipt of all proposals, the State will conduct a comprehensive review and evaluation process resulting in a subset of the proposals being designated as “reasonably likely to award.” Vendors whose proposals are determined “reasonably likely to award” may also be required to make an oral presentation in Montgomery, Alabama, to clarify their RFP response or to further define their offer. Oral presentations, if requested, must be at the Vendor’s expense. The State’s intent with regard to the oral presentation is to, among other things; gauge the level of competence of proposed staff. Thus, the presentation must be conducted by the key staff proposed in the Vendor’s proposal.

Those Vendors that have been eliminated for any reason will be notified accordingly in a timely manner.

5.3.7 Scoring

The evaluation process is designed to award the contract to the Vendor that, in the Department’s sole determination, has the necessary combination of attributes based upon the evaluation criteria including, but not limited to, solution, experience, cost, implementation methodology, and staffing. The Vendor’s response will be assessed in two parts: 1) Technical Proposal and 2) Cost Proposal. The Evaluation Committees will first review and evaluate all the Technical Proposals and assign points to each response.

Table 3:Technical Review Categories and RFP Section References

<table>
<thead>
<tr>
<th>Category</th>
<th>Sections of The RFP</th>
<th>Subsections of 5.3.7</th>
</tr>
</thead>
<tbody>
<tr>
<td>Mandatory Proposal Requirements (including Financial)</td>
<td>5 (5.2.2.21)</td>
<td>5.3.7.2</td>
</tr>
<tr>
<td>References</td>
<td>5.2.2.9</td>
<td>5.3.7.1</td>
</tr>
<tr>
<td>Business Overview and Experience</td>
<td>5.2.2.6 – 5.2.2.9</td>
<td>5.3.7.3</td>
</tr>
<tr>
<td>Proposed Solution</td>
<td>5.2.2.10</td>
<td>5.3.7.4.1</td>
</tr>
<tr>
<td>System Development Lifecycle Methodology</td>
<td>5.2.2.11</td>
<td>5.3.7.4.2</td>
</tr>
<tr>
<td>Project Management Approach</td>
<td>5.2.2.12</td>
<td>5.3.7.4.3</td>
</tr>
<tr>
<td>Project Plan/Schedule</td>
<td>5.2.2.13</td>
<td>5.3.7.4.4</td>
</tr>
<tr>
<td>Integration and Implementation Services</td>
<td>5.2.2.14</td>
<td>5.3.7.4.5</td>
</tr>
<tr>
<td>Operations and Hardware Hosting Services</td>
<td>5.2.2.15</td>
<td>5.3.7.4.6</td>
</tr>
<tr>
<td>Proposed Staffing</td>
<td>5.2.2.16</td>
<td>5.3.7.4.7</td>
</tr>
<tr>
<td>Technical Experience</td>
<td>5.2.2.17</td>
<td>5.3.7.4.8</td>
</tr>
<tr>
<td>Requirements Response Matrix</td>
<td>5.2.2.23</td>
<td>5.3.7.4.9</td>
</tr>
</tbody>
</table>
Following the selection of qualifying Vendors based on the Technical Proposal scoring, the Cost Proposals will be used to make the final selection for the Proposal Award.

Table 3 presents the various categories that will organize the proposal technical review process. These are discussed further in the subsections below.

5.3.7.1 References

Vendors’ Technical and Business Experience score will be partially determined by the strength of the references provided.

These references may be contacted to verify Vendor’s ability to perform the contract. The State reserves the right to use any information or additional references deemed necessary to establish the ability of the Vendor to perform the conditions of the contract. Negative references may be grounds for proposal disqualification.

5.3.7.2 Mandatory Proposal Requirements (Including Financial)

The proposal reviewers will determine if a proposal is sufficiently responsive to the RFP’s requirements as stated in Section 5.2.2 and 5.2.3 of the RFP. Appendix J also contains a summary listing of Mandatory Proposal Requirements. HIX reserves the right to waive minor variances, to reject any and all proposals, and to request clarifications from all Vendors.

The preliminary evaluation will also consider the company’s financial stability and the degree of corporate, financial, and technical resources at the company’s disposal to be drawn upon in meeting the objectives of this engagement.

5.3.7.3 Business Overview and Experience

Reviewers will be considering the Vendors’ responses as given in Section 5.2.2.6 through Section 5.2.2.9 in assessing the following aspects of the response:

- The overall summary approach to the project as given in the Executive Summary
- The potential for success as given in the Company Overview
- The prime contractors use of subcontractors and their specialized expertise
- The relevant business experience of the proposed project team.

5.3.7.4 Technical Proposal Documentation Evaluation

5.3.7.4.1 Proposed Solution Documentation

The Vendor’s response to the Proposed Solution will be evaluated based on how well the Vendor documents information that justifies the Vendor assertions made in the mandatory Requirements Response Matrix. Narrative information provided in this section must be complete and comply with industry technical documentation quality standards.
5.3.7.4.2 System Development Lifecycle Approach and Methodology

Each Vendor’s response to the System Development Lifecycle Methodology RFP requirements will be evaluated on the SDLC models and methodology proposed, and the management controls identified. The definitions of these words in the current context follow.

**Methodology** – Delineates a logical, clear, and detailed procedure for providing design, development, integration and implementation services for all aspects of the System Project to assure that the requirements for all HIX deliverables are met. Approaches that emphasize thorough analysis and detailed documentation will generally yield additional points. Examples of successful implementation of proposed methodology will be reviewed; as will the potential risks and mitigation activities associated with proposed lifecycle. The timing of the test completion step during the implementation sequence for each requirement listed in the Requirements Response Matrix must be identified and cross-referenced between the Requirements Matrix and the project management plan.

**Controls** – Management controls that are sufficient to ensure successful completion of all requirements. Reviewers will be looking for clear objectives, measurement against those objectives, and corrective actions that will be taken if the measurements indicate that the objectives are not being met in accordance with the project timeline. Assumptions and constraints must be openly revealed as well as a discussion of the flexibility to adapt to a changing environment.

5.3.7.4.3 Project Management Approach

The Vendor’s response to the Project Management RFP requirements will be evaluated on the degree of understanding of the project and the separation of responsibilities and its demonstrated ability to manage large, complex enterprise software projects in a manner that ensures quality, project success, long-term viability, and lowest cost of ownership. The following provides more specific discussion of terms:

**Understanding of Project** – The degree to which proposals demonstrate an understanding and awareness of the needs and objectives of the State during the System Project and after implementation. The proposal must establish a clear understanding of the scope and complexity of the Project and lay out a strategy for managing the volume of work that will be required to provide DDI services for the Project.

**Responsibilities** – The degree to which proposals demonstrate a clear understanding of Vendor responsibilities as well as the delineation between HIX and Vendor (and subcontractor if applicable) responsibilities.

5.3.7.4.4 Project Plan/Schedule

The Vendor’s project plan will be evaluated on both the thoroughness/completeness of the plan as well as the quality.

**Completeness** – The degree to which the proposal completely covers the Vendor’s project plan for completing project initiation, execution, management control, etc. The project plan must cover the Vendor’s overall intent to provide integration and implementation services for the Sys-
tem. The plan must reflect all of the deliverables and project requirements identified within the RFP within the timeframes identified. The Plan/Schedule must include timeframes, staff assignments, and deliverable review periods. Reviewers will be looking for all items identified in Section 5.2.2.12.

Quality – An assessment as to whether or not the plan completely addresses all activities, tasks, deliverables, and phases of the project from initiation through project closeout and turnover to the State. The project plan will also be evaluated based on how realistic the estimated level of effort and timeframes appear.

5.3.7.4.5 Integration and Implementation Services

The Vendor must address all the activities and tasks referenced in Section 5.2.2.14.

5.3.7.4.6 Operations and Hardware Hosting Services

The Vendor’s response to Operations and Hardware Hosting Services will be evaluated on how well it meets the needs identified in Sections 3.2.6, 5.2.2.15 and 7.1.26.

5.3.7.4.7 Project Staffing

The Vendor’s response to Project Staffing will be evaluated based on requirements identified in Section 3.5. Staff qualifications and experience as well as the organizational structure will be reviewed. The following definitions apply:

Qualifications and Experience – An assessment of the Vendor’s proposed staff in the areas of education, certifications, and training background will be conducted. Included in the assessment will be a review of Vendor’s staff members’ recent and sustained design, development, and implementation experience in projects of similar scope. Proposals will be reviewed for instances of project staff member’s knowledge and experience with large-scale projects, especially programs and systems with components similar or identical to those required.

Structure – An evaluation of the Vendor’s approach to project organization and staffing. The quantity and quality of staff proposed will be assessed as well as the appropriateness and value of the role/responsibilities that each staff member is assigned on the project team.

5.3.7.4.8 Technical Experience

The Vendor’s relevant business and technical experience will be evaluated to determine whether or not the Vendor requirements identified in Section 3.4 have been met. This experience will be reviewed regarding the relevance, extent, and qualifications as explained further below:

- **Relevance** – Evaluation of the Vendor’s technical experience and its relevance and applicability to the provision of services as described in this RFP.
- **Extent** – Evaluation of the depth of the Vendor’s technical experience in the areas described in this RFP.
• **Qualifications** – Evaluation of the Vendor’s technical experience and capability to deliver the quality and timeliness of the performance needed to successfully develop, design, and implement the project as described in this RFP.

5.3.7.4.9 **Requirements Response Matrix**

The completed Requirements Response Matrix (reference Form D in Appendix K) will be evaluated as part of this section. The response will be reviewed along with other areas of the proposal to determine the ability of the Vendor to meet all the system requirements identified by the State.

5.3.7.5 **Cost Evaluation**

Once those Vendors who demonstrate their superiority in the Part 1: Technical Proposal, a Cost Evaluation step will determine the Vendor that can perform the project in the most cost-effective manner. In order to pass this Cost Evaluation step, the Vendor must meet the cost proposal documentation requirements described within Section 5.2.3 of the Part 2: Cost Proposal.

5.3.8 **RFP Award Recommendation**

The RFP Evaluation Committee shall provide a written recommendation to the Commissioner of Insurance on the Vendor whose proposal has been determined to be by the Evaluation Committee the most advantageous to the State. The Commissioner will make the final decision to award the contract based on the recommendations of the Evaluation Committee. If the Vendor selected is unwilling or unable to perform, the performance bond will be forfeited and HIX may award to the next lowest responsible and responsive Vendor most advantageous to the State.

5.3.9 **State and Federal Approvals**

State and federal approvals are required before HIX may award a contract. Appendix D contains a copy of the Contract Review Report for Submission to Oversight Committee form that must be signed by the selected Vendor. Other required documents that must be signed by the selected Vendor are located in Appendices.
6 CONTRACT TERMS AND CONDITIONS

6.1 General Contract Terms

This contract is made pursuant to and under the authority of §27-2-10(c), Code of Alabama, 1975.

6.1.1 Terms

- “ACA” means the Patient Protection and Affordable Care Act, P.L. 11-148, as amended by the Health Care and Education Reconciliation Act of 2010, P.L. 111-152 and any other amendments.
- “Department” is the Alabama Department of Insurance, an agency of the State of Alabama. “Department” is also deemed to include the HIX. The Department designates the HIX as its representative for purposes of facilitating, directing, and monitoring the Vendor’s performance of the Services for the contract.
- “HIX” means the Governor’s Office of the Health Insurance Exchange or any similar successor entity created by Legislation or Executive Order of the Governor. HIX is not a division or unit of the Department but is designated by the Department to act as the Department’s representative for the purposes of this RFP and contract, if any.
- “HIX System” is the Alabama Health Insurance Exchange System, a state-of-the-art automated system that supports HIX in providing all of the functionality described herein.
- “Exchange” is the Alabama Health Insurance Exchange which is the organization and automation necessary to enable individuals or companies to purchase health insurance from a set of state-regulated and standardized health care plans that is eligible for Federal subsidies or small business tax credits. Health insurance exchanges are authorized and funded as part of implementing key elements of the ACA.

6.1.2 Entire Agreement

This RFP and the Vendor’s response thereto shall be incorporated into a contract by the execution of a formal agreement. No alteration or variation of the terms of these contracts shall be valid unless made in writing and duly signed by the parties thereto. Oral understandings of this agreement are not incorporated therein and no alterations or variations of the terms thereof shall be binding on any of the parties unless made in writing between the parties. The contract shall be amended by written agreement duly executed by the parties; every such amendment shall specify the date of its provisions and shall be effective as agreed to by the parties. The contracts and amendments, if any, are subject to approval by the CMS, approval by the Information Services Division of the Department of Finance, review by the Legislative Contract Review Oversight Committee, and approval by the Governor of the State of Alabama.

Execution of the contract and posting of the performance bond shall authorize the Vendor to undertake performance of the contract and shall entitle Vendor to be reimbursed for costs incurred in such performance, subject to all terms and conditions of the contract.
6.1.3 Notice to Parties

Any notice to the Department under the contract shall be sufficient when mailed to the Commissioner of Insurance c/o Legal Division, Post Office Box 303351, Montgomery, AL 36130-3351. Any notice to the Vendor shall be sufficient when mailed to the Vendor at the address given on the return receipt from this RFP or on the contract after signing. All notices shall be given by certified mail, return receipt requested.

6.1.4 Headings and Titles

Any headings or titles used to help identify any part of this RFP or any contract upon which it is based are for reference purposes only and shall not be deemed as controlling the interpretation or meaning of any provision of this RFP or any contract upon which it shall be based.

6.1.5 Compliance with Federal and State Requirements

The Vendor shall perform all services under these contracts in accordance with applicable Federal and State statutes, regulations and other guidance issued. HIX retains full operational and administrative authority and responsibility over the Alabama Exchange in accordance with the requirements of the Federal and State statutes and regulations.

6.1.6 Contract a Public Record; Public Information

Once fully executed, this contract shall become a public record under Alabama state law. All information received in response to this RFP, including copyrighted material, is deemed public information and become a public record subject to review and copying. The sole exceptions are trade secrets as defined in Ala. Code § 8-27-2(1), that have been properly marked, separated, and documented.

6.1.7 Beginning Work under Contract

The effective date of this contract is the date on which it has been fully executed by signature of the Governor of Alabama. The Vendor shall not commence work under this contract until such time and agrees that it cannot claim, and shall not be entitled to, payment for the services performed or expenses incurred before the effective date.

6.1.8 Cooperation with Other Contractors/Vendors

The State may award other contracts for additional work related to this contract and Vendor shall fully cooperate with such other contractors and State employees or designated agents, and fit its own work to such other contractor’s work. Vendor shall not commit or permit any act which will interfere with the performance of work by any other contractor or by State employees or designated agents.
6.1.9 Term of the Contract

This contract shall begin on the date of award and shall terminate upon December 31, 2014, contingent upon the continued availability of federal funding and the exercise of any renewal options. As part of the contract, the Department shall have three one-year renewal options to address tasks such as remaining design, development and implementation (DDI) phases, a one-year period for stabilization following the initial operational capability (IOC) and additional optional maintenance support. Within ninety (90) days prior to the end of the initial contract period, the Department may at its discretion, exercise the extension option and allow the period of performance to be extended at the rate indicated on the price sheet contained in the RFP. The Vendor will provide pricing for each year of the contract, including any extensions. The Vendor agrees that if the Department exercises the renewal options that the Vendor is required to perform the services pursuant to this RFP for the renewal period for the rate indicated on the price sheet of the RFP.

6.1.10 Contract Content and Other Priority Documents

This RFP and the Vendor’s response shall be incorporated into a contract by the execution of a formal agreement. The contract and amendments, if any, are subject to approval by CMS, approval by the Information Services Division of the Department of Finance, review by the Legislative Contract Review Oversight Committee and approval by the Governor of the State of Alabama.

The contract shall include the following:

- Executed contract
- RFP, and any addenda or amendments thereto
- Vendor’s response to the RFP

The contracts shall be construed in accordance with and in the order of the applicable provisions of:

- Applicable Federal statutes and regulations, including the ACA, subsequent regulations and guidance
- Alabama state law and applicable regulations
- The statutory and case law of the State of Alabama
- HIX’s written responses to prospective Vendors’ questions

6.1.11 Contract Amendments

The contract shall be deemed to include all applicable provisions of the ACA and of all State and Federal laws and regulations applicable to the Exchange, as they may be amended. In the event of any change in the ACA, laws, or regulations, which materially affect the operation of the Exchange, or the costs of administering such program, either party, after written notice and before performance of any related work, may apply in writing to the other for an equitable adjust-
ment in compensation caused by such material change. In no event shall the contract be amended unless it is in writing and signed by duly authorized representatives of the Vendor and the Department.

6.1.12 Changes to the Statement of Work

During the contract period, if the Vendor considers any written or oral communication, including any order, direction, instruction, interpretation, or determination, received from the Project Manager or any other authorized Department representative, or any other act or omission of the Department (an "Event") constitutes a change to the scope of the Statement of Work of this RFP but is not plainly identified, labeled, or titled as such, the Vendor shall advise the designated Department contact person in writing within 10 business days of the Event and shall request written confirmation of the Event. The notice shall state:

- The nature and pertinent circumstances of the communication, act, or omission regarded as a change in scope of the Statement of Work by the Vendor
- The date of the communication, act, or omission, and the identification of each individual involved in such communication, act, or omission, listing his or her name and function
- The identification of the documents involved
- The substance of any oral communications
- The particular technical requirements or contract requirements regarded as changed
- The direct and foreseeable consequential effect of the communication, act, or omission regarded as a change to the scope of the Statement of Work, including the number of hours required from the staff to accomplish the change and the manner and sequence of performance or delivery of supplies or services, identifying which supplies or services are or shall be affected

The Department shall respond within 10 days of receipt of the Vendor’s notice, either:

- To countermand the action or communications regarded as an Event
- To deny that the Event is a change in the scope of the Statement of Work
- To confirm that the Event is a change to the scope of the Statement of Work by issuance of a written notice
- If the information in the Vendor’s notice is inadequate to permit a decision to be made, advise the Vendor as to what additional information is required and establish the date by which this information shall be furnished

If the Vendor complies with any order, direction, interpretation, or determination, written or oral, without providing the notice, in accordance with this section, the Department shall not be liable for any increased price, delay in performance, or contract nonconformance by the Vendor.

If the Vendor does not agree with the decision of the Department designee, the Vendor has 30 days to appeal the decision to the Commissioner of Insurance.
6.1.13 Additions to Permanent Staff

Both the Vendor and the Department must agree upon additions to contract-required staff or key personnel. The reimbursement of the staff cannot exceed the current Vendor rate being paid for equivalent staff.

6.1.14 Force Majeure

Neither party to this contract shall be responsible for delays or failures in performance resulting from acts beyond the control of such party. Such acts shall include, but not be limited to, acts of God, strikes, riots, lockouts, and acts of war, epidemics, fire, earthquakes, or other disasters natural or man-made.

6.1.15 Not a Debt of the State

It is agreed that the terms and commitments contained herein shall not be constituted as a debt of the State of Alabama in violation of Art. XI, § 213, Ala. Const. 1901 (Recomp.). It is further agreed that if any provision of this contract shall contravene any statute or Constitutional provision or amendment, either now in effect or which may, during the course of these contracts, be enacted, then that conflicting provision in the contract shall be deemed null and void. The Vendor’s sole remedy for the settlement of any and all disputes arising under the terms of these contracts shall be limited to the filing of a claim with the Board of Adjustment for the State of Alabama as provided in Ala. Code §§ 41-9-60 et seq.

6.1.16 Use of Federal Cost Principles

For any terms of the contract which allow reimbursement for the cost of procuring goods, materials, supplies, equipment, or services, such procurement shall be made on a competitive basis (including the use of competitive bidding procedures) where practicable, and reimbursement for such cost under these contracts shall be in accordance with federal cost principles. If such reimbursement is to be made with funds derived wholly or partially from Federal sources, such reimbursement shall be subject to Vendor’s compliance with applicable Federal procurement requirements, Office of Management and Budget (OMB) Circular A-87, and the determination of costs shall be governed by Federal cost principles.

6.1.17 Non-assignment

Vendor may not assign its interest in or obligations under this contract without the express written consent of the Department, which consent will be granted or withheld in the sole discretion of the Department. The Department reserves the right to assign its rights and obligations under the contract to the HIX should it become a legal entity by legislation or executive order of the Governor.
6.1.18 Subcontracts

The Vendor may subcontract for any services necessary to the completion and maintenance of this contract and to the performance of its duties under this contract with advance written approval by the Department of both the subcontracted function and the subcontractor. Subcontractors include those whose services shall be purchased or software licensed by the Vendor, and any business partnerships between the Vendor and others. Subcontractors shall demonstrate the capability to perform the function to be subcontracted at a level equal or superior to that of the Vendor. All subcontracts shall be in writing, with the subcontractor functions and duties clearly identified, and shall require the subcontractor to comply with all applicable provisions of this RFP. The Vendor shall at all times remain responsible for the performance by any subcontractors approved by the Department. The Vendor’s performance bond and Vendor’s responsibility for damages shall apply whether performance or nonperformance was by the Vendor or one of its subcontractors. The Department shall not release the Vendor from any claims or defaults of this contract, which are predicated upon any action or inaction or default by any subcontractor of the Vendor, even if such subcontractor was approved by HIX as provided above.

The Vendor shall give the Department notice in writing by certified or registered mail of any action or suit filed against it by any subcontractor. The Vendor shall give the Department immediate written notice of any claim made against the Vendor by any subcontractor or Vendor, which in the opinion of the Vendor, may result in litigation related in any way to this contract with the State of Alabama.

Payments to any subcontractor for the performance of this contract, including, without limitation, expenses or disbursements incurred by the subcontractor, is strictly between Vendor and subcontractor, and subcontractor shall have no claim as against the Department for any payments for work performed and expenses or disbursement incurred by Subcontractor relative to this contract. If requested by the Department, Vendor will provide the Department with appropriate documentation that all amounts due to subcontractor have been paid by Vendor.

In the event of a proposal submitted jointly by more than one organization, one organization must be designated as the prime Vendor and must have responsibility for the project management and not less than 60 percent of the work to be performed (as measured by price). All other participants shall be designated as subcontractors. The State encourages Vendors to consider the use of minority and small business firms as subcontractors.

6.1.19 Ownership

The State of Alabama shall have all rights of ownership in software, any modifications thereof, and all associated documentation designed, developed, or enhanced by the Vendor for the HIX System in the performance of its duties under this agreement. The Vendor shall obtain for the Department any necessary licenses for all commercial or proprietary software not owned by the Vendor that are necessary for the performance of the duties and obligations expressed in this agreement. Federal funds through a cooperative agreement to support the establishment of a state-operated health insurance exchange are the source of funding for this contract. Under 45 CFR 92.34 and the terms of the cooperative agreement, HHS retains a royalty-free, nonexclu-
sive, irrevocable license to reproduce, publish or otherwise use, for Federal Government pur-
poses, the copyright in any work developed under the grant, or a subgrant or subcontract, and
in any rights to a copyright purchased with grant support. HHS shall be provided with a working
electronic copy of the software (including object source and code) with the right to distribute it to
others for Federal purposes consistent with and throughout the execution of the Cooperative
Agreement.

6.1.20 Firm and Fixed Price

Refer to Section 4.9 Proposal Prices.

6.1.21 Relationship of Parties

The relationship created by the contract is strictly that of independent contractor and not a rela-
tionship of employer/employee, principal/agent, partnership or joint venture. Under no circum-
stances shall the Vendor or any subcontractor be entitled to receive the benefits guaranteed to
State employees under the Merit System Act.

6.1.22 Conservation of Resources

To the extent practicable and economically feasible, the Vendor shall utilize products and ser-
vices that conserve natural resources and protect the environment and are energy efficient.

6.2 Termination

This Contract may be terminated by the Department for any and all of the following reasons:

- In the event of the insolvency of or declaration of bankruptcy by the Vendor
- For any default by the Vendor
- In the event sufficient appropriated, obligated funds from either State or Federal sources
  are withheld, reduced or are otherwise unavailable for use in whole or in part in connec-
tion with this contract, whether as a result of Congressional or state legislative action or
  otherwise
- For the convenience of the Department

Each of these is described in the following subsections.

6.2.1 Termination for Bankruptcy

The filing of a petition for voluntary or involuntary bankruptcy or a company or corporate reor-
ganization pursuant to the Bankruptcy Act shall, at the option of the Department, constitute de-
fault by the Vendor effective the date of such filing. The Vendor shall inform the Department in
writing of any such action(s) immediately upon occurrence.
6.2.2 Termination for Default

The Department may, by written notice, terminate performance under the contract, in whole or in part, for failure of the Vendor to perform any of the material contract provisions. In the event the Vendor defaults in the performance of any of the Vendor's material duties and obligations, written notice shall be given to the Vendor specifying the default. A copy of the written notice shall be sent to the Surety for the Vendor's Performance Bond.

The Vendor shall have ten (10) calendar days, or such additional time as agreed to in writing by the Department, after the mailing of such notice to cure any default. In the event the Vendor does not cure a default within ten (10) calendar days, or such additional time allowed by the Department, the Department at its option may notify the Vendor in writing that performance under the contract is terminated and proceed to seek appropriate relief from the Vendor and Surety. If it is determined, after notice of termination for default, that the Vendor's failure was due to causes beyond the control of and without error or negligence of the Vendor, the termination shall be deemed a termination for convenience under Section 6.2.4.

6.2.3 Termination for Unavailability of Funds

The source of payment for this contract is federal funds awarded through a cooperative agreement to support establishment of a state-operated health insurance exchange. This contract shall be cancelled or the scope of services modified by the Department by written notice provided thirty (30) days before the cancellation or modification effective date, within such lesser time as may be required by the circumstances, in the event Federal funds designated for this contract are withheld or reduced or are otherwise unavailable for use in whole or in part in connection with this contract, whether as a result of congressional or state legislative action or otherwise. In the event of termination or modification due to lack of funds, the Department shall not be liable to Vendor for any claimed loss or damage resulting from or relating to the termination or modification, provided, however, that Vendor shall be paid for services performed before the termination or modification date.

6.2.4 Termination for Convenience

The Department may terminate performance of work under the Contract in whole or in part whenever, for any reason, the Department, in its sole discretion determines that such termination is in the best interest of the State. In the event that the Department elects to terminate the contract pursuant to this provision, it shall so notify the Vendor by certified or registered mail, return receipt requested. The termination shall be effective as of the date specified in the notice. In such event, the Vendor will be entitled only to payment for all work satisfactorily completed and for reasonable, documented costs incurred in good faith for work in progress. The Vendor will not be entitled to payment for uncompleted work, or for anticipated profit, unabsorbed overhead, or any other costs.
6.3 The Vendor’s Duties Upon Expiration/Termination

6.3.1 Procedure for Termination

Prior to the conclusion of the contract, the Vendor shall provide, at no extra charge, full support and assistance in turning over the complete and current deliverables to the Department or its agent. Specific objectives are to provide for an orderly, complete, and controlled transition to a successor Vendor and to minimize any disruption of processing and services provided.

The Vendor must:

- Stop work under the contract on the date and to the extent specified in the notice of termination
- Place no further orders or subcontracts for materials or services, except as may be necessary for completion of such portion of work under the contract as is not terminated
- Terminate all orders and subcontracts to the extent that they relate to the performance of work terminated by the notice of termination
- Assign to the Department, in the manner and to the extent directed by the Department, all of the rights, title, and interest of the Vendor under the orders or subcontracts so terminated, in which case the Department shall have the right, in its discretion, to settle, pay, or deny any or all claims arising out of the termination of such orders and subcontracts
- With the prior approval or ratification of the Department, settle all outstanding liabilities and all claims arising out of such termination of orders and subcontracts, the cost of which would be reimbursable in whole or in part, in accordance with the provisions of these contracts. Failure to obtain prior approval shall result in loss of the Department reimbursement.
- Complete the performance of such part of the work as shall not have been terminated by the notice of termination
- Take such action as shall be necessary, or as the Department shall direct, for the protection and preservation of any and all property or information related to these contracts which is in the possession of the Vendor and in which the Department has or shall acquire an interest

6.3.2 Termination Claims

After receipt of a notice of termination, Vendor must submit to the Project Manager and the Department any termination claim in the form and with the certification prescribed by the Project Manager and the Department. In no event shall such claim be submitted later than sixty (60) days from the effective date of termination. Upon failure of the Vendor to submit its termination claim within the time allowed, the Project Manager and the Commissioner of Insurance may, subject to any review required by the State procedures in effect as of the date of execution of the contract, determine, on the basis of information available, the amount, if any, due to the
Vendor by reason of the termination and shall thereupon cause to be paid to the Vendor the amount so determined.

Upon receipt of notice of termination, Vendor must have no entitlement to receive any amount for lost revenues or anticipated profits or for expenditures associated with this or in any other contract. Vendor shall be paid only by the following upon termination:

- At the contract price(s) for completed deliverables and services delivered to and accepted by the Department
- At a price mutually agreed upon by the Vendor and the Department for partially completed deliverables

In the event of the failure of the Vendor and the Department to agree in whole or in part as to the amounts with respect to costs to be paid to the Vendor in connection with the total or partial termination of work pursuant to this article, the Department shall determine on the basis of information available the amount, if any, due to the Vendor by reason of termination and shall pay to the Vendor the amount so determined.

6.4 Employment

6.4.1 Nondiscrimination Compliance

The Vendor shall comply with Title VII of the Civil Rights Act of 1964, Section 504 of the Rehabilitation Act of 1973, the Age Discrimination Act of 1975, Executive Order No. 11246, as amended by Executive Order No. 11375, both issued by the President of the United States, the Americans with Disabilities Act of 1990, and with all applicable Federal and State laws, rules and regulations implementing the foregoing statutes with respect to nondiscrimination in employment. The Vendor shall not discriminate against any employee or applicant for employment because of a physical or mental disability in regard to any position for which the employee or applicant is qualified. The Vendor agrees to take affirmative action to employ, advance in employment, and otherwise treat qualified disabled individuals without discrimination based on their physical or mental disability in all employment practices.

6.4.2 Immigration

Vendor shall comply with the requirements of the Immigration Reform and Control Act of 1986 regarding employment verification and retention of verification forms for any individuals hired on or after November 6, 1986, who will perform any labor or services under this contract. Vendor further agrees to provide affidavit(s) and furnish documentation that Vendor has enrolled in the E-Verify program operated by the U.S. Department of Homeland Security as required by Section 9 of the Beason-Hammon Alabama Taxpayer and Citizen Protection Act (Ala. Act 2011-535) and any amendments, and to otherwise comply with the applicable requirements of said act during the term of this contract. Vendor shall be responsible for all subcontractor compliance with said act and shall provide documentation of said compliance to the Department.
6.4.3 Small Businesses, Minority-Owned Firms, and Women's Business Enterprises Utilization

In accordance with the provisions of 45 CFR Part 74 and Office of Management and Budget (OMB) Circular A-102, affirmative steps shall be taken to assure that small businesses, minority-owned firms and women's business enterprises are utilized when possible as sources of supplies, equipment, construction, and services.

6.4.4 Worker's Compensation

At all times during the contract, the Vendor shall at its sole costs and expense maintain in force worker's compensation insurance for those employees of Vendor performing work under this contract who are subject to workers compensation laws. In the event any work is subcontracted, the Vendor must require any subcontractor similarly to provide worker's compensation insurance for all the latter's employees working as a part of this contract. Upon the Department request, Vendor shall provide a certificate of insurance evidencing such insurance is in effect.

6.4.5 Other Insurance

Vendor shall provide coverage with limits of liability not less than those stated below.

6.4.5.1 Commercial General Liability – Occurrence Form. Policy shall include bodily injury, property damage, personal injury and broad form contractual liability coverage. Each Occurrence: $1,000,000; General Aggregate: $2,000,000; Products - Completed Operations Aggregate: $2,000,000; Personal and Advertising Injury: $1,000,000; Blanket Contractual Liability - Written and Oral: $1,000,000; and Fire Legal Liability: $50,000. The policy shall be endorsed to include the following additional insured language: "The State of Alabama, its departments, agencies, boards, commissions, universities and its officers, officials, agents, and employees shall be named as additional insureds with respect to liability arising out of the activities performed by or on behalf of the Vendor." Policy shall contain a waiver of subrogation against the State of Alabama, its departments, agencies, boards, commissions, universities and its officers, officials, agents, and employees for losses arising from work performed by or on behalf of the Vendor except in instances of liability caused by the State of Alabama, its departments, agencies, boards, commissions, universities and its officers, officials, agents, and employees.

6.4.5.2 Automobile Liability. Bodily Injury and Property Damage for any owned, hired, and/or non-owned vehicles used in the performance of this contract. Combined Single Limit (CSL): $1,000,000. The policy shall be endorsed to include the following additional insured language: "The State of Alabama, its departments, agencies, boards, commissions, universities and its officers, officials, agents, and employees shall be named as additional insureds with respect to liability arising out of the activities performed by or on behalf of the Vendor, involving automobiles owned, leased, hired or borrowed by the Vendor."

6.4.5.3 Umbrella/Excess Liability. Umbrella/Excess liability in the minimum amount of $10,000,000 ($5,000,000 for Subcontractors) excess of Commercial General Liability, Automob-
bile Liability and Employers' Liability. The policy shall be endorsed to include the following additional insured language: “The State of Alabama, its departments, agencies, boards, commissions, universities and its officers, officials, agents, and employees shall be named as additional insureds with respect to liability arising out of the activities performed by or on behalf of the Vendor.” Policy shall contain a waiver of subrogation against the State of Alabama, its departments, agencies, boards, commissions, universities and its officers, officials, agents, and employees for losses arising from work performed by or on behalf of the Vendor.

6.4.5.4 Professional Liability (Errors and Omissions Liability). Each Claim Minimum Limit: $5,000,000; Annual Aggregate Minimum Limit: $5,000,000 ($1,000,000/$2,000,000 Aggregate for subcontractors). In the event that the professional liability insurance required by this contract is written on a claims-made basis, Vendor warrants that any retroactive date under the policy shall precede the effective date of this contract; and that either continuous coverage will be maintained or an extended discovery period will be exercised for a period of two (2) years beginning at the time work under this contract is completed. The policy shall cover errors or omissions and shall not include an exclusion for professional misconduct or lack of ordinary skill for those positions defined in the Scope of Work of this contract.

If the Vendor is providing hosting or other network support, they must provide the following insurance coverage:

Technology/Network Errors and Omissions Insurance.

Each Claim $5,000,000

Annual Aggregate $5,000,000

Coverage to include:

- Hostile action or a threat of hostile action with the intent to affect, alter, copy, corrupt, destroy, disrupt, damage, or provide unauthorized access/unauthorized use of a computer system including exposing or publicizing confidential electronic data or causing electronic data to be inaccessible;

- Computer viruses, Trojan horses, worms and any other type of malicious or damaging code;

- Dishonest, fraudulent, malicious, or criminal use of a computer system by a person, whether identified or not, and whether acting alone or in collusion with other persons, to affect, alter, copy corrupt, delete, disrupt, or destroy a computer system or obtain financial benefit for any party or to steal or take electronic data;

- Denial of service for which the insured is responsible that results in the degradation of or loss of access to internet or network activities or normal use of a computer system;
• Loss of service for which the insured is responsible that results in the inability of a third
party, who is authorized to do so, to gain access to a computer system and conduct
normal internet or network activities;

• Access to a computer system or computer system resources by an unauthorized person
or an authorized person in an unauthorized manner;

• Loss or disclosure of confidential information no matter how it occurs;

• Systems analysis;

• Software Design;

• Systems programming;

• Data processing;

• Systems integration;

• Outsourcing including outsourcing development and design;

• Systems design, consulting, development and modification;

• Training services relating to computer software or hardware;

• Management, repair and maintenance of computer products, networks and systems;

• Marketing, selling, servicing, distributing, installing and maintaining computer hardware
or software; and

• In the event that the professional liability insurance required by this contract is written on
a claims-made basis, Vendor warrants that any retroactive date under the policy shall
precede the effective date of this contract; and that either continuous coverage will be
maintained or an extended discovery period will be exercised for a period of two (2)
years beginning at the time work under this contract is completed. The policy shall cover
professional misconduct or lack of ordinary skill for those positions defined in the Scope
of Work of this contract.

6.4.5.5 Fidelity Bond or Crime Insurance. Fidelity Bond or Crime Insurance in the min-
imum amount of $2,000,000. The bond or policy shall include coverage for third party fidelity.
The bond or policy shall include coverage for theft and mysterious disappearance. The bond or
policy shall contain no requirement for arrest and conviction. The bond or policy shall cover loss
outside the premises of the Named Insured.

6.4.5.6 Property Coverage. Property Coverage to insure property under the care custo-
dy and control of the Vendor for this contract for full replacement value on an all risk basis.
6.4.5.7 **Builders Risk.** Builders Risk to insure all equipment and installations under this contract for 100% of value of the installation.

6.4.5.8 **Additional Insurance Requirements.** The policies shall include, or be endorsed to include, the following provisions: The State of Alabama, its departments, agencies, boards, commissions, universities and its officers, officials, agents, and employees wherever additional insured status is required such additional insured shall be covered to the full limits of liability purchased by the Vendor, even if those limits of liability are in excess of those required by this contract. The Vendor's insurance coverage shall be primary insurance with respect to all other available sources. Coverage provided by the Vendor shall not be limited to the liability assumed under the indemnification provisions of this contract.

6.4.5.9 **Notice of Cancellation.** Each insurance policy required by the insurance provisions of this contract shall provide the required coverage and shall not be suspended, voided, canceled, or reduced in coverage or in limits below the amounts set forth herein except after thirty (30) days prior written notice has been given to the State of Alabama. Such notice shall be sent directly to the Department and shall be sent by certified mail, return receipt requested.

6.4.5.10 **Acceptability of Insurers.** Insurance is to be placed with admitted or approved non-admitted insurers in the state of Alabama with an "A.M. Best" rating of not less than A- VII. The State of Alabama in no way warrants that the above-required minimum insurer rating is sufficient to protect the Vendor from potential insurer insolvency.

6.4.5.11 **Verification of Coverage.** Vendor shall furnish the State of Alabama with certificates of insurance (ACORD form or equivalent) as required by this contract. The certificates for each insurance policy are to be signed by a person authorized by that insurer to bind coverage on its behalf. All certificates and endorsements are to be received and approved by the Department before work commences. Each insurance policy required by this contract must be in effect at or prior to commencement of work under this contract and remain in effect for the duration of the project. Failure to maintain the insurance policies as required by this contract, or to provide evidence of renewal, is a material breach of contract. All certificates required by this contract shall be sent directly to the Department. The State of Alabama project/contract number and project description shall be noted on the certificate of insurance. The Department reserves the right to require complete, certified copies of all insurance policies required by this contract. Certificates of Insurance shall not be sent to the State of Alabama's Risk Management Section.

6.4.5.12 **Subcontractors.** Vendors’ certificate(s) shall include all subcontractors as insureds under its policies or Vendor shall furnish to the State of Alabama separate certificates and endorsements for each subcontractor. All coverages for subcontractors shall be subject to the minimum requirements identified above, except for the provisions pertaining to umbrella coverage and fidelity bond or crime insurance.

6.4.5.13 **Approval.** Any modification or variation from the insurance requirements in this contract shall be made by the State of Alabama Risk Management Section, whose decision
shall be final. Such action will not require a formal contract amendment, but may be made by administrative action.

6.4.5.14 Exceptions. If the Vendor or sub-contractor(s) is/are a State of Alabama agency, board, commission, or university, none of the above shall apply.

6.4.6 Employment of State Staff

To ensure compliance with the Alabama Code of Ethics, Ala. Code §36-25-1, et seq. the Vendor shall not knowingly engage on a full-time, part-time, or other basis during the period of these contracts, any professional or technical personnel who is or has been in the employ of the State of Alabama during the previous 24 months, without first acquiring an Ethics Opinion from the Alabama Ethics Commission. The web site for the Ethics Commission is: http://ethics.alabama.gov/default2.aspx

6.4.7 Additional Terms and Conditions For Vendor’s Personnel

The Vendor warrants and represents that all persons including independent Vendors and Vendors assigned by it to the performance of this contract shall be agents of the Vendor and shall be fully qualified to perform the work required herein. The Vendor must include a similar provision in any contract with any subcontractor selected to perform work there under.

The Department shall have the absolute right to approve or disapprove Vendor’s staff assigned to this contract, to approve or disapprove any proposed changes in staff, and to require the removal or reassignment of any Vendor employee or subcontractor employee found unacceptable by the Department. The Vendor may terminate any of its personnel assigned to the project for a violation of law or company policy without the Department prior approval. Upon request, Vendor must provide the Department with a resume of any member of its staff or its subcontractor’s staff assigned to or proposed to be assigned to any aspect of the performance of this contract.

Personnel commitments made in Vendor’s proposal shall not be changed except as here-inabove provided, or due to a resignation of any named individual. Vendor staffing will include the named individuals at the levels of effort proposed in the Vendor’s proposal. Replacement of any personnel will be with personnel of equal ability and qualifications as determined by the Department. No diversion of staffing will be made by the Vendor without prior written consent of the Department.

The Vendor must provide staff to perform all tasks specified as the Vendor’s responsibilities in this RFP. The staff level must be maintained at the level stated in the proposal or as authorized in writing by the Department for the duration of the contract.

Failure of the Vendor to provide staffing at the contracted and Department approved level may result in liquidated damages.

The Vendor will commit all personnel specified in its proposal to this contract unless the Department exercises its option to have a staff person removed. The Department will be provided unrestricted access to appropriate Vendor personnel for discussion of problems or concerns.
6.4.8 Federal Involvement Practices Requirements

The Vendor will not discriminate against any employee or applicant for employment because of race, color, religion, sex, national origin, age, marital status, political affiliation, or disability. The Vendor will take affirmative action to employ and treat employees during employment without discrimination due to their race, color, religion, sex, national origin, age, marital status, political affiliation, or disability. Such action will include, but will not be limited to, the following:

- Employment
- Upgrade
- Promotion
- Demotion
- Transfer
- Recruitment
- Advertisement for Recruitment
- Layoff
- Termination
- Rates of pay or other compensation
- Selection for training (including apprenticeship)

The Vendor agrees to post in conspicuous places, available to employees and applicants for employment, notices setting forth these provisions.

The Vendor will in all solicitations or advertisements for employees, placed by or on behalf of the Vendor, state that all qualified applicants will receive consideration for employment without regard to race, color, religion, sex, national origin, age, marital status, political affiliation, or disability except where it relates to a bona fide occupational qualification.

6.5 Guarantees, Warranties, and Certifications

6.5.1 Taxes

Vendor shall account for and remit all taxes relating to its performance under this contract, including but not limited to, state, federal, foreign or local taxes, including income tax, withholding tax, Social Security tax, pension contributions, and any other form of payroll or other taxes, for all Vendor employees. Vendor is solely responsible for any benefit plans Vendor may provide for its employees.

6.5.2 Licenses

Vendor shall maintain in current status all federal, state, and local licenses and permits required for the operation of a business conducted by Vendor.
6.5.3 Lobbying

No funds paid to the Vendor shall be used for the purpose of influencing or attempting to influence an officer or employee of any federal or state agency, a member of the United States Congress or State legislature in connection with the awarding of any state or federal contract, the making of any state or federal grant, the making of any state or federal loan, the entering into of any cooperative agreement, and the extension, continuation, renewal, amendment or modification of any state or federal contract, grant, loan, or cooperative agreement. Vendor shall disclose if any funds other than those paid to Vendor by the Department have been used or will be used to influence the persons and entities above and will assist in making such disclosures to the U.S. Department of Health and Human Services.

6.5.4 No Guaranteed Quantities/Non-exclusive Contract

The Department does not guarantee Vendor any minimum or maximum quantity of services or goods to be provided under this contract.

Any contract resulting from the RFP shall be awarded with the understanding and agreement that it is for the sole convenience of the State of Alabama. The Department reserves the right to obtain like goods or services from another source when necessary.

6.5.5 Security and Release of Information

The Vendor shall take all reasonable precautions to ensure the safety and security of all information, data, procedures, methods, and funds involved in the performance under these contracts, and shall require the same from all employees so involved. In compliance with 42 CFR §431.300 et seq., the Vendor shall conform to the requirements of Federal and State regulations regarding confidentiality of information about eligible beneficiaries. The Vendor shall not release any data or other information relating to the HIX System without prior written consent of HIX. This provision covers both general summary data as well as detailed, specific data. The Vendor shall not be entitled to use of HIX data in its other business dealings without prior written consent of HIX. All requests for program data shall be referred to the HIX Executive Director for response.

The Vendor must treat all information, including that relating to beneficiaries and providers, which is obtained by the Vendor through his/her performance under the contract as confidential information, and shall not use any information so obtained in any manner except as necessary for the proper discharge of its obligations and securement of its rights herein, or as otherwise provided for herein. The Department, the Attorney General, Federal officials as authorized by Federal law or regulations, or the authorized representatives of these parties shall have access to all confidential information in accordance with the requirements of State and Federal laws and regulations. Any other party will be granted access to confidential information only after complying with requirements of State and Federal laws and regulations pertaining to such access. The Department shall have absolute authority to determine if any other party has properly obtained the right to have access to this confidential information.
6.5.6 Federal Nondisclosure Requirements

Each officer or employee of any person to whom Social Security information is or may be disclosed shall be notified in writing by such person that Social Security information disclosed to such officer or employee can be only used for authorized purposes and to that extent and any other unauthorized use herein constitutes a felony punishable upon conviction by a fine of as much as five thousand dollars ($5,000.00) or imprisonment for as long as five years, or both, together with the cost of prosecution. Such person shall also notify each such officer or employee that any such unauthorized further disclosure of Social Security information may also result in an award of civil damages against the officer or employee in an amount not less than one thousand dollars ($1,000.00) with respect to each instance of unauthorized disclosure. These penalties are prescribed by IRC Sections 7213 and 7431 and set forth at 26 CFR 301.6103(n).

Additionally, it is incumbent upon the Vendor to inform its officers and employees of penalties for improper disclosure implied by the Privacy Act of 1974, 5 USC 552a. Specifically, 5 USC 552a (1) (1), which is made applicable to the Vendors by 5 USC 552a (m) (1), provides that any officer or employee of the Vendor who, by virtue of his/her employment or official position, has possession of or access to Agency records which contain individually identifiable information, the disclosure of which is prohibited by the Privacy Act or regulations established there under, and who knowing that disclosure of the specific material is prohibited, willfully discloses that material in any manner to any person or agency not entitled to receive it, shall be guilty of a misdemeanor and fined not more than five thousand dollars ($5,000.00).

6.5.7 Health Insurance Portability and Accountability Act of 1996 Requirements

All parties shall comply with the provisions of the Health Insurance Portability and Accountability Act of 1996 (HIPAA) and any implementing regulations as adopted.

6.5.8 Share of Contract

No official or employee of the State of Alabama shall be permitted any share of these contracts or any benefit that may arise there from.

6.5.9 Provision of Gratuities

Neither the Vendor nor any person, firm, or corporation employed by the Vendor in the performance of these contracts shall offer or give, directly or indirectly, to any employee or agent of the State, any gift, money or anything of value, or any promise, obligation or contract for future reward or compensation at any time during the term of these contracts.

6.5.10 Conflict of Interest

The Vendor covenants that it presently has no interest and shall not acquire any interest, direct or indirect, which would conflict in any manner or degree with the performance of its services hinder the contract. The Vendor further covenants that in the performance of these contracts no person having any such known interests shall be employed by the Vendor.
6.5.11 Debarment

The Vendor certifies that neither it nor its principals (officers, directors, owners, subcontractors, partners) are presently debarred, suspended, proposed for debarment, declared ineligible, or voluntarily excluded from participation in federal programs or programs support in whole or in part by federal funds.

6.5.12 Performance Bond

In order to assure full performance of all obligations imposed on a Vendor contracting with the State of Alabama, the Vendor will be required to provide a performance bond in the amount of fifteen (15) percent of the total contract value as a guarantee for the delivery and acceptance of the services in accordance with the specifications and requirements of this RFP and contract. The performance bond must be submitted by the Vendor at least ten (10) calendar days prior to the start of the contract date. The form of security guarantee shall be one of the following:

- Cashier's check (personal or company checks are not acceptable);
- Other type of bank certified check;
- Money order;
- Surety bond issued by a company authorized to do business in the State of Alabama.

The bond shall be in force from that date through the term of operations contract and ninety (90) calendar days beyond and shall be condition on faithful performance of all contractual obligations. Failure of the Vendor to perform satisfactorily shall cause the performance bond to become due and payable to the State of Alabama. The Commissioner of Insurance shall be custodian of the performance bond which shall be made payable to the Commissioner of Insurance. Said bond shall be extended in the event the Department exercises its option to extend the operational contract. In the event the Vendor fails to deliver or perform to the satisfaction of the Department, the Department reserves the right to proceed against the performance bond and to terminate any contracts without any resulting liability to the State.

6.5.13 Indemnification

Vendor shall indemnify and hold the Department harmless from all claims, losses, expenses, fees (including attorney’s fees and litigation costs), costs and judgments that may be asserted against the Department resulting from any acts or omissions of the Vendor, the Vendor’s employees, the Vendor’s subcontractors and the Vendor’s agents.

Without limiting the foregoing paragraph, Vendor shall indemnify and hold the Department harmless from all claims, losses, expenses, fees (including attorney’s fees and litigation costs), costs and judgments that may be asserted against the Department for the infringement of any patents, trademark, copyright, proprietary right, or right of privacy arising from the Vendor’s or State's use of any equipment, materials, or information prepared or developed in conjunction with performance of the contract. The Vendor shall, in any such suit, satisfy any final judgment for infringement. Any Federal sanction or damages, other than those specified herein, imposed
upon the State due to the Vendor’s failure to perform its responsibilities under the contract shall be paid by the Vendor.

This entire indemnification section applies whether or not: 1) the activities involve third-parties or employees, subcontractors or agents of the Vendor or Department, or 2) a claim results in a monetary obligation that exceeds any contractual commitment.

This entire indemnification section extends to the successors and assigns of the Vendor, and this indemnification and release survives the termination of this contract and the dissolution or, to the extent allowed by law, the bankruptcy of the Vendor.

In the event the Department is named as a defendant in, or made the subject of, a suit or other form of action, the Department has the sole discretion exercisable at any time while the suit or matter is pending to either (1) tender defense of the Department to Vendor, in which case, Vendor shall engage counsel to represent the Department at Vendor’s cost and expense, or (2) separately engage counsel for the Department, in which case the cost and expense for such legal representation shall be paid by Vendor upon the Department’s demand. No settlement or compromise of any claim, loss, or damage asserted against the Department shall be binding upon the Department unless expressly approved by the Department.

### 6.5.14 Compliance with Environmental Standards

The Vendor agrees to comply with all applicable standards, orders, or regulations issued pursuant to the Clean Air Act, 42 U.S.C. 7401 et seq. and the Federal Water Pollution Control Act, as amended 33 U.S.C. 1251 et seq., Executive Order 11738, and other Environmental Protection Agency (EPA) regulations.

### 6.5.15 Waiver

No covenant, condition, duty, obligation, or undertaking contained in or made a part of the contract shall be waived except by written agreement of the parties expressly acknowledging this waiver as a modification of the contract.

### 6.5.16 Warranties Against Broker’s Fees

The Vendor warrants that no person or selling agency has been employed or retained to solicit or secure the contract upon an agreement or understanding for a commission, percentage, brokerage, or contingent fee except bona fide employees. For breach of this warranty, the Department shall have the right to terminate the contract without liability to the Department.

### 6.5.17 Novation

In the event of a change in the corporate or company ownership of the Vendor, the Department may, subject to approval by HHS and a determination by the Department that the successor can meet the needs of the Department, recognize the successor's interest in the transfer of the contract. The new corporate or company entity shall agree to the terms of the original contract and any amendments thereto. During the interim between legal recognition of the new entity and the
Department’s execution of the novation agreement, a valid contract shall continue to exist between the Department and the original Vendor. When the Department, in its sole discretion determines sufficient assets necessary for the performance of these contracts have been transferred from the original Vendor, the Department shall approve the novation agreement.

6.6 Disputes and Litigation

6.6.1 Attorney’s Fees

In the event that the State shall prevail in any legal action arising out of the performance or non-performance of this Contract, the Vendor must pay, in addition to any damages, all expenses of such action including reasonable attorney’s fees and costs. This requirement applies regardless of whether the Department is represented by staff counsel or outside counsel. Fees and costs of defense shall be deemed to include administrative proceedings of all kinds, as well as all actions at law or equity.

6.6.2 Disputes

Except in those cases where the proposal response exceeds the requirements of the RFP, any conflict between the proposal response of the Vendor and the RFP shall be controlled by the provisions of the RFP.

Vendor acknowledges that, as a department of State government, the Department is immune from being made a defendant in any court of law or equity by operation of Art. I, § 14, Ala. Const. 1901 (Official Recompilation), which immunity is not waivable.

For any and all disputes arising under the terms of this contract, the Vendor and the Department agree to first utilize appropriate forms of non-binding alternative dispute resolution, including, but not limited to, mediation.

The Vendor’s sole remedy for the settlement of any and all disputes arising under the terms of this contract concerning compensation claimed to be due and payable to the Vendor, or any aspect of the performance of duties by the Vendor shall be limited to the filing of a claim with the Board of Adjustment for the State of Alabama.

6.6.3 Litigation

Any litigation brought by the Department or the Vendor regarding any provision of the contract shall be brought in either the Circuit Court of Montgomery County, Alabama, or the United States District Court for the Middle District of Alabama, Northern Division, according to the jurisdictions of these courts. This provision is not intended to, nor shall it operate to, enlarge the jurisdiction of either of said courts, but is merely an agreement and stipulation as to venue.
6.7 Records

6.7.1 Records Retention and Storage

The Vendor will maintain all books, documents, payroll papers, financial records, statistical records, accounting records and other evidence pertaining to amounts invoiced to the Department under this contract for inspection by any authorized representative of the state or the federal government and make them available at reasonable times during the period of the contract and for three years after the date of the final payment by the Department to the Vendor under this contract. If any litigation, claim, or audit is commenced before the expiration of the three year period, the records shall be retained until all litigation, claims or audit findings involved the records have been resolved.

6.7.2 Inspection of Records

The Vendor agrees that representatives of the Comptroller General, HHS, the General Accounting Office, the State of Alabama Department of Examiners of Public Accounts, The Department, and their authorized representatives shall have the right during business hours to inspect and copy the Vendor’s books and records pertaining to contract performance and costs thereof. The Vendor shall cooperate fully with requests from any of the agencies listed above and shall furnish free of charge copies of all requested records. The Vendor may require that a receipt be given for any original record removed from the Vendor’s premises.

The Vendor agrees to make available at its central business office at all reasonable times during the period set forth below any of the records of the contracted work for inspection or audit by any authorized representative of the Department or their duly authorized representative.

A file and report retention schedule shall be developed by the Vendor and approved by the Department. The Vendor shall maintain the schedule and the Department will approve all changes.

6.7.3 System Documentation

The awarded Vendor shall establish and utilize documentation update procedures, including status report meetings with HIX, to ensure that the HIX System documentation remains current at all times. The Vendor shall maintain the master copy of all HIX System documentation and shall furnish the Department with one complete copy by start of operations, and one copy of each update. The Vendor shall provide the Project Manager with a complete copy of all system documentation (e.g., all detailed system designs, data element dictionary, systems manuals, user manuals, provider manuals, etc.) prior to going live. The Vendor shall incorporate any requirement change into all necessary documentation within five days of implementation.

6.8 Method of Payment and Invoicing

The Department shall provide payment to the Vendor in accordance with the Vendor’s proposal sheet and the Pricing Schedules in Forms F through M in Appendix K of this RFP.
Payment shall be made monthly for the Department-approved Vendor staff hours worked and tasks/deliverables/requirements received and approved (as specified in Price Schedule II).

The Vendor shall submit one invoice to the Project Manager and one invoice to Tisha Johnson, Department Accountant, on a monthly basis for approved services and deliverables rendered to the Department in the previous month. Each monthly invoice shall have a cover letter/memo addressed to the Project Manager printed on the Vendor’s company letterhead. Attached to the Vendor’s letter/memo shall be the Vendor’s invoice. The invoice shall contain summary level descriptions of each invoiced line item. All Vendor staff signed timesheets for the billing period must be attached to the invoice. The Vendor’s staff resource and the Vendor’s Project Lead must sign each Vendor staff’s timesheet. Items appearing on the monthly Vendor’s invoice must be line items identified as part of this contract, invoiced according to the Vendor’s fixed quoted price for deliverables and a computed summary level cost for the Vendor’s staff hours worked based upon the Vendor’s quoted Rate Per Hour for each staff member multiplied by the actual hours worked. **The total accumulated hours for each Vendor staff resource must not exceed the total hours quoted for each staff resource by the Vendor in their proposal response.** One full copy of the invoice documentation (cover letter, invoice, and timesheets) shall also be provided to the Project Manager.

During the life of the Contract for this RFP, payment of 90 percent of the amount proposal per task/deliverable/requirement will be paid to the Vendor following HIX’s approval of tasks/deliverables/requirements for services rendered with the exceptions noted below. The Department will retain an amount equal to 10 percent of each task/deliverable/requirement cost (withholding) which will be paid to the Vendor at the successful completion of all tasks. The Awarded Vendor’s monthly invoices must show the 10 percent withholding amount for task/deliverables/requirements deducted from the total amount of the invoice. The 10 percent withholding is payable upon HIX’s acceptance of the system. **The total amount billed under this RFP by the Vendor, including the 10 percent withholding, shall and cannot exceed the total fixed price agreed to under this contract.**

### 6.9 Damages

#### 6.9.1 Liquidated Damages

Vendor understands that the U.S. Department of Health and Human Services has placed strict time constraints on the Department in implementing this project. The firm, critical deadlines that currently exist are set out within the following sections:

- Table 1: Project Timetable
- Section 5.2.2.11, response Tab 6, SDLC Approach and Methodology
- Section 5.2.2.13, response Tab 8, Project Plan
- Staffing requirements as outlined Section 3.5.2, Staffing

Vendor understands that meeting deadlines are crucial, and that failing to meet these deadlines will cause the State substantial monetary and non-monetary damages. It is agreed by the De-
partment and the Vendor that, in the event of a failure to meet the contract requirements, dam-
age shall be sustained by the Department, and that it is and shall be impractical and extremely
difficult to ascertain and determine the actual damages which the Department shall sustain in
the event of, and by reason of, such failure. Due to the unknown nature of the acts necessary to
be undertaken in the event a deadline is not met, the exact cost of such a contingency is impos-
sible to calculate with mathematical exactness. The Department estimates that any such delay
will result in daily damages that will exceed $10,000.00 As a result, Vendor agrees that liquidat-
ed damages of $10,000.00 shall be deducted from Vendor’s compensation for each and every
day that the work contemplated in the sections outlined below continues uncompleted beyond
those dates:

- Table 1: Project Timetable
- Section 5.2.2.11, response Tab 6, SDLC Approach and Methodology
- Section 5.2.2.13, response Tab 8, Project Plan
- Staffing requirements as outlined in Section 3.5.2, Staffing

Vendor understands that the Department has outlined requirements of performance expecta-
tions and service level agreements in Appendix I. Liquidated damages shall also be assessed at
the rates in Appendix I for such performance expectations and service level agreements.

The imposition of liquidated damages is not in lieu of any other remedy available to the Depart-
ment. The Department shall withhold from the Vendor reimbursements amounts necessary to
satisfy any damages imposed.

A decision by the Department not to exercise this damage clause in a particular instance shall
not be construed as a waiver of the Department’s right to pursue future assessment of that per-
formance requirement and associated damages. The Department may, at its sole discretion,
return all or a portion of any liquidated damages collected, as an incentive to the Vendor for
prompt and lasting correction of performance problems.

6.9.2 Payment of Damages

Amounts owed the Department due to liquidated damages shall be deducted by the Department
from any money payable to the Vendor pursuant to this Contract. These amounts may be de-
ducted from any actual damages claimed by the Department in the event of litigation for non-
compliance and default.

6.9.3 Right of Offset

The Department shall be entitled to offset against any amounts due the Vendor any expenses or
costs incurred by the Department concerning the Vendor’s nonconforming performance or fail-
ure to perform the contract, including expenses, costs and damages described in this contract.

6.9.4 Right to Assurance
If the Department, in good faith, has reason to believe that the Vendor does not intend to perform or continue performing this contract, the Department may demand in writing that the Vendor give a written assurance of intent to perform. The demand shall be sent to the Vendor by certified mail, return receipt requested. Failure by the Vendor to provide written assurance within the number of days specified in the demand may, solely at the Department's option, be the basis for terminating the contract.

6.10 Delivery

6.10.1 Acceptance

Materials and deliverables under this contract shall not be deemed accepted by Vendor upon delivery. The Department shall notify Vendor whether such deliverable and/or material have been accepted pursuant to Sections 2.3.2 and 2.3.3.

6.10.2 Inspection/Testing

The Vendor agrees to permit access to its facilities and subcontractor facilities, at reasonable times for inspection of the deliverables under this contract. The Department shall have the right to test at its own cost the deliverables to be supplied under this contract. Testing shall not constitute final acceptance of the deliverables. If the Department determines non-compliance of the deliverables, the Vendor shall be responsible for the payment of all costs incurred by the State for testing and inspection.

6.10.3 Liens

The Vendor warrants that the materials and/or deliverables supplied under this contract are free of liens.

6.10.4 Fitness

The Vendor warrants that any deliverable supplied to the Department shall fully conform to all requirements of the contract and all representations of the Vendor, and shall be fit for all purposes and uses required by the contract.

6.10.5 Delivery/Risk of Loss

Unless stated otherwise in this contract, all prices shall be F.O.B. Destination and shall include all delivery and unloading at destination. The Vendor shall bear all loss of conforming materials and/or deliverables covered under this contract until received by authorized personnel at the Department. Mere receipt does not constitute acceptance. The risk of loss for nonconforming materials shall remain with the Vendor regardless of receipt.

6.10.6 Nonconforming Tender
Materials and/or deliverables supplied under this contract shall fully comply with the contract. The delivery of materials or a portion of materials in an installment that do not fully comply constitutes a breach of contract. On delivery of nonconforming materials and/or deliverables, the Department may terminate the contract for default under applicable termination clauses in the contract, exercise any of its rights and remedies or pursue any other right or remedy available to it.

6.10.7 Warranty of Services

The Vendor warrants that all services provided under this contract will conform to the requirements stated herein for the duration of the contract. The Department’s acceptance of services provided by the Vendor shall not relieve the Vendor from its obligations under this warranty. In addition to its other remedies, the Project Manager may, at the Vendor’s expense, require prompt correction of any services failing to meet Vendor’s warranty herein. Services corrected by Vendor shall be subject to all of the provisions of this contract in the manner and to the same extent as the services originally furnished.

6.10.8 Exclusions

Except as otherwise set forth in this contract, there are no express or implied warranties of merchantability or fitness.

6.11 Other Requirements

6.11.1 The Vendor’s Liaison

The Vendor’s Account Manager shall serve as liaison and shall be available and responsible, as the need arises, for consultation and assistance with the Department personnel; he/she shall attend, upon request, Department meetings, meetings and hearings of legislative committees and interested governmental bodies, agencies, and officers; and he/she shall provide timely and informed responses to operational and administrative problems whenever arising in administration of the HIX System. Whenever the Account Manager is not available, the Vendor shall provide a designated alternate that is fully capable of meeting the requirements of this section.

6.11.2 HIX System Project Manager

The Department’s Project Manager shall be responsible for coordination of implementation activities with the Vendor. Said Project Manager, his/her designee(s), and Department HIX implementation personnel shall have reasonable access to the Vendor’s project personnel, facilities, and records for evaluating the quality, appropriateness, and timeliness of deliverables. The Project Manager shall have authority on a reasonable basis to call meetings with the Vendor’s Account Manager or designee and project personnel, as required, and to assign appropriate technical personnel of HIX to work with designated staff of the Vendor.
6.11.3 Financial Disclosure Statement

The successful Vendor shall be required to complete a financial disclosure statement with the executed contract.

6.11.4 Inspection of Work Performed

The Department or its authorized representative shall have the right to enter into the premises of the Vendor and all subcontractors, or such other places where duties under the contract are being performed, to inspect, monitor or otherwise the work being performed. All inspections and evaluations shall be performed in such a manner as will not unduly delay work.

6.11.5 Survival

The terms, provisions, representatives, and warranties contained in the contract shall survive the development and submission of all required deliverables and the payment of the purchase price thereof.

6.11.6 Amendments in Writing

After the award of the contract, no amendment to this contract shall be effective unless it is in writing and signed by duly authorized representatives of the Vendor and the Department.

6.11.7 Severability

If any provision of the contract (including terms incorporated by reference) is declared or found to be illegal, unenforceable, or void, then both the Department and the Vendor must be relieved of all obligations arising under such provision; if the remainder of the contract is capable of performance, it shall not, at the sole option of the Department, be affected by such declaration or finding and shall be fully performed.

6.11.8 Choice of Law

The construction, interpretation, and enforcement of this contract shall be governed by the substantive contract law of the State of Alabama without regard to its conflict of law provisions. In the event any provision of this contract is unenforceable as a matter of law, the remaining provisions will remain in full force and effect.

6.11.9 Effective Date

Vendor acknowledges and understands that this contract is not effective until it has received all requisite State and Federal government approvals and Vendor shall not begin performing work under this contract until notified to do so by the Department. Vendor is entitled to no compensation for work performed prior to the effective date of this contract.
6.11.10 Authority

Each party has full power and authority to enter into and perform this contract, and the person signing this agreement has been properly authorized and empowered to enter into this contract. Each party further acknowledges that it has read this contract, understands it, and agrees to be bound by it.
7 PROJECT ACTIVITIES, TASKS AND DELIVERABLES

7.1 Work Activities, Tasks and Deliverables

This section is referenced in Sections 3.2.5, 5.2.2.13, 5.2.2.14, 5.2.2.16, and 5.2.2.18. This section is presented as a mandatory guide that assists Vendors in responding to the above sections of the RFP. Generally, the following tasks and deliverables are required in all accepted software engineering methodologies for large software development projects. However, Vendors are encouraged to propose a plan (see Section 5.2.2.13) that they feel might improve upon that given in this appendix. These work activities apply as well to configuring COTS components for the purpose of constructing sophisticated systems.

While the activities, tasks and deliverables given below are presented in the general chronological order in which they are normally applied, Vendors are reminded that they must conform to the project phasing that has been imposed upon HIX by HHS. The time constraints for each phase are given in Table 1 (Project Timetable) and described in detail following Table 2 (Project Phases). Vendors must use Table 1 in all sequence and plan responses. More detail on project phases is presented in Section 3.3 and Table 2.

Vendors must map the activities, tasks and deliverables discussed in the respective subsections of this section to the time and activities described in Table 1. A sequential performance of the activities will not satisfy this requirement. For example, only one month is given for the completion of Phase 1. Vendors should take into consideration the time and content constraints that are imposed by the project phases in developing their plans.

This project consists of many activities, and for each activity there are several tasks that need to be performed or completed by the selected Vendor. Generally, these tasks have deliverables closely associated with them, and thus the two words are often used interchangeably, since the task name is often a descriptor for the deliverable associated with that task. A summary of the activities and related tasks to be completed appears in Table 4.

Once the project is underway, the accomplishment of the tasks, as given in the approved Vendor’s plan, will be the basis against which the Vendor’s performance will be measured and reimbursement for services will be made.

Each task listed in the table (and corresponding sections) below describes a project requirement that must be addressed in the Vendor’s proposed Project Work Plan. A comprehensive initial Project Work Plan is a major required component for responding to Section 5.2.2.13 of the RFP. The task specifications given in the following subsections do not need to be replicated by Vendors in their proposals. Instead, when a Vendor references a given task by name (including number), this will imply that the vendor agrees with the specification given. Any deviation from these specifications, including additions and omissions of particular tasks, must be noted in the Vendor’s project plan. In order to receive scoring credit, Vendors must cross-reference the numeric project requirement
identifier from the vendor project plan back to the System requirement row(s) in the
mandatory Requirements Response Matrix provide in a separate document.

Table 4: Project Activities, Tasks and Deliverables

<table>
<thead>
<tr>
<th>Activities</th>
<th>Tasks and Deliverables</th>
</tr>
</thead>
<tbody>
<tr>
<td>Project Planning</td>
<td>1.1: Project Plan V1 Review</td>
</tr>
<tr>
<td>Project Planning</td>
<td>1.2: Updated Project Plan</td>
</tr>
<tr>
<td>Project Assessment and Control</td>
<td>2.1: Weekly Project Status Reports</td>
</tr>
<tr>
<td>Project Assessment and Control</td>
<td>2.2: Corrective Action Plan Methodology</td>
</tr>
<tr>
<td>Decision Management</td>
<td>3.1: Decision Management Plan</td>
</tr>
<tr>
<td>Decision Management</td>
<td>3.2: Decision Outcomes</td>
</tr>
<tr>
<td>Risk Management</td>
<td>4.1: Risk Management Plan</td>
</tr>
<tr>
<td>Risk Management</td>
<td>4.2: Lessons Learned</td>
</tr>
<tr>
<td>Configuration Management</td>
<td>5.1: Configuration Management Plan</td>
</tr>
<tr>
<td>Requirements Analysis and Management</td>
<td>6.1: Requirements Documentation</td>
</tr>
<tr>
<td>Requirements Analysis and Management</td>
<td>6.2: Requirements Validation and Traceability Plan</td>
</tr>
<tr>
<td>Requirements Analysis and Management</td>
<td>6.3 Requirement Change Control Plan</td>
</tr>
<tr>
<td>Conceptual Architectural Design</td>
<td>7.1: Conceptual Architectural Design Methodology</td>
</tr>
<tr>
<td>Conceptual Architectural Design</td>
<td>7.2: Conceptual Architectural System Design</td>
</tr>
<tr>
<td>Conceptual Architectural Design</td>
<td>7.3: Business Rules Plan</td>
</tr>
<tr>
<td>Conceptual Architectural Design</td>
<td>7.4: Workflow Plan</td>
</tr>
<tr>
<td>Detail Design</td>
<td>8.1: Detail System Design Session Plan</td>
</tr>
<tr>
<td>Detail Design</td>
<td>8.2: Detail System Design Document</td>
</tr>
<tr>
<td>Detail Design</td>
<td>8.3: Business Rules Design</td>
</tr>
<tr>
<td>Detail Design</td>
<td>8.4: Interface Detail Design</td>
</tr>
<tr>
<td>Detail Design</td>
<td>8.5: Forms, Templates, and Notices Detail Design</td>
</tr>
<tr>
<td>Detail Design</td>
<td>8.6: Alerts Detail Design</td>
</tr>
<tr>
<td>Detail Design</td>
<td>8.7: Reports Detail Design</td>
</tr>
<tr>
<td>Continuity of Operations</td>
<td>10.1: Disaster Recovery Plan</td>
</tr>
<tr>
<td>Knowledge Management</td>
<td>11.1: Knowledge Management Strategy</td>
</tr>
<tr>
<td>Knowledge Management</td>
<td>11.2: Comprehensive Knowledge Management Plan</td>
</tr>
<tr>
<td>Knowledge Management</td>
<td>11.3: End User Environment(s)</td>
</tr>
<tr>
<td>Knowledge Management</td>
<td>11.4: Instructional Materials V1 and *V2</td>
</tr>
<tr>
<td>Knowledge Management</td>
<td>11.5: Online User Aids</td>
</tr>
<tr>
<td>Knowledge Management</td>
<td>11.6: Knowledge Management Progress Report</td>
</tr>
<tr>
<td>Knowledge Management</td>
<td>11.7: Knowledge Management Final Report</td>
</tr>
<tr>
<td>Knowledge Management</td>
<td>11.8: Project Staff Preparation Plan</td>
</tr>
<tr>
<td>Activities</td>
<td>Tasks and Deliverables</td>
</tr>
<tr>
<td>----------------------------------</td>
<td>-----------------------------------------------------------------------</td>
</tr>
<tr>
<td>Implementation Management</td>
<td>12.1 Comprehensive Implementation Management and Communication Plan</td>
</tr>
<tr>
<td>Data Import</td>
<td>13.1: Data Import Strategy</td>
</tr>
<tr>
<td>Data Import</td>
<td>13.2: Data Import Plan</td>
</tr>
<tr>
<td>Data Import</td>
<td>13.3: Data Cleanup Plan</td>
</tr>
<tr>
<td>Data Import</td>
<td>13.4: Data Import</td>
</tr>
<tr>
<td>Development</td>
<td>14.1: Software Development Plan including coding standard</td>
</tr>
<tr>
<td>Development</td>
<td>14.2: Weekly Construction Summary Report</td>
</tr>
<tr>
<td>Development</td>
<td>14.3: Development Library</td>
</tr>
<tr>
<td>System Integration</td>
<td>15.1: System Integration Strategy</td>
</tr>
<tr>
<td>System Integration</td>
<td>15.2: System Integration Plan</td>
</tr>
<tr>
<td>System Implementation</td>
<td>16.1: Hardware and Software Plan</td>
</tr>
<tr>
<td>System Implementation</td>
<td>16.2: Statewide Implementation Plan</td>
</tr>
<tr>
<td>System Implementation</td>
<td>16.3: Network, Desktop and Production Requirements</td>
</tr>
<tr>
<td>System Implementation</td>
<td>16.4: Final Readiness Assessment</td>
</tr>
<tr>
<td>Testing</td>
<td>17.1: Master Test Plan</td>
</tr>
<tr>
<td>Testing</td>
<td>17.2: Unit and Integration Test Plan and Documentation</td>
</tr>
<tr>
<td>Testing</td>
<td>17.3: System Test Plan</td>
</tr>
<tr>
<td>Testing</td>
<td>17.4: Interface Test Plan</td>
</tr>
<tr>
<td>Testing</td>
<td>17.5: Performance, Volume and Stress Test Plan</td>
</tr>
<tr>
<td>Testing</td>
<td>17.6: Import Test Plan</td>
</tr>
<tr>
<td>Testing</td>
<td>17.7: System Test Scripts</td>
</tr>
<tr>
<td>Testing</td>
<td>17.8: Import Test Results Report</td>
</tr>
<tr>
<td>Testing</td>
<td>17.9: Performance Monitoring Plan and Weekly Report</td>
</tr>
<tr>
<td>Testing</td>
<td>17.10: Operational Readiness Report</td>
</tr>
<tr>
<td>Quality Assurance</td>
<td>18.1: Quality Assurance Plan</td>
</tr>
<tr>
<td>Quality Assurance</td>
<td>18.2: Quality Assurance Reviews</td>
</tr>
<tr>
<td>Software Verification</td>
<td>19.0: No associated deliverable</td>
</tr>
<tr>
<td>Software Validation</td>
<td>20.0: No associated deliverable</td>
</tr>
<tr>
<td>Software Reviews</td>
<td>21.0: Completion of successful security review</td>
</tr>
<tr>
<td>Software Problem Resolution Process</td>
<td>22.1: Software Resolution Plan</td>
</tr>
<tr>
<td>User Acceptance Testing (UAT)</td>
<td>23.1: UAT Test Environment and Tools</td>
</tr>
<tr>
<td>User Acceptance Testing</td>
<td>23.2: Weekly UAT Status Reports</td>
</tr>
<tr>
<td>User Acceptance Testing</td>
<td>23.3: Operational Readiness Report</td>
</tr>
<tr>
<td>Transition to Operations</td>
<td>24.1: Transition Plan</td>
</tr>
<tr>
<td>Transition to Operations</td>
<td>24.2: Post-Implementation Evaluations</td>
</tr>
<tr>
<td>Transition to Operations</td>
<td>24.3: Updated System Documentation</td>
</tr>
<tr>
<td>Documentation Management</td>
<td>25.1: Document Management Plan</td>
</tr>
</tbody>
</table>
### Proposal Response for Specific Components and COTS

During project planning (starting with the planning done for the proposal), the Vendor must subdivide each of the Phases into the specific functional components required within each phase. The Vendor will generally propose to develop some of these components from scratch, while others might be satisfied by COTS with very little configuration. For COTS components, the Vendor must provide a brief narrative/justification relative to how the COTS component is suited to support Alabama’s HIX System. It is recognized that anything in between is also possible, e.g., COTS with major configurations. Multiple COTS products may be installed at one time in order to support a given requirement. In this case, the multiple COTS products can be defined as a "component aggregation." The plan should describe the major component breakdown of the System by component aggregations as organized by what the Vendor considers to be an optimal sequence of tasks within each Phase. A component aggregation is a set of components that can be described collectively in the planning process. Thus, the detailed plan does not have to be broken down to the specific component level, but to the component aggregate level, and each component aggregate must be assigned a name and a list of included components. The component aggregates must also trace to the functional requirement in the Requirements Response matrix, in order to facilitate tracking of the requirements. Finally, the degree to which any component aggregate will require design/development as opposed to being implemented by an individual COTS component must be described.

### HIX Role in the Project

HIX is to be considered as a full partner throughout the entire project, including both the system development and implementation lifecycles. HIX reserves the right to augment Vendor project efforts with HIX staff personnel or other contract personnel. In addition, the accomplishment all Activities, Tasks and Deliverables described in this appendix must be approved by HIX prior to reimbursement for their accomplishment.

### “Plan” Deliverables and Task Action Implications

All deliverables below that are described as plans must be considered “living documents” in the sense that they are not just developed and used for implementation as is true of many plan documents. In many cases, these plan document deliverables require actions that are beyond just updating the documents themselves as the project progresses. In all cases, both the determination of the content for updates and the execution of the plans are required. The reference of any of these (or any other) tasks/deliverables in the Vendor proposal necessarily implies

<table>
<thead>
<tr>
<th>Activities</th>
<th>Tasks and Deliverables</th>
</tr>
</thead>
<tbody>
<tr>
<td>Operations</td>
<td>26.1: Operating Procedures</td>
</tr>
<tr>
<td>Operations</td>
<td>26.2: Help Desk Transition Plan</td>
</tr>
<tr>
<td>Operations</td>
<td>26.3: Help Desk Plan, Public Facing Help Desk Plan</td>
</tr>
<tr>
<td>Federal Review and Certification</td>
<td>27.1: Assist with Federal Review</td>
</tr>
</tbody>
</table>
that the Vendor accepts the complete specification of the task and the deliverables contained below. Any deviation of this must be documented as indicated in the response described in Section 5.2.2.13.

### 7.1.1 Activity 1: Project Planning

#### Objective
The objective of project planning is to ensure that the HIX System meets Alabama’s specific requirements within the specified time and budget constraints. This task will update the approved Version 1 (V1) project plan contained in the successful proposal.

#### Description
This process determines the scope of the project management and technical activities; identifies process outputs, project tasks, and deliverables; and establishes schedules for project tasks, including achievement criteria and required resources to accomplish project tasks.

As a result of successful implementation of the project planning process:

- The scope of the work of the project is defined
- The feasibility of achieving the goals of the project with available resources and constraints is evaluated
- The documentation required is identified
- The tasks and resources necessary to complete the work are sized and estimated
- Interfaces between components in the project, and with other project and organizational units, are defined
- Plans for the execution of the project are developed
- Plans for the execution of the project are activated

The project planning activity must make provisions to ensure that the project progresses according to the Project Plan that is approved. The project management activity spans the duration of the project and the Project Plan is a primary control element of the project. Once the Project Plan is approved by HIX, the selected Vendor must maintain and modify the approved Project Plan throughout the project, with the approval of HIX, by updating it to reflect the evolving schedule, priorities, and resources (i.e., it is a “living document”). This Project Plan must also include a high-level description of other activities, tasks, and deliverables such as project assessment and control, configuration management, risk management, etc. that are defined later in this appendix, each of which will have a separate plan. All of the tasks and deliverables in this activity contribute to the effective management of the project.

The Vendor plans for the execution of the project must contain descriptions of the associated activities and tasks that include, but are not limited to, the following:

- Schedules for the timely completion of tasks
• Estimation of effort
• Resources needed to adequately execute the tasks
• Allocation of tasks
• Assignment of responsibilities
• Quantifications of risks associated with tasks or the process itself
• Quality assurance measures to be employed throughout the project
• Costs or resource hours associated with process execution
• Provision of environment and infrastructure
• Definition and maintenance of a lifecycle model that is comprised of stages using the Vendor’s defined lifecycle model(s), and which includes the tasks organized by the Phases given above.

• **Deliverables**

The following lists the deliverables for the Project Planning activity:

1.1: Project Plan Review V1 Review and Augmentation
1.2: Updated Project Plan

The V1 indicator in the name of the Project Plan designates the first version of the Project Plan; **Project Plan V1 must be included in the proposal.** The selected Vendor will continue to update the Project Plan throughout the life of the project.

**Task 1.1: Project Plan V1 Review and Augmentation**

The Project Plan task is for development and execution of the Work Breakdown Structure (WBS) and Schedule that describe the Vendor’s plans for managing the project. The Project Plan creates a consistent, coherent document that is used to guide both Project execution and Project control. It will be identified as the baseline plan for future use in comparing current plans throughout the life of the project to assess progress. This task will review the V1 plan that was provided in the proposal and correct any deficiencies in it that have come to light subsequent to its creation. It will also augment the Plan to assure that the documents described below are of adequate completeness and quality to be submitted to CMS for approval of continued funding.

At a minimum, the Project Plan must include a high level description of the Vendor’s:

- Concept of Operations (CONOPS), including (but not limited to):
  - High level and technical architectural diagrams
  - Business Process Model Notation (BPMN) diagrams
- Project Management Plan (PMP), including (but not limited to):
  - Project Organization and Staff Management Plan
More details of these plans are identified later in this document as separate deliverables below.

The following provides an initial working definition of the terms used above:

- **Concept of Operations (CONOPS)** must provide a high level view of the system operations, its target environment and the Vendor’s approach toward bringing the System into existence. This is documented by a statement of System goals, objectives and rational for developing the System. It must contain a general statement of the system scope, the business process models (see below), and the high level functional requirements. Any significant dependencies or constraints must be enumerated. Various levels of architectural diagrams (see below) must be included. It must also contain any operational or organizational impacts that the project or its end result will have. Issues and risks may be enumerated or referenced to the Issue and Risk Management Plan (see below).

- **Architectural Diagrams** must be included in the CONOPS document. These will tell how the system will satisfy its functional requirements. Suggested levels for the diagrams include overview, application, information, interface, technology and security and privacy levels.

- **Business Process Models** must be included in the CONOPS document, and contain a sufficient number of Business Process Model Notation diagrams to cover the various business processes that will be performed or supported by the System. Generally diagrams of the business process are more informative than text in modeling the target system and its interactions with its environment (including other systems).

- **Project Management Plan (PMP)** must describe plans for the management of multiple aspects of the project. In addition to the four items described immediately below, plans for the management of the following must be included: schedules, personnel, finances, performance, risk, quality, change requirements, records, procurement, subcontracts, and any other aspect of the project that requires management.

- **Project Organization and Staff Management Plan** must be included in the PMP to describe the organizational structure, roles, and responsibilities of personnel, staffing levels, and other resources that will be utilized to provide successful project management.
A description of the criteria and process used to develop the staffing estimates, criteria, and process used to determine staffing qualifications, detailed organizational charts, and a resource-loading chart must be included. The organizational structure must identify key personnel by name, title and job function, the percentage of time onsite, and whether each position will be filled by a Vendor employee or a subcontractor to the Vendor.

- **Management Approach and Project Schedule** must be included in the PMP to describe the Vendor’s approach to management and provide a preliminary list of assumptions, list of required documentation, and master schedule of milestone activities, tasks, and deliverables.

- **Communications Matrix** must be included in the PMP to summarize the communications planning effort. It can apply to either meetings (e.g., team progress updates, monthly project status summary, project status updates, all-hands meeting, etc.) or to written documents (monthly updates, e-mail postings, SharePoint access, etc.). The particular communication vehicles are listed in the first column, and a number of aspects of the event or document are documented in their appropriate columns (e.g., target audience, message objective, timing, media to be used, responsible sender, feedback mechanisms, etc.). The initial matrix set-up is the result of the communications planning process; however, versions of the matrix provide living documentation of communications as the project proceeds.

- **Performance Measurement** considerations must be included in the PMP to reflect the overall control of the project in reaching its intermediate objectives and its ultimate goal. Measures must be established that adequately provide one of the three essential elements of any control process: (1) objectives, (2) measurement against these objectives, and (3) an effective correction capability when the measurements indicate that there is deviation from the timely accomplishment of the objectives. This part of the PMP should not just state that a control process is in effect; it must also describe the data that will be collected, where it will be stored, and the approach for analyzing the data. Include a description of the approach for reporting metrics and for identifying and addressing deficiencies.

- **Quality Management Plan** must describe the Vendor’s internal quality processes.

- **Configuration Management Plan** must describe the administrative and technical procedures to be used throughout the project lifecycle to control system and project artifacts. The Vendor must specify a tool for monitoring the processes to be followed for change and version control, the methods and tools to be used, and the approach to be followed. At a minimum, the plan shall describe the approach and scope. The approach includes explaining the methodology, integration and configuration management. The scope will describe the tasks and activities that will be performed as part of project configuration management, including configuration identification, system release management, version control, audit control, and roles and responsibilities of personnel/resources.
• **Issue and Risk Management Plan** must describe the approach for issue/problem and risk/mitigation identification, tracking, reporting, assignment, resolution, and escalation. The plan must include a description of the automated tracking and management system(s) for capturing and tracking all issues/problems, action items, and risk/mitigation information.

• **Risk Register** is a required part of the Issue and Risk Management Plan, and should be populated with all known risks to the extent that they are recognized at any stage of the project. Typically it is in tabular format showing for each risk the following: risk category, risk description, an assigned unique number, estimated relative probability of occurrence, estimated relative impact if it occurs, risk score (product of the former two estimates), mitigation, and responsible individual for any actions requiring decisions.

• **Training Plan** is required to augment the Staff Management Plan and to provide essential information on the training of system users. Identify the staff (government and contractor) needing training and the specific training that is needed to close any skill gap to bring personnel to an appropriate competency level to perform their duties on the project. For example, this may include technical training in a specific development tool. Similarly, training of non-technical users of the system will require similar documentation. Identify the timeframe when the required training is needed, the method for providing the training, potential vendors or sources for the training, the anticipated cost for the training, and if there are any prerequisites.

• **Release Plan** details the events that need to take place for various system releases. Two major releases are required, one at the end of Phase 2 and the other at the end of Phase 4 (see Table 1). However, there may be other releases that are expedient as the project progresses for system enhancement. The Release Plan must provide an overall explanation as to the release approach. This will consist of a rationale and a strategy. The rationale provides the justification for the strategy to be employed. The strategy explains the release content, schedule, impacts and notifications.

• **Preliminary Detailed Design** – See Task 8 for specifications of the Detailed Design task. This document will be the first draft of the ultimate Detailed Design that will be the deliverable of Task 8. The Detailed Design must provide the information needed for a system development team to actually build and integrate the hardware components, code and integrate the software components, and integrate the hardware and software segments into a functional product. Additionally, the detailed procedures for combining separate COTS packages into a single system must be addressed.

HIX has developed an initial set of project time constraints given in Table 1. These are rigid constraints imposed by ACA and all planning must conform to these constraints.

**Vendor Responsibility**

• Create and submit Project Plan V1 as part of the proposal

• Correct any issues identified by HIX or discovered by the Vendor prior to initiating the general Project Plan Update (Task 1.2)
• Augment the Plan for approval as indicated in Section 3.3
• Review State policies prior to creating the updated plan

Acceptance Criteria

1.1: Project Plan V1

1.2: Updated Project Plan

This task addresses subsequent versions of the Project Plan. As stated previously, an initial Project Plan must be submitted with the Proposal. At a minimum, on a weekly basis, the Vendor must submit updates to the Project Schedule. Updates to the Project Plan will be made as needed with a formal review at least quarterly. Updates to the Project Plan and/or Schedule must be made on and posted to a centralized location to be defined by HIX. HIX considers the Project Plan to be a living document and requires it to be current and immediately accessible. When updates are made the Vendor must post a summary or explanation of changes for historical purposes.

Vendor Responsibility

• Update plan as needed to accommodate changes in scope
• At a minimum, present changes to the plan on a quarterly basis

Acceptance Criteria

1.2: Updated Project Plan

7.1.2 Activity 2: Project Assessment and Control

Objective

The objective of project assessment and control is to monitor the status of project activities and take corrective action when required in order to ensure successful delivery of the HIX System.

Description

The purposes of project assessment control processes are to determine the status of the project and ensure that the project progresses according to plans, schedules, and projected budgets, and that it satisfies all technical objectives. This process includes redirecting the project activi-
ties, as appropriate, to correct identified deviations and variations. Redirection may include re-
planning as appropriate.

As a result of the successful implementation of the project assessment and control process:

- Progress of the project is monitored and reported
- Interfaces between project elements and with other project and organizational units are monitored
- Actions to correct deviations from the plan and to prevent reoccurrence of problems identified in the project are taken when project targets are not achieved
- Project objectives are achieved and recorded
- The Vendor Project Manager (VPM) must monitor the execution of the project, providing both internal reporting of the project progress and external reporting to HIX
- The VPM must investigate, analyze, and resolve problems discovered during the execution of the project. The resolution of problems may result in changes to plans. It is the VPM’s responsibility to ensure that the impact of any change is determined, controlled, and monitored. Problems and their resolution must be documented. The VPM must report, at agreed points, the progress of the project, declaring adherence to the plans and resolving instances where progress lags. This includes internal and external reporting as required by the organizational procedures and the contract.
- The VPM must ensure that the software products and plans are evaluated for satisfaction of requirements. The VPM must assist the evaluation of the results of software products, activities, and tasks completed during the execution of the project for achievement of the objectives and completion of the plans.

To accomplish the necessary control in the project, measurement processes will be used to collect, analyze, and report data relating to the products developed and processes implemented within the organizational unit, to support effective management of processes, and to objectively demonstrate the quality of the products.

As a result of successful implementation of the measurement process:

- The information needs of technical and management processes are identified
- An appropriate set of measures, driven by the information needs, are identified and/or developed
- Measurement activities are defined in the plan
- The required data is collected, stored, analyzed and the results interpreted
- Information products are used to support decisions and provide an objective basis for communication
- The measurement processes and measures are evaluated
- Improvements are communicated to the measurement process owner
Deliverables

The following lists the deliverables for the Project Assessment and Control activity:

- 2.1: Weekly Project Status Reports
- 2.2: Corrective Action Plan Methodology

Task 2.1: Weekly Project Status Reports

This task covers the production of the Weekly Project Status Reports by the Vendor. At a minimum, the Project Status Report will include accomplishments, critical issues, personnel utilized, activity, tasks, defect reporting (as appropriate during the testing and validation tasks) and deliverable status, budget status, and items planned for the next reporting period. It will also summarize schedule performance and budget performance to compare actual project performance with plan(s).

Vendor Responsibility

- Obtain approval for report format
- Complete Weekly Project Status Report
- Acceptance Criteria
- 2.1: Weekly Project Status Reports
- Use of approved format
- Inclusion of accomplishments, critical issues, personnel utilized, and items planned for the next reporting period
- Reporting of identified issues, risks, defects and associated mitigation strategies
- Comparison of schedule and budget performance to actual project plan
- Provide input and clarifications to the Vendor as needed
- Obtain final approval from HIX on all tools that Vendor will use on the project

Task 2.2 Corrective Action Plan Methodology

Corrective action plans must address a practical strategy to resolve any impediments, the action to be taken, and how it will be carried out. The plan must be organized, purposeful, accountable, and measurable. The methodology must provide a template of how the item in need of correction will be documented. The template must include a description of the problem to correct, the owner accountable for the problem and specify what will be the outcome and how it can be measured.

Vendor Responsibility

- Obtain consensus of corrective action plan template
- Use approved corrective action plan template
• Conduct analysis of impediment in need of corrective action
• Monitor, document and report on status of corrective action
• Participate in resolution, and when applicable, involve HIX in the resolution

Acceptance Criteria

• Task 2.2: Corrective Action Plan Methodology
• Inclusion of a corrective action plan template that is acceptable to HIX
• Inclusion of measurable actions to gauge success
• Inclusion of specific steps to manage the corrective action plan process to acceptable resolution

7.1.3 Activity 3: Decision Management

Objective

To promote effective decision-making in a timely fashion that considers all of the variables that may be impacted.

Description

The Vendor must define a decision making strategy that is capable of addressing complex decisions expected to be required during development. This strategy must be part of the overall project management approach. The Vendor must involve relevant parties in decision-making in order to draw on experience and knowledge. Circumstances requiring a decision must be identified. The Vendor must select and declare the decision making strategy for each decision situation. The Vendor must identify desired outcomes and measurable success criteria. The Vendor must evaluate and balance the consequences of alternative actions, using the defined decision-making strategy, to arrive at an optimization of, or improvement in, an identified decision situation.

The Vendor must record, track, evaluate and report decision-making outcomes to confirm that problems have been effectively resolved, adverse trends have been reversed, and advantage has been taken of opportunities. The Vendor must maintain records of problems and opportunities and their disposition in a manner that permits auditing and learning from experience.

Deliverables

The following lists the deliverables for the Decision Management activity:

• 3.1: Decision Management Plan
• 3.2: Decision Outcomes
Task 3.1: Decision Management Plan

Decision management plans must address a practical strategy for decision-making, actions to be taken, and implementation approaches. The plan must be organized, purposeful, accountable, and measurable. The plan must provide a template of how the item in need of a decision will be documented. The template must include a description of the decision to be made, stakeholders, pros and cons to each decision considered, actions, deadlines, and must specify what will be the outcome and who is responsible. The plan must also address how the decision outcomes will be maintained and traced to other decisions that have been made.

Vendor Responsibility

- Obtain consensus on decision management plan template
- Use approved decision management plan template
- Conduct analysis of decisions to be made
- Monitor, document, and report on status of decision-making
- Own or participate in resolution when applicable
- Widely communicate decisions made unless a decision is made to restrict communication of outcome by the System Project Manager

Acceptance Criteria

- Task 3.1: Decision Management Plan
- Inclusion of a decision management plan that is acceptable to HIX
- Inclusion of measurable actions to gauge timeliness of decision making
- Inclusion of specific steps to manage the decision management process to acceptable resolution

Task 3.2: Decision Outcomes

Decision outcomes must be documented and maintained in a central location for easy access. The Vendor must describe how they plan to document and communicate decisions.

Vendor Responsibility

- Obtain consensus of decision outcomes plan
- Follow decision outcomes process

Acceptance Criteria

- Task 3.2: Decision Outcomes
- Inclusion of a decision outcomes plan that is acceptable to HIX
7.1.4 Activity 4: Risk Management

Objective

To identify, analyze, treat, and monitor risks continuously in order to systematically address risk throughout the lifecycle of the System, software product, or service. It is inclusive of risks related to the acquisition, development, maintenance, and operation of all components within the System.

Description

As a result of successful implementation of the risk management process:

- The scope of risk management to be performed is determined
- Appropriate risk management strategies are defined and implemented
- Risks are identified as they develop during the course of the project
- Risks are analyzed to determine the priority in which to apply resources to address risk abatement
- Appropriate treatment is taken to correct or avoid the risk of impact based on its priority, probability, and consequence or other defined risk threshold
- Risk metrics are defined, applied, and assessed to determine changes in the risk status and the progress of the appropriate treatment
- Serious risks are identified and mitigated as early in the life cycle as possible. This may involve prototyping or limited development as early as the start of the project.

The context of the risk management process must be defined and documented, including a description of stakeholder perspective, risk categories, and a description (perhaps by reference) of the technical and managerial objectives, assumptions and constraints. Risk thresholds, defining the conditions under which a level of risk may be accepted, must be documented. A risk profile must be established and maintained. The relevant risk profile must be communicated periodically to stakeholders based on their needs.

The risks must be identified by categories defined by the Vendor and approved by HIX. The probability of occurrence and consequences of each risk must be estimated. Each risk must be evaluated against a set risk threshold for that category. For each risk that is above its risk threshold, a recommended treatment strategy must be defined and documented. Measures indicating the effectiveness of the treatment strategy applied must also be defined and documented. (Risk treatment strategies include, but are not limited to, eliminating the risk, reducing its probability of occurrence or severity of consequence, or accepting the risk).

The Vendor must provide HIX with alternatives for risk treatment and risk action requests. If HIX determines that actions must be taken to make a risk acceptable, the appropriate risk treatment alternative must be implemented. If HIX accepts the risk that exceeds a threshold, it must be considered a high priority and monitored continuously to determine if any further risk treatment actions are necessary.
All risks and the risk management process must be continuously monitored for changes. Risks whose status has changed must undergo risk evaluation. Measures must be implemented and monitored to evaluate the effectiveness of risk treatments. The Vendor must continuously monitor for new risks throughout the project lifecycle.

Information must be collected throughout the project lifecycle for purposes of improving the risk management process and generating lessons learned. The risk management process must be periodically reviewed for its effectiveness and efficiency. Information on the risks identified, their treatment, and the success of treatments must be reviewed periodically for the purpose of identifying systemic project and organizational risks.

**Deliverables**

- 4.1: Risk Management Plan
- 4.2: Lessons Learned

**Task 4.1 Risk Management Plan**

The Risk Management Plan documents the Vendor’s approach to administering the risk management process to include identification, evaluation methodology, treatment, monitoring, and evaluation of the risk management process. The plan must include any software tools that the Vendor will use to log risks and track them to resolution. The plan must include:

- Risk management policies describing the guidelines under which risk management is to be performed
- Risk management process to be implemented
- Responsible parties
- Continuous improvement process for risk avoidance
- Risk categories and profiles
- Risk analysis to include probability and consequences
- Treatment and monitoring

**Vendor Responsibility**

- Document the Risk Management Plan
- Implement the Risk Management Plan
- Conduct analysis of risks
- Monitor, document and report on status of risks
- Own or participate in the risk management process when applicable
- Involve HIX personnel at the appropriate level in the risk management process so that they are totally aware of and able to participate in the response to all risks encountered
Acceptance Criteria

- Task 4.1: Risk Management Plan
- Scope of risk management is determined
- Appropriate risk management strategies are defined and implemented
- Steps to identify risks that develop during the project are documented
- Methods to analyze and determine priority of risks are included.
- Identification of what resources must be applied to the process
- Risk measures are defined as to how they will be applied, and assessed in order to determine whether or not there is a change in the status of risk and the progress of the ongoing treatment activities

Task 4.2 Lessons Learned

For this task, the Vendor must collect information regarding Lessons Learned from stakeholders after each major milestone. Information collected must be documented in a database and reported. The report must evaluate the lessons learned; evaluate and describe ways to improve in future tasks; and identify responsible parties for implementation of the future improvements.

Vendor Responsibility

- Provide Vendor documented perspective of lessons learned
- Continually integrate lessons learned into future project activities

Acceptance Criteria

- 4.2 Lessons Learned
- Incorporation of lessons learned at each major milestone into a report for HIX distribution
- Evaluation of lessons learned, including suggestions for improvement
- Suggestions for improvement are implemented when there is a general consensus as to their value

7.1.5 Activity 5: Configuration Management

Objective

The objective of Configuration Management is to establish and maintain the integrity of all identified versions of the System (i.e., all component) artifacts throughout the lifecycle of the project, and to make them available for reference purposes (e.g., for system backup, rollback and recovery, and problem identification and resolution).

Description

As a result of the successful implementation of the configuration management process:
• Configuration management strategies are defined

• Roles and responsibilities are defined

• Items requiring configuration management are defined

• Configuration baselines are established

• Changes to items under configuration management are controlled

• Configuration of released items is controlled

• Status of items under configuration management is made available throughout the lifecycle

• Information on configurations is maintained with an appropriate level of integrity and security

• Changes to configuration baselines are properly identified, recorded, evaluated, approved, incorporated and verified

The configuration management plan must describe the configuration management activities; procedures and schedule for performing these activities; the organizations responsible for performing these activities; and relationship with other organizations such as software development or maintenance. A scheme must be established for the evolution of improved software components and their versions to be controlled for the project. For each software component and its versions, the following must be identified: the documentation that establishes a baseline, the version references, and any other identification details.

The following must be performed:

• Identification and recording of change requests

• Analysis and evaluation of the changes

• Approval or disapproval of the request

• Implementation, verification, and release of the modified software component

• An audit trail must exist, whereby each modification, the reason for the modification, and authorization for the modification can be traced. Control and audit of all processes to software controlled items that handle safety- or security-critical functions must be performed.

Management records and status reports that show the status and history of controlled software components, including baselines, must be prepared. Status reports must include the number of changes for project, the software component versions, release identifiers, the number of releases, and comparison of releases.

The functional completeness of the software components against their requirements must be assured. This includes an assurance of the physical completeness of the software components (e.g., whether their design and code reflect an up-to-date technical description).
The release and delivery of software products and documentation must be formally controlled. Master copies of code and documentation must be maintained for the life of the System.

**Deliverables**

The following lists the deliverables for the Configuration Management activity:

- 5.1: Configuration Management Plan

**Task 5.1 Configuration Management Plan**

The configuration management plan must define a strategy for the disposition, access, release and control of changes to the items that are subject to configuration control. Although addressed at a high level in the project plan deliverable, the Vendor must provide the specifics of the strategy in its Configuration Management Plan. Items must be identified that are subject to configuration control and ensure that the execution is recorded, evaluated, approved, incorporated, and verified.

**Vendor Responsibility**

- Document Configuration Management Plan
- Implement Configuration Management Plan
- Internally audit adherence to Configuration Management Plan and report findings to HIX

**Acceptance Criteria**

- 5.1: Configuration Management Plan
- A configuration management strategy is defined
- Items requiring configuration management are defined
- Configuration baselines are established
- Changes to items under configuration management are controlled
- The configuration of released items is controlled
- Environments are defined including, at a minimum, development, test, UAT, training, staging and production environments
- The status of items under configuration management are made available throughout the System lifecycle

**7.1.6 Activity 6: Requirements Analysis and Management**

**Objective**

To define, analyze, and maintain traceability of system requirements throughout the lifecycle of the System.

**Description**
The purpose of the Requirements Analysis and Management process is to ensure that requirements for the System are validated through user acceptance testing by stakeholders.

The vendor must define a representative set of activity sequences to identify all required services that correspond to anticipated operational and support scenarios and environment. The vendor must identify the interaction between users and the System, taking into account human capabilities and skill limitations. The vendor must analyze the complete set of requirements. The vendor, in conjunction with the project’s governance system, must resolve requirement problems.

The purpose of system requirements analysis is to transform the defined requirements into a set of desired system technical requirements that will guide the design of the System to meet the needs of stakeholders. It is recognized that the final System description will include functional contributions from both aggregated COTS components and custom components. As a result of successful implementation of system requirements analysis:

- A defined set of system requirements describing the System to be developed are established
- The appropriate techniques are performed to optimize the preferred project solution
- System requirements are analyzed for correctness and testability
- The impact of system requirements on the operating environment are understood
- The requirements are prioritized, sequenced, approved and updated as needed
- Consistency and traceability are established between system requirements and requirements baseline of HIX
- Changes to the baseline are evaluated for cost, schedule and technical impact
- The system requirements are communicated to all affected parties and baselined

The specific intended use of the System to be developed must be analyzed to specify system requirements. The documented system requirement specification must include:

- Functions and capabilities of the System
- Business, organizational and user requirements
- Safety, security, human-factors engineering (ergonomics), interface, operations, and maintenance requirements
- Design constraints and qualification requirements

The system requirements must be evaluated considering the criteria listed below. The results of evaluations must be documented:

- Traceability to HIX needs
- Consistency with HIX needs
- Testability
Software Requirements must be established for the software components of the System. As a result:

- Requirements allocated to the software components of the System and their interfaces are defined
- Software requirements are analyzed for correctness and testability
- Impacts of software requirements on the operating environment are understood
- Consistency and traceability are established between the software requirements and system requirements
- Prioritization for implementing the software requirements is defined
- Software requirements are approved and updated as needed
- Changes to the software requirements are evaluated for cost, schedule and technical impact
- Software requirements are base-lined and communicated to all affected parties

For each software component the Vendor must establish and document software requirements (including the quality characteristics specifications) described below:

- Functional capability specifications, including performance, physical characteristics, and environmental conditions under which the software component is to perform
- Interfaces between software components within the HIX System
- Interfaces external to the HIX System representing communications to and from the software systems of other organizations
- Qualification requirements
- Safety specifications, including those related to methods of operation and maintenance, environmental influences, and stakeholder risk
- Security specifications, including those related to compromise of sensitive information
- Human factor engineering (ergonomics) specifications, including those related to manual operations, human equipment interactions, constraints on personnel, and areas needing concentrated human attention, that are sensitive to human errors and training
- Data definition and database requirements
- Communication specifications, such as web service interface specifications and standards-based communication content specifications
- Installation and acceptance requirements of the delivered software product at the operation and maintenance side
- User documentation requirements
- User operation and execution requirements
User maintenance requirements

The Vendor must evaluate the software requirements according to the criteria listed below:

- Bi-directional traceability (to and from) of system requirements to/from design and to/from test scripts
- External consistency with system requirements
- Internal consistency
- Testability, including testing of both user-based scenarios and standards-based transaction testing with other software Systems
- Feasibility of software design
- Feasibility of operation and maintenance
- The results of the evaluation must be documented.

**Deliverables**

The following lists the deliverables for the Requirements Management activity:

- 6.1: Requirements Documentation
- 6.2: Requirements Validation and Traceability Plan
- 6.3: Requirement Change Control Plan

**Task 6.1: Requirements Documentation**

An initial set of HIX System requirements are referenced in Section 3 and in the Requirements Response Matrix (reference Form D in Appendix K).

This activity requires the Vendor to analyze and refine the baseline requirements previously identified, and to finalize the functional and technical specifications that will be included in the HIX System. The validated set of requirements will be updated as subsequent tasks are completed. Additionally, the requirements will be used to build test scripts and scenarios, and will be fully tested during user acceptance testing. This task must include at a minimum:

- Identification and understanding of all requirements
- Facilitation of design meetings to confirm and capture all requirements
- Validated set of final requirements that are unique, verifiable (testable), bounded and where all relationships and interfaces are defined

**Vendor Responsibility**

- Review documentation provided by the State pertaining to the HIX System
- Conduct in-depth analysis of existing business, system, and user requirements
- Plan, schedule, and conduct requirements analysis meetings with appropriate HIX staff
• Document findings of these meetings and prepare draft reports for review and comment by HIX staff
• Document a final set of requirements in narrative format
• Conduct a walkthrough of the final set of requirements with appropriate HIX staff
• Prepare a detailed requirements deliverable that must be used to guide work to be performed in subsequent project tasks
• Participate in the Requirements Change Control Board process as needed

Acceptance Criteria

• 6.1: Requirements Documentation
  • Plan addresses the identification and understanding of requirements throughout the conceptual architectural design, detail design, and testing documentation activities
  • Inclusion of changes to requirements that HIX approves
  • Documentation of the Requirements as described in this RFP
  • Resolution of all outstanding issues related to the requirements

Task 6.2: Requirements Validation and Traceability Plan

The Requirements Validation and Traceability Plan documents the Vendor’s approach to ensuring that all requirements are captured and met. The purpose of this task is to describe the Vendor’s approach to review, analyze, and validate requirements throughout the life of the project. This task must include at a minimum:

• Approach to review and analyze all requirements during design sessions
• Approach to validate a common understanding of all requirements during conceptual architectural design sessions
• Strategy for maintaining requirement traceability in all documentation

Vendor Responsibility

• Validate an approach to obtain common understanding of the requirements in this RFP
• Document the process to add and remove requirements that HIX approves via the change control process
• Collaborate with HIX for the tool that will create traceability from RFP through operations

Acceptance Criteria

• 6.2: Requirements Validation and Traceability Plan
• Plan addresses the validation of requirements throughout the architectural design, detail design, and testing documentation activities
• Inclusion of requirement changes that HIX approves in the change control process
• Documentation of the Requirements Validation and Traceability Plan as described in this RFP
• Documentation of the tool for tracking requirements

**Task 6.3: Requirement Change Control Plan**

The Requirement Change Control Plan describes the Vendor’s approach to requirement change control, including the tracking of requirements, software used to track all requirements, reporting of requirements, assignment, resolution, and escalation of requirement change control requests. This plan will be consistent with the vendor’s configuration control approach.

**Vendor Responsibility**

• Create Requirement Change Control Plan
• Apply changes as requested
• Collaborate with HIX on the tool’s user access and reporting requirements

**Acceptance Criteria**

• 6.3: Requirement Change Control Plan
• Provision of a change request form for project staff to complete when a change to a requirement is identified
• Documentation of the methodology for change requests, review and approval of the requests, committee for acceptance or denial of the request, costs associated with the request, resolution, and escalation of the request

**7.1.7 Activity 7: Conceptual Architectural Design**

**Objective**

To build the basic foundation that defines the structure of the HIX System, including the functional components, their relationships and interfaces, and the system behavior.

**Description**

The system conceptual architectural design activity will identify which system requirement must be allocated to which components of the system. As a result of the successful implementation of the system conceptual architectural design process:

• System architecture design is defined that identifies component aggregations, components, and subcomponents of the HIX System that meets the defined requirements
• The System requirements are addressed
• The requirements are allocated to the components of the System
• Internal and external interfaces of each system component are defined
• Verification is performed between the system requirements and the system architectures
• The requirements allocated to the system components and their interfaces are traceable to the requirement baseline of HIX
• Consistency and traceability between system requirements and system architecture design are maintained
• The system requirements, the system architecture design, and their relationships are base-lined and communicated to all affected parties
• Interfaces with other systems are defined
• Human factors and ergonomics knowledge and techniques are incorporated in the system design
• Human centered design activities are identified and performed

A top-level architecture of the System must be established. The architecture must identify items of hardware, software, operating systems, memory, service packs, product keys and manual operations. Hardware configuration items, software configuration items, and manual operations must be subsequently identified from these items. The system architecture and system requirements allocated to the items must be documented.

The system architecture and the requirements for the items must be evaluated considering the criteria listed below. The results of the evaluations must be documented:

• Traceability to system requirements
• Consistency with system requirements
• Appropriateness of design standards and methods used
• Feasibility of the software components to fill their allocated requirements
• Feasibility of operations and maintenance

The purpose of the software conceptual architectural design process is to provide a design for the software that implements the software component and can be verified against the requirements. As a result of successful implementation of the software conceptual architectural design process:

• A software conceptual architectural design is developed and base-lined that describes the software components that will implement the software requirements
• Internal and external interfaces of each software component are defined
• Consistency and traceability are established between software requirements and software design
• The requirements for the HIX System have been transformed into an architecture that describes the System’s top level structure and identifies the software components to ensure that all requirements for the software component are allocated to its software sub-
components and further refined to facilitate detailed design. The architecture of the software design must be documented.

- A top-level design is developed and documented for the interfaces external to the HIX System and between the software components of the System
- A top-level design is developed and documented for the database(s)
- Preliminary versions of user documentation are developed and documented
- Preliminary test requirements and the schedule must be defined and documented for software integration

The Vendor must evaluate the architecture of the software component and the interface and designs considering the criteria listed below:

- Traceability to the requirements of software component
- External consistency with the requirements of the HIX System
- Internal consistency between the software components of the component aggregation
- Appropriateness of design methods and standards used
- Feasibility of detail design
- Feasibility of operation and maintenance
- The results of the evaluations must be documented.

Conceptual design is the vital stage of the product creation that defines the success or failure of the product usability. In this activity, the Vendor performs tasks including defining the methodology for conceptual design with an approach to the design sessions, and the specifications for the conceptual design.

**Deliverables**

- 7.1: Conceptual Architectural Design Methodology
- 7.2: Conceptual Architectural system Design
- 7.3: Business Rules Plan
- 7.4: Workflow Plan

**Task 7.1: Conceptual Architectural Design Methodology**

The Conceptual Architectural Design Methodology describes the Vendor’s approach to design sessions and validation of the design specifications for the HIX System. The outcomes of this task must include at a minimum:

- The methodology that will be used for sessions
- Schedule, topics, location, and participants for each design session
• The requirements that each session will address, including the strategy to maintain traceability of all requirements during each session

• The business process that will be addressed for each design session

• The strategy to ensure a final integrated design

• A style guide that describes what will be included in the conceptual design specifications that Vendor analysts will use for design layouts

• The strategy for design session results and validation of these results

• The participant training that will take place prior to the start of design session

Vendor Responsibility

• Prepare and create a methodology that will be used for conceptual architectural design sessions

• Create a schedule, topics, location, and participants for conceptual architectural design sessions

• Develop a strategy to ensure a final integrated design

• Collaborate with HIX on a style guide for design layouts, staffing, schedule, and business process

• Prepare and develop a strategy for design session results and validation of these results

• Create training materials for session participants

Acceptance Criteria

• 7.1: Conceptual Architectural Design Methodology

• Compliance with all the requirements

• Completion of participant training sessions prior to the start of the conceptual architectural design sessions

• Documentation of a comprehensive design style guide

• Documentation of the schedule, topics, locations, and participants for each session

Task 7.2: Conceptual Architectural System Design

• As a result of the design sessions, the Vendor will produce a Conceptual Architectural Design incorporating the items identified in the Description above. The design must implement the software component, be verified against the System requirements and:

• The design must be base-lined describing the software components that will implement the software requirements

• Internal and external interfaces of each software component must be defined
• Consistency and traceability must be established between software requirements and software design

• The Vendor must transform the requirements for the software into an architecture that describes its top level structure and identifies the software components. The Vendor must ensure that all requirements for the software component are allocated to its software sub-components and further refined to facilitate detailed design. The architecture of the software design must be documented.

• The Vendor must develop and document a top-level design for the interfaces external to the HIX System and between the software components of any component aggregation

• The Vendor must develop and document a top-level design for the database(s)

• The Vendor must develop and document preliminary versions of user documentation

• The Vendor must define and document preliminary test requirements and the schedule for software integration

The Vendor must evaluate the architecture of the software component and their interfaces within the overall design of the HIX System. The results of the evaluations must be documented.

**Vendor Responsibility**

• Arrange and facilitate Joint Application Development (JAD) sessions and provide minutes to participants for review

• Prepare the Conceptual System Design, meeting the requirements as defined in this RFP and as defined through the JAD sessions

• Document a preliminary set of business rules and workflows

• Conduct ongoing presentation of window, screen, business rules, and other layouts and obtain HIX subject matter expert approval

• Conduct walkthroughs and demonstrations during the Conceptual Architectural System Design to enhance HIX understanding and to facilitate the approval process

• Facilitate presentation for HIX approval to move to the detail design task of the project

**Acceptance Criteria**

• 7.2: Conceptual Architectural System Design

• Compliance with all the requirements

• Documentation of preliminary business rules and workflows

• Design specifications meet the agreed upon style guide

• Documentation of the completion of all sessions

• Inclusion of steps that allow for review and approval of design specifications by HIX (i.e., decision point)
Task 7.3: Business Rules Plan

The Business Rules Plan includes the Vendor’s approach to identification and documentation of the business rules. The purpose of this task is for the Vendor to identify the approach used to facilitate business rules development with the HIX project team; and to analyze, identify, compare, validate, refine, and document the HIX business rules related to the HIX System during conceptual and detail design. This task must include at a minimum:

- Approach to review and analyze all business rules during design sessions
- Approach to validate a common understanding of all business rules during design sessions
- Identification of tools that will be used to diagram, present and confirm business rules (e.g., decision trees, decision tables, etc.)

Vendor Responsibility

- Identify and analyze business rules needed by the HIX System
- Arrange for and facilitate business rules sessions
- Validate an approach to obtain common understanding of the business rules
- Document the methodology to identify, diagram and present business rules to HIX for approval during conceptual and detail design
- Document the process to add and remove business rules that are approved by HIX during the life of the project
- Document rules set in human-readable form so that it may be submitted to an HHS repository

Acceptance Criteria

- 7.3: Business Rules Plan
- Addresses the validation of business rules throughout the conceptual design, detail design, and testing documentation activities
- Inclusion of changes to business rules that HIX approves
- Documentation of the Business Rules

Task 7.4: Workflow Plan

The Workflow Plan includes the Vendor’s approach to documentation of the System’s workflows. The purpose of this task is for the Vendor to identify the approach used to facilitate workflow refinement sessions with the HIX project team to analyze, validate, refine, and document the HIX workflows related to the HIX System during conceptual and detail design. HIX will provide the Vendor with the workflow templates provided by CMS, or templates already modified...
for Alabama if available, as a starting point for this task. These workflows will be modified as necessary to meet the HIX business needs. This task must include at a minimum:

- Approach to review and analyze all workflows during design sessions
- Approach to validate a common understanding of all workflows during design sessions
- Approach to workflow and workflow rules

**Vendor Responsibility**

- Identify all workflows of the System
- Facilitate workflow sessions
- Validate an approach to obtain common understanding of the workflows
- Document the methodology to identify, diagram and present workflows to HIX for approval during conceptual and detail design
- Document the process to add and remove workflows that are approved by HIX during the life of the project

**Acceptance Criteria**

- 7.3: Workflow Plan
- Addressing the validation of workflows throughout the conceptual design, detail design, and testing documentation activities
- Inclusion of changes to workflows that HIX approves
- Documentation of the Workflow Rules

### 7.1.8 Activity 8: Detailed Design

**Objective**

To create system architecture and design documents that incorporate the System requirements.

**Description**

The activities associated with detail design include specifications for all system objects, such as programs, screens, interfaces, reports, templates, and forms. The Vendor’s responsibilities include documentation of the detail design methodology, as well as training for all of the participants in the design sessions.

The purpose of the software detailed design activity is to provide a design for the software that implements and can be verified against requirements in the software architecture and that is sufficiently detailed to permit coding and testing. As a result of successful implementation of the software detailed design process:

- A detailed design of each software component aggregation, describing the software components to be built, is developed
• External interfaces of each software component are defined
• Consistency and traceability are established between the detailed design and the requirements and the Conceptual Architectural design

The Vendor must develop the detailed design for each software component of the HIX System. The software components must be refined into lower levels containing software subcomponents that can be coded, compiled, and tested, as appropriate. The detailed design must ensure that all the software requirements are allocated from the software component aggregations to the software components. As part of this task, the Vendor must develop and document the detailed design for the database(s).

The Vendor must develop and document a detailed design for the interfaces external to the HIX System, between the software component aggregations, and between the software components within the component aggregations. The detailed design of the interfaces must permit coding without the need for further information.

The Vendor must define and document test requirements and a schedule for testing software components. The test requirements must include stressing the software component at the limits of its requirements. Testing requirements must also include compliance testing against accepted industry standards and Section 508 of the U.S. code (regarding handicap access). The Vendor must update the test requirements and the schedule testing as needed for software integration.

The Vendor must evaluate the software detailed design and test requirements considering the criteria listed below. The results of the evaluation must be documented.

• Traceability to the requirements of the software component
• External consistency with Conceptual Architectural design
• Internal consistency between software components of a software component aggregation
• Appropriateness of design methods and standards used
• Feasibility of testing
• Feasibility of operations and maintenance

**Deliverables**

• 8.1: Detail System Design Session Plan
• 8.2: Detail System Design Document
• 8.3: Business Rules Design
• 8.4: Interface Design
• 8.5: Forms, Templates, and Notices Detail Design
• 8.6: Alerts Detail Design
• 8.7: Reports Detail Design

Task 8.1: Detail System Design Session Plan

In the Detail System Design Session Plan task, the Vendor develops and documents the approach to design sessions and validation of the design specifications. The outcomes of this task must include at a minimum:

• The methodology that will be used for design sessions
• Schedule, topics, location, and participants for each design session
• The requirements that will be addressed for each session including a bi-directional strategy to maintain traceability of all requirements during session
• The business process that will be addressed for each design session
• The strategy to ensure a final integrated design
• A style guide that describes the design specifications that Vendor analysts will use for design layouts
• The strategy for design session results and validation of these results
• The participant training that will take place prior to the start of design

Vendor Responsibility

• Prepare and create a methodology that will be used for detail system design sessions
• Create a schedule, topics, location, and participants for each detail system design session
• Develop a strategy to ensure a final integrated design
• Collaborate with HIX on a style guide for design layouts, staffing, schedule, and business process
• Prepare and develop a strategy for compiling design session results and validating these results
• Create training materials for session participants
• Conducting training for session participants

Acceptance Criteria

• 8.1: Detail System Design Session Plan
• Documentation of the Detail System Design Plan as described in this RFP
• Completion of participant training sessions prior to the start of design sessions
• Documentation of a comprehensive design style guide
• Documentation of the schedule, topics, locations, and participants for each session
Task 8.2: Detail System Design Document

The Vendor develops and validates the Detail System Design (DSD) document in this task. The detail system design will describe the system architecture and design at the detailed level and provides the programmers sufficient information to develop the HIX System.

At a minimum, the task must include:

- Final logical and physical data models
- Final data model with all relationships, business rules, definitions, and table domains including look up tables
- Final application infrastructure rules including rules to handle data inserts to maintain logical consistency between records
- Final detailed comprehensive data element dictionary including, at a minimum:
  - A description of all tables used in the HIX System
  - A description of each data element within each table
  - A unique data element number and standard data element name
  - A narrative description and definition of the data element based on the Alabama database naming standards
  - A table of values for each data element when there is a fixed set of values
  - The source of each data element
  - Valid values with definitions
  - Lists from the data element dictionary in using multiple sorting and filtering methods
- Final Business Process Model Notation diagram that shows the relationship between business processes, input, and outputs
- Final network topology diagram including configuration alternatives and all hardware and software detail
- Final business rules
- Final detailed system architecture
- Detailed narrative of the entire System and the flow of data through the System including diagrams
- Detailed narrative of navigation, describing inputs, features, and processes
- Final screen/window layout
- Final screen narratives with screen/field mapping
- Identification of all requirements that are met with the proposed conceptual design
• Detailed program logic descriptions and edit logic including, at a minimum, the sources of all input data, each process, all editing criteria, all decision points, and associated criteria, interactions with other programs, and all outputs

• Final layouts for all inputs to include, at a minimum, input names and numbers; data element names, numbers, and sources for each input field and examples of each input

• Final layouts for all outputs to include, at a minimum, output names and numbers; data element names, numbers, and sources for each output field; and examples of each output

• Final layouts for all files to include, at a minimum, file names and numbers; data element names, numbers, number of occurrences, length and type; record names and numbers, and file maintenance data such as number of records, file space, and so forth

Vendor Responsibility

• Develop the final version of the DSD specifications

• Conduct walkthroughs and demonstrations during the detail system design to enhance HIX understanding and to facilitate the approval process

• Conduct ongoing presentations of screen/window, and other layouts and obtaining HIX approval during the detail system design development to facilitate overall HIX approval

• Facilitate presentation for committee approval to move to the development task of the project

Acceptance Criteria

• 8.2: Detail System Design Document

• Documentation of the detail system design according to the requirements of this RFP, and those added through the change control process

• Documentation of a complete, comprehensive design that is ready for development

• Resolution of all outstanding issues related to the design

• Inclusion of steps that allow for review and approval of redesign specifications by HIX (i.e., decision point)

Task 8.3: Business Rules Design

The purpose of this task is for the Vendor to facilitate JAD sessions with the HIX project team to analyze, identify, validate, refine, and document the HIX business rules related to the HIX System. The Vendor must summarize the results of the business rules in narrative format. Included in this task will be the identification of decision tables, appropriate parameters, and reference tables utilized by the business rules. This task must include at a minimum:

• Identification and analysis of all business rules to ensure there is a common understanding of all rules
Conducting business rule sessions to obtain confirmation of rules, decision tables, reference tables, and parameters

Documenting business rules and decision tables

Development of a strategy for tracking rules changes in all documentation

Vendor Responsibility

Identify and analyze business rules required by the HIX System

Facilitate business rules design sessions

Ensure common understanding of the business rules

Diagram and present business rules to HIX staff for approval during detail design

Document the process to add and remove business rules approved by HIX during the life of the project

Develop the final business rules design

Acceptance Criteria

8.3: Business Rules Design

Addresses the validation of business rules throughout the conceptual design, detail design, and testing documentation activities

Inclusion of changes to business rules upon HIX approval

Documentation of the Business Rules Design as described in this RFP

Task 8.4: Interface Detail Design

The Interface Detail Design task consists of the Vendor’s design and documentation of all System interfaces. The interface design must include at a minimum:

System configuration diagram showing all HIX System interfaces

Interface design descriptions, including:

Interface identification, including type of interface (such as real-time data transfer, storage-and-retrieval of data, etc.) to be implemented

Characteristics of individual data elements and data element assemblies (records, messages, files, arrays, displays, reports, etc.) that the interfacing entity(s) will provide, store, send, access, receive, etc.

Characteristics of communication methods and protocols that the interfacing entity(s) will use for the interface

Characteristics of processing including processing time requirements

Other characteristics, such as physical compatibility of the interfacing entity(s) (dimensions, tolerances, loads, plug compatibility, etc.)
Traceability to requirements addressed by the interfaces

Any specifications required of other systems to ensure an effective interface with the HIX System

The documentation for each interface must include:

- Detailed interface descriptions including, at a minimum, data elements, editing criteria, business rules, HIX, State, and Federal policy requirements driving the informational need for the interface, and all decision points and associated criteria, interactions with other programs, and all inputs and outputs

- Layouts for all interfaces including, at a minimum, file/database names and other identifiers, number and direction of transmittals, record names, numbers, length and type, as well as interface and file maintenance data such as, but not limited to: number of records during routine operations, required disk space, file retention, and backup (all of which can be the same layouts used in the detail system design so long as they meet all requirements for both deliverables)

- System narratives and module narratives (including structure charts), identifying the process associated with each interface, the purpose of the interface, and interrelationships between the program modules involved in the interface

- Detailed comprehensive interface description dictionary, including, at a minimum, data element names, numbers, descriptions, and definitions (including length and type); valid values with definitions; sources for all identified data elements and information transmittals

- Interface and process descriptions showing the flow of major processes and data in each of the subsystems and across subsystems

- Subsystem name and identification and subsystem data flows

- Security implications

**Vendor Responsibility**

- Prepare and develop an approach to Interface sessions and validation of interface design specifications

- Prepare and develop a schedule, topics, location, and participants for each DSD session

- Facilitate the Interface detail system design sessions

- Prepare the final detailed Interface Design as described in this RFP and as defined through the JAD sessions

**Acceptance Criteria**

- 8.4: Interface Detail Design

- Documentation of a final interface design that integrates in the detail system design document
• Documentation of the Interface Design task according to the requirements of this RFP and those added through the change control process
• Documentation of a complete, comprehensive design that is ready for development
• Resolution of all outstanding issues related to the design

Task 8.5: Forms, Templates, and Notices Detail Design

Concurrently with detail design sessions, the Vendor will create the design specifications for all forms, templates, and notices. The design must include at a minimum:
• Each template that will be generated with pre-filled data from the HIX System including forms and notices
• Each form and notice that will be generated by the HIX System
• Any form or notice that will be stored in the Document Management System
• Data map sourcing for all prefilled templates

Vendor Responsibility

• Collaborate with HIX on the final detailed design of the layout, narratives, and data mapping source for each:
  o Standardized form or notice generated from the HIX System
  o Template that will be generated with prefilled data from the HIX System
• Facilitate the Forms, Templates, and Notices detail system design sessions
• Conduct walkthroughs and demonstrations during the detail system design to enhance HIX understanding and to facilitate the approval process
• Develop the final detailed design of the layout and narratives for each form and notice that will be stored in the Document Management System

Acceptance Criteria

• 8.5: Forms, Templates and Notices Detail Design
• Documentation of tools related to document management and template creation
• Identification of all forms, templates, and notices
• Identification of source of all data that pre-fills templates
• Resolution of all outstanding issues related to the design
• Documentation of the Forms, Templates, and Notices design as described in this RFP and as defined through the JAD sessions
Task 8.6: Alerts Detail Design

Concurrently with detail design sessions, the Vendor will create the design specifications for all alerts. The design must include at a minimum:

- Each alert required from the HIX System
- Description of resolution of alerts

Vendor Responsibility

- Collaborate with HIX on the final detailed design of the alerts generated by the HIX System
- Facilitate the alerts detail system design sessions
- Conduct walkthroughs and demonstrations during the detail system design to enhance HIX understanding and to facilitate the approval process
- Develop the final detailed design of the Alerts process

Acceptance Criteria

- Identification and documentation of all alerts generated by the HIX System
- Identification of source of all data that is used to generate each alert
- Identification of what triggers an alert, when the alert is generated, and how the alert is resolved
- Resolution of all outstanding issues related to the design
- Documentation of Alerts Detail Design as described in this RFP and as defined through the JAD sessions

Task 8.7: Reports Detail Design

Concurrently with detail design sessions, the Vendor will create the design specifications for all reports. The design must include at a minimum:

- Each standardized report generated from the HIX System
- Data map sourcing for all reports

Vendor Responsibility

- Collaborate with HIX on the final detailed design of the layout and data mapping source for each standardized report generated from the HIX System,
- Facilitate the reports detail system design sessions
- Conduct walkthroughs and demonstrations during the detail system design to enhance HIX understanding and to facilitate the approval process
• Collaborate and identify which reports, if any, that will be created by HIX and which reports will be developed by the Vendor

• Develop the final detailed design of the reports generated by the System

Acceptance Criteria

• 8.7: Reports Detail Design

• Documentation of tools related to reports development

• Identification of all reports generated by the HIX System

• Identification of HIX or Vendor responsibility for the completion of each report

• Identification of source of all data that generates reports

• Resolution of all outstanding issues related to the design

• Documentation of the Report Detail Design as described in this RFP and as defined through the JAD sessions

7.1.9 Activity 9: Security

Objective

To create system security design documents that incorporate State and Federal regulations and publications, and to assure that these provisions are incorporated into the System requirements created for the HIX System.

Description

The detail design activities will provide a methodology for processing, capture, storage, transformation, and dissemination of information during the development of the security design. Documenting this information facilitates the successful design, development, and implementation of the security for the HIX System. The activities associated with the security design include specifications for access for all roles and their related security levels.

Deliverables

The following lists the deliverables for the Security activity:

• 9.1: Security Design Document

• 9.2: User Access Security Plan

Task 9.1: Security Design Document

Through the Security Design Document, the Vendor describes the approach to security design. The design must conform to the State and Federal regulations and publications related to system security requirements and password usage.
This task must also result in a description of the Vendor’s approach to ensure the security of the HIX System and the data throughout the project lifecycle. At a minimum, the outcomes of this task must include information on:

- Accountability, which includes the approach to establishing and maintaining security responsibility and accountability
- Granting or restricting access to all the applications (including Web-enabled applications) and data, auditing security events, auditing security configurations and changes, generating security reports, and monitoring the System for vulnerabilities and intrusions
- Managing user creation, assignment of new User ID (User Identification)/password/personal identification numbers (PINs), role assignments, and activity monitoring
- Compliance, including the approach to maintaining compliance with law, standards, and best practices
- Technical security must include, at a minimum, the approach to each of the following:
  - Network segmentation
  - Perimeter security
  - Application security and data sensitivity classification
  - Protected Health Information (PHI) and Personally Identifiable Information (PII) data elements
  - Intrusion management
  - Monitoring and reporting
  - Host hardening
  - Remote access
  - Encryption (128-bit minimum)
  - Statewide active directory services for authentication
  - Interface security
  - Security test procedures
  - management of network security devices
  - Security patch management
  - Defending against viruses and mobile code
  - Secure Sockets Layer (SSL) for providing communications security over the internet
- Detailed diagrams must be produced that depict all security-related devices and subsystems and their relationships with other systems for which they provide controls
Vendor Responsibility

- Develop a security design that ensures all systems, procedures, and practices are fully secured and protected
- Review relevant State and Federal regulations and publications
- Document how State policies and procedures will be adhered to
- Perform compliance testing

Acceptance Criteria

- Compliance with all the requirements
- Completion of walkthroughs and demonstrations of the Security Design to enhance HIX understanding and to facilitate the approval process
- Completion of Security Design Document according to the System requirements as defined in this RFP and as defined through the JAD sessions
- Provision of references to State and Federal policies within the design document


The Vendor defines the approach to user access security during this task in the User Access Security Plan. At a minimum, the plan must include a description of the following:

- Types and relationships between the HIX System security elements, e.g., users, groups, and roles
- Categorization of access into different security levels that will be defined by HIX to include, at a minimum, users, groups, and roles
- Matrix of roles and privileges
- Screen/Window level security
- Level of authorization/security for specific functions by individual user including module level security for grouping of screens/pages
- Field level security including links that route to interfaces
- Restrictions on modifying or overriding system edits and audits or altering system functionality
- Types of online security checks, including security by individual, HIX defined role, location, files, and fields before allowing access to any files including data, software, code, resources, or any other files resident with or accessed by HIX
- Types of Privacy Policy statements such as:
  - Privacy Policy for External users, e.g., Providers
Privacy Policy for Internal users, e.g., HIX

- Types of events that require logging in response to specific situations such as:
  - Start up and shut down of audit functions
  - Successful and unsuccessful logons and logoffs
  - Successful and unsuccessful attempts to access security relevant files and utilities, including user authentication information
  - Log information on read, modify, or destroy operations
  - Configuration changes made during auditing operations
  - Unsuccessful usage of user identification or authentication mechanisms
  - Changes to the time or any other sensitive field value
  - Activities that modify, bypass, or negate system security controls
  - Use of privileged accounts
  - Administrator logons, changes to the administrator group, and account lockouts
  - Actions following log storage failure or exceeding threshold levels
  - Unsuccessful security attribute revocations
  - Modifications to user groups within a role
  - Key recovery requests and associated responses
  - Access denials resulting from excessive numbers of logon attempts
  - Blocking or blacklisting of user ID, terminal, or access port
  - Detected replay attacks
  - Rejections of new sessions based on limits to number of concurrent sessions
  - System software installations

Vendor Responsibility

- Conduct walkthroughs and demonstrations during the User Access Security Plan development to enhance HIX understanding and to facilitate the approval process
- Collaborate with HIX prior to completing the plan
- Prepare the User Access Security Plan, meeting the requirements as defined in this RFP and as defined through the JAD sessions

Acceptance Criteria

- Compliance with all the requirements
- Documentation of the method used to collaborate with HIX
7.1.10 Activity 10: Continuity of Operations

Objective

The objective of Continuity of Operations is to ensure no losses or to minimize losses in the event of a disruptive event.

Description

In this activity the Vendor must provide a methodology for resumption of applications, data, hardware, communications (such as networking) and other IT infrastructure in the event of a disaster. The methodology must also address activities for the prevention and detection of an event and the regular testing of these controls and strategies to ensure the protection of data.

Deliverables

The following lists the deliverables for the Continuity of Operations activity:

• 10.1: Disaster Recovery Plan

Task 10.1: Disaster Recovery Plan

The Vendor must develop a Disaster Recovery Plan that provides for adequate backup and recovery for all HIX System Operations, both manual and automated, including all functions required to meet the backup and recovery. The plan must conform to the following State and Federal guidelines and standards related to disaster recovery and backup:

• Disaster Recovery Plan in accordance to the "45 CFR 95.621(f)" Federal guideline
• Disaster Recovery Plan in accordance to the State of Alabama policy entitled, "Policy 700-00: Disaster Recovery"
• State of Alabama – Standard 670-07S1: Backup and Recovery

In the Disaster Recovery Plan, the Vendor must identify every resource that requires backup and to what extent backup is required. In addition, the Vendor must identify the software and data backup requirements. The plan must include at a minimum the following:

• Recovery procedures from all events ranging from a minor malfunction to a major disaster
• For offsite environments, roles and responsibilities of Vendor, State and outsourcer staff
• Checkpoint/restart capabilities
• Retention and storage of backup files and software
• Hardware backup for the main processor
• Application and operating system software libraries, including related documentation
• Identification of the core business processes involved in the HIX System
• Documentation of contingency plans
• Definition of triggers for activating contingency plans
• Plan for replacement of hardware and software

Vendor Responsibility
• Review all Alabama State policies and procedures and current recovery plans
• Collaborate with HIX to create Disaster Recovery Plan
• Identify process of maintaining a current plan throughout the life of the project
• Create inventories
• Create step to step instructions on business continuity and recovery

Acceptance Criteria
• 10.1: Disaster Recovery Plan
• Compliance with all the requirements
• Documentation of the method used to collaborate with HIX
• Documentation of how the plan meets Alabama State policies
• Documentation of the procedures on how the HIX System and the HIX System related documents are protected and how they can be recovered during development and operations
• Description of how inventory will be tracked in case recovery procedures are implemented
• Documentation of step-by-step procedures for business continuity and system recovery
• Documentation of the roles and responsibilities during recovery
• Documentation of how plan will be accessed in an emergency scenario and how the plan is secured

7.1.11 Activity 11: Knowledge Management

Objectives
To ensure that: (1) All end users from both State and private agencies receive knowledge transfer on both new procedures and the HIX System during and after the Warranty Period; (2) All end users receive knowledge transfer on new procedures during and after the Warranty Period; and (3) Sufficient HIX technical staff receives hands-on and classroom training to maintain and enhance the HIX System during and after the Warranty Period. Note that the Warranty Period is synonymous with Phase 5.

HIX faces a special challenge due to the novelty of the System and thus the inexperience of anyone who will be employed to operate it. Because of this, HIX views knowledge management as a key means to mitigate this risk. HIX wishes to not simply have training delivered, but to
have the required knowledge incorporated into its overall organizational environment, including on-going availability of innovative training materials, and the delivery such role-based items such as skill competency lists, job role descriptions, and job evaluation criteria that will help institutionalize the competencies that are being introduced to the organization. These things will be used to facilitate the expected transition to new staff and a greater level of organizational maturity in this area.

**Description**

This activity enables the Vendor to demonstrate an understanding of knowledge management and knowledge transfer, the Vendor’s role in the training-related tasks that are needed to support the user, Data Import, Acceptance Testing, and Implementation Tasks of the Project. A discussion of the methods proposed to develop and deliver knowledge transfer necessary to ensure effective use and reliable operation of the HIX System must be included. Material must be used during acceptance testing to verify accuracy, comprehensiveness, understandability, and usability. The State will assist in the identification of specific individuals to be included in the types of knowledge transfer based on the Vendor’s strategy.

The transfer of knowledge to HIX technical support staff will be a key Vendor responsibility as the State of Alabama intends to have HIX staff ultimately assume a greater responsibility for the operations and maintenance of the HIX System. To prepare for this responsibility, HIX technical staff must be adequately integrated with the Vendor’s technical team and thoroughly trained.

HIX expects that all training and knowledge management material will be tested to ensure it adequately fulfills its requirements.

**Deliverables**

- 11.1: Knowledge Management Strategy
- 11.2: Comprehensive Knowledge Management Plan
- 11.3: End User Environment(s)
- 11.4: Instructional Materials V1 and *V2 (defined in Task 11.4)
- 11.5: Online User Aids
- 11.6: Knowledge Management Progress Report
- 11.7: Knowledge Management Final Report
- 11.8 Project Staff Preparation Plan

**Task 11.1: Knowledge Management Strategy**

In this task, the Vendor develops the Knowledge Management Strategy, which includes a description of the Vendor’s proposed approach to develop and deliver knowledge transfer to end users and IT staff.

The Knowledge Management Strategy must describe the proposed methods to develop and deliver both knowledge transfer and related documentation and must include a discussion of the
Vendor’s understanding of HIX knowledge transfer requirements and high-level knowledge management strategy. The strategy must also include training the trainers and creation of power users to assist with training. The approach must include 17 to 20 training participants per class and two (2) trainers per delivery, with the 2nd trainer being from HIX.

The Knowledge Management Strategy must describe the methods proposed to integrate the development team, and to develop and deliver both classroom and hands-on development approaches. The strategy will address, at a minimum, the knowledge transfer requirements for technical staff for both pre- and post-implementation periods including a description of how the Vendor plans to transfer the knowledge necessary to further develop, maintain, and support the applications to State or other private company IT staff.

The outcomes of this task will include, at a minimum:

- General approach to user knowledge management strategy using Vendor staff as leads
- Identification of timeframe in which knowledge transfer must be accomplished
- Methods for knowledge transfer already identified by HIX and any additional methods recommended:
  - Joint facilitated classroom knowledge transfer
  - Computer Based Training (CBT)
  - Database and environment(s) for practical, hands-on exercises
- Identification of audience/groups, which will include, as a minimum, the public, HIX employees, and its technical support staff
- Identification of knowledge transfer resources and materials including:
  - Integration of the Vendor and HIX team trainers
  - Space, i.e., training facilities
  - Equipment
- General content and proposed courses for the knowledge transfer, which must include, at a minimum, end user’s manual, and online policy documentation (e.g., help)
- General approach to evaluating the effectiveness of knowledge transfer and an improvement plan, specifically identifying threshold points which must be achieved prior to the user having access to the System
- Method of technical knowledge transfer delivery
- Day-to-day hands-on technical knowledge transfer approach
- Class synopsis
- Class schedule
- Class duration
• Number of hours
• Locations
• Vendor Responsibility
• Develop a comprehensive strategy for ensuring all appropriate staff receive knowledge transfer
• Develop a strategy to address the knowledge transfer requirements for technical staff for both pre- and post-implementation periods
• Plan, schedule, and conduct meetings with appropriate HIX staff to collaborate on strategies for resources and materials. Training will be scheduled at the earliest opportunity to ensure the longest possible HIX notification time.
• Present roles and responsibilities for the integrated development team. Develop a strategy to address the knowledge transfer to develop, maintain, and support the applications to State IT staff such as pre-requisite skills required to receive knowledge transfer, method of training delivery, day-to-day hands-on training approach, class synopsis, class schedule, class duration, number of hours, and training location.

Acceptance Criteria

• 11.1: Knowledge Management Strategy
• Documentation of the Knowledge Management Strategy as described in this RFP
• Provision of the proposed approach and methods for knowledge transfer inclusive of delivery of both classroom and hands-on knowledge
• Documentation of the timeframes for knowledge transfer
• Identification of the resources and materials/equipment to be used
• Identification of the audience/group targeted for knowledge transfer
• Documentation of the approach for evaluating the effectiveness of the knowledge transfer and improvement plan
• Inclusion of regular reporting to HIX management regarding the skill sets of HIX personnel added to the development team
• Documentation of the train-the-trainer strategy

Task 11.2: Comprehensive Knowledge Management Plan

The Vendor will create the Comprehensive Knowledge Management Plan to document the plan to train all staff, which includes both State and private agency staff. This plan must include at a minimum:

• Description of the group(s) who will receive knowledge transfer and objectives/expected results of the knowledge transfer
• Overview of the knowledge transfer curriculum
• Approach to providing knowledge transfer across the State (localized knowledge transfer, train-the-trainer, etc.) and to the pairing and integrating of selected State technical personnel with Vendor staff to facilitate the knowledge transfer during the development, system integration testing, user acceptance testing, and implementation tasks of the project. Methods of training for State technical staff must include, at a minimum, the following:
  o Job shadowing, learning tasks by first hand observation of Vendor’s development staff by HIX employees
  o Supervised and independent design
  o Comprehensive knowledge transfer of the structure and architecture of the HIX System
  o In-depth knowledge transfer on base code or the base framework that must be used for the design and development of the HIX System including detailed training sessions on the proposed database design and the various database objects such as packages, procedures, functions, etc.
  o Participation in the unit, functional, end-to-end, acceptance, and regression testing
• Description of the logistics including schedule, location, duration and dates, roles and responsibilities, and identification of persons/groups who will serve as trainers
• Written methodology for resolving system problems, including troubleshooting techniques, problem identification and tracking, and problem resolution
• Description of the logistics and the skills required for HIX technical staff. This will include schedule, location, duration and dates, roles and responsibilities, and identification of persons/groups who will serve as trainers.
• System documentation and other resources required to familiarize HIX technical staff with the System, produce training materials, and provide the actual knowledge transfer
• Description and format of the types of materials that will be developed for training
• Identification of threshold points which must be achieved prior to the user having access to the System

*Note: The Vendor must provide knowledge transfer, not only on the HIX System, but also on any additional software products required to support the HIX System. The Vendor must also provide knowledge transfer, as necessary, on the various hardware and network components used during operations (i.e., scanners, Online User Aids, and policies), and the installation of the equipment. The Vendor will provide all resources necessary for knowledge transfer to include facilities and equipment.

Vendor Responsibility

• Create a comprehensive plan to ensure all staff are trained prior to implementation
• Plan, schedule and conduct meetings with appropriate HIX staff to collaborate on knowledge transfer curriculum audience, schedule, locations, duration, dates, and knowledge transfer materials

• Develop a knowledge transfer plan that describes the group(s) who will receive knowledge transfer, objectives or expected results of the knowledge transfer, overview of the knowledge transfer curriculum, and approach to the pairing and integrating of selected State technical personnel with Vendor staff

• Develop a hands-on knowledge transfer program and classroom training materials

• Create prototypes of the types of knowledge transfer materials that will be developed for knowledge transfer

• Provide environment(s) and resources including facilities, projectors, hardware, and software

• Provide system documentation, onsite support, and other resources to familiarize trainer with the System and post-implementation training staffing

Acceptance Criteria

• 11.2: Comprehensive Knowledge Management Plan

• Documentation of the Comprehensive Knowledge Management Plan as described in this RFP

• Inclusion of a description of the group(s) who will receive knowledge transfer

• Provision of an overview of the knowledge transfer curriculum, objectives and approach to providing knowledge transfer across the State (on-line training, localized training, train-the-trainer, etc.)

• Description of the logistics including schedule, location, duration and dates, roles and responsibilities and identify persons/groups who will serve as trainers

• Inclusion of organizational charts to show mentoring and assignment of developers that will be integrated in the Vendor’s team

• Documentation of the environment(s) and resources including facilities, hardware, software, system documentation, onsite support, and other resources

• Inclusion of the description and format of the types of knowledge transfer materials that will be developed for knowledge transfer

• Identification of threshold points which must be achieved prior to the user having access to the System

• Documentation of the collaborative process and the outcome of these meetings
Task 11.3: End User Environment(s)

In this task, the Vendor will document and establish the End User Environment(s) and related knowledge transfer tools. At least one separate Training Environment must be provided to avoid disruption of other production and implementation activities. The Training Environment(s) must include a database that replicates (or sufficiently emulates) the Production Environment, including copies of all software, databases, tables, and files loaded with sanitized training data.

The Training Environment(s) must be available from the HIX network and appropriately configured to adequately emulate real world Web system use. Documentation must include an inventory of all software and data stores that will be duplicated in the Training Environment(s). Note: The hardware and software required to support this task must be documented in the Comprehensive Knowledge Management Plan.

Vendor Responsibility

- Build the End User Environment(s)
- Provide specifications required for HIX to add the environment(s) to the Network
- Conduct walkthrough and training of the End User Environment(s)
- Add sanitized data to the environment(s) that emulates production data
- Reset training data as needed

Acceptance Criteria

- 11.3: End User Environment(s)
- Documentation of the necessary hardware and software to support the efficient ongoing operation and maintenance of the Environment(s)
- Provision of Environment(s) that mirrors the production environment
- Provision of enough equipment for each individual to work independently on the computer (without sharing)
- Documentation of trainers’ ability to refresh training data and environment without IT intervention

Task 11.4: Instructional Materials V1 and °V2

The symbol °V2 is used in this document to indicate a continuum of updates throughout the System lifecycle. V1 is the initial version; °V2 are subsequent continuously updated versions.

In this case, all instructional materials must be updated with lessons learned from instructional sessions and any system enhancements and must be delivered to, and become the property of, the HIX upon the completion of the implementation period (Phase 5).

In this task, the Vendor delivers the materials for Technical Knowledge transfer. The knowledge transfer materials must be designed for hands-on use in a classroom, lab situation, and computer based training for future reference by users and technical staff when the HIX System is
operational. The Vendor is responsible for creating an instructor’s manual and a student manual
to be used during all classroom sessions. The Vendor must provide an electronic version of all
end user instructional material, as well as hard copies of this material for review purposes and
for classroom sessions. The user manual must include additional practical exercises in the
back of the manual that the end user can complete upon return to their work location. Both
manuals must include curriculum by functionality, with sufficient examples and exercises to ac-
complish the stated objective of assuring that end users gain the skills necessary to perform
their job functions in the HIX System framework.

The Vendor must also create any other necessary instructional aides such as presentation out-
lines and audiovisual materials. In addition to classroom instructional materials, the Vendor
must create web-based Computer Based Training (CBT) that provides the same level of detail
as classroom instruction; however, the CBT will guide the user through each function of the Sys-
tem and provide direct entry and practice. The most effective instructional materials for HIX
System and user training must be used, including the consideration of Web Based Tutorials
(WBTs), videos, and virtual classrooms. An introduction to these items must be provided during
the classroom instruction, with the intent that these materials supplement the instruction re-
ceived by students upon their return to their work location.

As instructional material is developed, corresponding skill competency lists, job descriptions,
and performance evaluation criteria will also be developed with the aim of integrating the sys-
tem’s human requirements into the HIX Human Resources infrastructure. All instructional mate-
rial must be compatible with the HIX technical environment.

The vendor must incorporate a means by which instructional materials are effectively tested to
ensure they fulfill their requirements and are suitable to their intended audience.

Vendor Responsibility

- Create instructor’s manual and a student user manual to be used during all classroom
  sessions
- Develop CBT for testing
- Demonstrate the CBT
- Train staff on the use and maintenance of the CBT
- Design instructional materials for hands-on use in a classroom, lab situation, or future
  reference by technical staff when the System is operational
- Update/revise instructional materials to remain current with system enhancements and
  as a result of lessons learned

Acceptance Criteria

- 11.4: Instructional Materials V1 and *V2
- Documentation and delivery of materials listed in the RFP requirements and the
  Knowledge Management Strategy and Plan
• Provision of sufficient number of copies of Instructor and Student Instructional Manuals
• Materials that support end user and instructor needs written on a 7th grade level
• Delivery of an electronic version of all end user instructional material, as well as hard copies of this material for review purposes and for classroom sessions
• Delivery of necessary instructional aides such as presentation outlines and audiovisual materials and include WBTs, videos, and virtual classrooms
• Delivery of CBT for testing
• Demonstration of the CBT
• Documentation of maintenance and change procedures for the CBT
• Delivery of revised materials based on lessons learned and system enhancements (*V2)

Task 11.5: Online User Aids

This task requires the Vendor to produce online policy and user aids, including web page and field help, an Online User Interface Guide, and an industry standard Electronic Performance Support System (EPSS), all functioning as an integral part of the HIX System. The Online User Interface Guide and EPSS may be delivered in electronic format only, but also be printable by the end user if desired.

The Vendor must design and develop the Online User Interface Guide and EPSS to include:

• Features most used in the HIX System
• Features hardest to understand
• Problems most significant to the end user
• Features that cause the most calls to a help desk
• Features that would potentially result in less instruction required, supplementing the instruction already received
• Simulations to help the user do a task

The EPSS must address the usage of the System from a business process (workflow) perspective, describing how to accomplish business processes associated with the System. It must be easy to use by enabling users to quickly locate the particular help they need with options such as “How do I…?” and step-by-step procedures. The Online User Interface Guide must link to HIX Policy Manuals to allow the user to identify the policy or regulation directing or yielding an eligibility outcome.

Vendor Responsibility

• Incorporate online aids in system test scripts and end user instructional manuals
• Demonstrate Online User Aids
• Collaborate with HIX on content
• Revise as needed

Acceptance Criteria

• 11.5: Online User Aids
• Delivery of Online User Aids as described in this RFP
• Delivery of an electronic version of all online policy, user aids, and Electronic Performance Support System that is customized to the job task as an integral part of the HIX System

Task 11.6: Knowledge Management Progress Report

In this task, the Vendor will provide a Knowledge Management Progress Report on a weekly basis upon the commencement of knowledge transfer. The report must describe the method for reporting, reviewing, and improving knowledge transfer and must include the following at a minimum:

• Names of persons receiving knowledge transfer
• Dates of instruction
• Length of instruction
• Vendor comments regarding the instructional session
• List of persons who were scheduled for training who did not attend
• Identify knowledge transfer issues and plans to address them
• Technical staff-specific recommendations for additional knowledge transfer based on roles and responsibilities
• Detailed report that will outline the strengths and weaknesses of individual participants with regards to the skills and expertise required for the design, development, maintenance, and operations of the HIX System

The outcomes of this task must also include a description of the evaluation techniques to gauge the effectiveness of knowledge transfer, preferably using a standard four-level evaluation approach:

• Level 1 – Trainee Satisfaction, collected at completion of knowledge transfer
• Level 2 – Pre-Test and Post-Test skills evaluated at the point of knowledge transfer
• Level 3 – Impact on Job Performance, evaluated randomly based on on-the-job-training (OJT) evaluations when the trainee is back on the job
• Level 4 – Organizational Knowledge transfer Impact, sampled randomly, and measured throughout the life of the contract (if feasible)
This evaluation process may yield updates and modifications to improve the knowledge transfer approach, curriculum, and materials to ensure knowledge transfer goals are met.

**Vendor Responsibility**

- Develop a methodology for reporting, reviewing, and improving knowledge transfer
- Provide knowledge transfer and track attendance
- Evaluate knowledge transfer effectiveness using the four-level evaluation approach
- Design a method to collect information from trainees and their supervisors to evaluate the effectiveness of the technical knowledge transfer
- Identify knowledge transfer issues and collaborate on possible modifications to resolve issues
- Survey State employees following completion of knowledge transfer and deliver results to State but unseen by instructors

**Acceptance Criteria**

- 11.6: Knowledge Management Progress Report
- Documentation of the Knowledge Management Progress Report as described in this RFP
- Provision of recommendations for improvement to the knowledge management approach, curriculum, and materials and any short term solutions to improve the following week’s instructional sessions

**Task 11.7: Knowledge Management Final Report**

The Vendor must provide the Knowledge Management Final Report after completion of classroom training. The report must cover aspects of the knowledge transfer activity, including at a minimum:

- Final classroom training report
- Demonstration that all knowledge transfer sessions were held, and that knowledge transfer covered all areas required in the approved Comprehensive Knowledge Management Plan
- Gap analysis of the difference between the pre-training state and desired state of worker proficiency in using the System to perform their daily responsibilities
- Evaluation of the readiness of trained staff to make the best use of the HIX System
- Evaluation of impact on job performance and organizational training impact
- Updated Instructional Materials (*V2)

**Vendor Responsibility**
• Evaluation of impact on job performance and organizational training impact
• After training sessions are complete, plan, schedule, and conduct meetings with appropriate HIX staff to collaborate on changes needed for updating Instructional Materials (*V2)

Acceptance Criteria

• 11.7: Knowledge Management Final Report
• Provision of a final report Provision of documentation on all sessions that were held
• Provision of documentation that all end users were trained
• Provision of a gap analysis of the difference between the pre-training state and desired state of worker proficiency in using the System to perform their daily responsibilities
• Provision of the final recommended changes that will be made for the Instructional Materials (*V2)

Task 11.8: Project Staff Preparation Plan

In this task, the Vendor will create the Project Staff Preparation Plan, which describes the Vendor’s approach to preparing project staff for each task of the project. This plan must address, at a minimum, training prior to the start of each activity, such as how users will be trained and prepared for design sessions, requirements validation, testing, Federal review, and others as needed.

Vendor Responsibility

• Develop a plan to prepare project staff for each task of the project
• Evaluate project team needs by conducting interviews, reviewing current State practices and by reviewing lessons learned on other similar projects

Acceptance Criteria

• 11.12: Project Staff Preparation Plan
• Documentation of the Project Staffing Preparation Plan as described in this RFP
• Inclusion of all knowledge transfer that will be required to start each activity including timeframes, attendee suggestions, and materials that will be used
• Identification of the methodology used to create this plan

7.1.12 Activity 12: Implementation Management

The scope of the Implementation Management effort will be directed toward the initiation of the HIX System, with special concentration on the management of the operational and Information Technology components.
Description

The Implementation Management activity is directed at maximizing positive response to the HIX System by effectively managing stakeholder expectations and helping to ensure smooth adoption of the System.

Deliverables

- 12.1: Comprehensive Implementation Management and Communication Plan

Task 12.1: Comprehensive Implementation Management and Communication Plan

In this task, the Vendor will develop a Comprehensive Implementation Management and Communication Plan that describes the Vendor’s approach to integrating HIX and Vendor Project staffing teams, and a plan to manage the expectations of varying groups of stakeholders who have different information needs. At a minimum, the plan must include:

- Awareness of the branding and marketing strategies for the HIX System to prepare end users for the open enrollment period beginning October 2, 2013
- The objectives, goals, and tasks to be completed as well as the timeframe for completion
- Needs, expectations, and roles and responsibilities of stakeholders
- Schedule for “road show” staff

Vendor Responsibility

- Plan, schedule and conduct meetings with appropriate HIX staff to collaborate on strategies for communication with all stakeholders, which includes internal project staff

Acceptance Criteria

- 12.1: Comprehensive Implementation Management and Communication Plan
- Documentation of the Implementation Management and Communication Plan as described in this RFP
- Inclusion of organizational charts to integrate the HIX and Vendor team
- Creation of a map of the locations for the “road show”

7.1.13 Activity 13: Master Data Management and Alabama Shared Services

Objective

In this task, the Vendor will develop a Master Data Management Plan that includes the identification of potentially shared services from the Federal Hub or other Alabama software systems such as the MyAlabama.gov Portal, Alabama Health Information Exchange, and Medicaid. In addition, potentially shared services offered by the Alabama HIX to other State entities must be identified. At a minimum, the plan must include evaluation for the reuse of:

- Portal services
• Identity and Access Management services
• Person matching services such as Enterprise Master Person Index systems
• Provider directories
• Employee directories
• Organizational directories
• Data dictionary services
• Eligibility services
• Residency services
• Citizenship services
• Employment services
• Plan information services, e.g. Federal Hub
• Financial services
• Communication services
• Auditing services
• Security services

**Vendor Responsibility**

• Plan, schedule and conduct meetings with appropriate HIX staff and other State staff to collaborate on strategies for maximum reuse of software services available from the Federal or within the State of Alabama.

• Assist the State and State-designated third parties in performing security reviews and testing of the HIX System and HIX System operations according to State and Federal best practices including vulnerability assessment and penetration testing, at State scheduled times with minimum effect on production System availability.

• Provide monthly patching and security compliance reports and monthly reports of user concurrency, system performance, hardware allocations, and system operational status to the State within 24 hours, Monday to Friday.

• Assist the State and State-designated third parties in performing security reviews and testing of the HIX System and HIX System operations according to State and Federal best practices including vulnerability assessment and penetration testing, at State scheduled times with minimum effect on production System availability.

• Provide monthly patching and security compliance reports and monthly reports of user concurrency, system performance, hardware allocations, and system operational status to the State within 24 hours, Monday to Friday.
• Vendor will provide descriptions of infrastructure which support the HIX operations quarterly. This will include, but not be limited to:
  o Operational components, such as server counts with server
  o Specifications, network storage needs, load balancers, logging
  o Systems, network bandwidth needs, resource pools, etc.
  o Security components, such as network firewalls, web application
  o Firewalls, XML gateways, intrusion detection/prevention systems, etc.

• Apply COTS application security patching and other application patching to the production environment systems within a month of release to the general public. The vendor will ensure testing, compatibility and validation of the patches. Any patches that the vendor advises against that would affect production adversely will be reviewed with the State for determination of installation or delay.

**Deliverables and Acceptance Criteria**

- 13.1 Master Data Management Plan
- 13.2 Enterprise Architecture Viewpoint documentation and diagrams
- 13.3 Interoperability and Integration Interface Development Schedule
- 13.4 Interoperability and Integration Testing and Implementation Plan
- 13.5 Alabama Security Assessment Compliance Plan
- 13.6 Final Set of Data Center Service Level Agreements (SLA)
- Data integrity, data consistency, data standardization and data concurrency evaluations
- Data security evaluations
- Plans for security incidents, maintenance outages, unplanned outages, patches, upgrades, and incident handling

**7.1.14 Activity 14: Development**

**Objective**

To develop and document the HIX System to achieve the System requirements established in detail design.

The word “development” usually refers to the coding of a system or component that is not already in existence, e.g., starting from scratch. In the context here, it refers to all of the following:

- Vendor coding a component that has not been in existence in any form whatsoever
- Vendor migrating a component (e.g., from another state or from a similar functional component to which the Vendor has access) and making whatever modifications might be required to apply it to the HIX System
• Vendor configuring an existing component that performs a near identical function to the target component
• Vendor integrating a COTS product with configuration or significant modification
• Vendor integrating a COTS product without modification

In other words, the word “development” is being used in a broad sense to refer to bringing the System components into a state of functionality regardless of how this is done.

Description

The purpose of the development activity is to produce executable software components that properly reflect the software design. As a result of successful implementation of the software construction process:

• Verification criteria are defined for all software components against their requirements
• Software components defined by the design are produced
• Consistency and traceability are established between software components and requirements and design
• Verification of the software components against the requirements and the design is accomplished
• Documentation has been developed for the following:
  o Each software component and database
  o Test procedures and data for testing each software component and database
• Each software component and database has been tested to ensure that requirements have been satisfied. The test results must be documented. The Vendor must update the user documentation as necessary.
• Test requirements and schedule have been updated for software integration
• Software coding test results have been evaluated based on the criteria listed below. The results of the evaluations must be documented:
  o Traceability to the requirements and the design of the software component
  o External consistency with the requirements and design of the software component
  o Internal consistency between software component requirements
  o Test coverage of software components
  o Appropriateness of coding methods and standards used
• Feasibility of software integration and testing has been verified
• Feasibility of operation and maintenance has been verified
Deliverables

- 14.1: Software Development Plan
- 14.2: Weekly Construction Summary Report
- 14.3: Development Library

Task 14.1: Software Development Plan

The Vendor will create the Software Development Plan, which must describe the Vendor’s methods and processes for a systematic, documented approach for all software development activities and the environment in which this work will be accomplished.

This task must address the following elements:

- Software Development Methods – Description of the software development methods that will be used in the project, including descriptions of manual and automated tools and procedures that will be used in support of these methods
- Standards for Software Products – Description of the standards to be followed for design, code, and testing
- Coding Standards – Description of each programming language used and, at a minimum, format for, header and other comments, naming conventions, use of programming language constructs or features, and the approach and methodology to construction
- Quality Assurance - Activities that ensure adherence to design and development requirements

Vendor Responsibility

- Document the software development methods
- Document the standards for software products
- Document the coding standards in compliance with the following State of Alabama Medicaid guidelines and standards such as:
  - Database Coding Guidelines
  - Development and Maintenance of Database
  - Handling Special Request
  - Handling Database Objects
  - Development and Maintenance of Web Application
  - Framework Programming Language
  - Document the quality assurance activities
  - Identify the qualifications necessary for State development staff
Acceptance Criteria

- 14.1: Software Development Plan
- Use of a proven software development methodology
- Documentation of the Software Development Plan as described in this RFP
- Documentation of how HIX staff will be integrated into the Vendor’s team for software development

Task 14.2: Weekly Construction Summary Report

In the task, the Vendor will create the Weekly Construction Summary Report, which summarizes the work carried out during Construction. The report will contain, at a minimum:

- Introduction covering Construction objectives and outcomes
- Major products developed, delivered, or updated by Construction
- Identification of all issues that have arisen during these tasks and resolutions (identification of issues/risks that may impact future tasks)
- Confirmation of quality assurance/product assurance review (identification of review standards for future tasks)
- Confirmation of walkthrough and transfer of knowledge
- Final report that confirms that the stage is complete

Vendor Responsibility

- Conduct the construction tasks
- Provide additional support to State developers
- Prepare a Weekly Construction Summary Report to HIX

Acceptance Criteria

- 14.2: Weekly Construction Summary Report
- Documentation of the Weekly Construction Summary Report according to the requirements of this RFP
- Accessibility of reports to project staff
- Provision of comprehensive reports and identification of all tests performed (failures and successes)
- Documentation of solutions and assurances that all issues and risks that may impact future tasks have been identified and resolved
- Documentation of the major products and deliverables developed, delivered, or updated in the Development Activity
Task 14.3: Development Library

The Vendor will create the Development Library, which consists of the program source code, code documentation, executable software, and associated artifacts to build and operate the HIX System. HIX has standardized on the Team Foundation Server as the repository for software source code, and this must be used as the source code library. At a minimum, the outcomes of this task must include detailed descriptions of the following:

- Tools (CASE and configuration management) and business processes to control software development, including check-in/check-out procedures and a responsibility audit trail
- Business processes and procedures for controlling migration of code from design through coding and testing as well as promotion into production
- Organization structure to control all system development and maintenance
- Structure and maintenance of non-production environments (e.g., system integration test, user acceptance testing, knowledge transfer, and other environments), including the timing of the promotion of changes to the non-production environments
- Software development management process including the migration of code from design to production and including diagrams and other graphical devices to communicate the processes
- Assessment of existing HIX environments and recommendations of any changes necessary to accomplish system installation, operations and maintenance

Vendor Responsibility

- Create the Development Library
- Maintain a change control process to document discrepancies and their resolution, and to manage changes to programs and libraries
- Support the review of the Development Library

Acceptance Criteria

- 14.3: Development Library
- Creation and management of a Development Library as described in this RFP
- Documentation of the Development Library as described in this RFP
- Documentation of the tools used to create and maintain the library
- Documentation of the procedures, roles, and responsibility for the creation and maintenance of the library
- Audit trail for the Development Library
7.1.15 Activity 15: System Integration

Objective

To bring together the components into one system that meets all System requirements.

Description

The Vendor will perform the process of bringing together component subsystems, while ensuring that those subsystems function as a whole.

The purpose of the system integration activity is to integrate the system components (including software components, hardware components, manual operations, and other components, as necessary) to produce a complete system that will satisfy the System design expressed in the HIX System requirements. As a result of successful implementation of the system integration process:

- Strategies are developed to integrate the System according to the priorities of the system requirements
- Criteria are developed to verify compliance with the system requirements allocated to the system components, including the interfaces between system components
- The system integration is verified using the defined criteria
- Regression strategies are developed and applied to retesting the System when changes are made
- Consistency and traceability are established between the system design and the integrated system components
- An integrated system is constructed that demonstrates compliance with the system design
- An integrated system is constructed that demonstrates a complete set of usable deliverable system components
- The configured software components are integrated, with configured hardware components, manual operations, and other components as necessary, into the HIX System. The component aggregates must be tested, as they are developed, against their requirements. The integration and test results must be documented.

For each qualification requirement of the System, a set of tests, test cases (inputs, outputs, test criteria), and test procedures for conducting system qualification testing must be developed and documented. The integrated system must be evaluated based on the criteria listed below. The results of the evaluations must be documented.

- Test coverage of system requirements
- Appropriateness of test methods and standards used
- Conformance to expected results
• Feasibility of system qualification testing
• Feasibility of operation and maintenance

The software integration process combines software components, consistent with the software design, that demonstrate that the System software requirements are satisfied on a complete operational platform (which may be emulated as long as assurance is given that there will be no recognizable differences in function or performance to actual live implementation). As a result of successful implementation of the software integration process:

• Integration strategies are consistent with the software design and prioritized software requirements
• Verification criteria for software components are developed that ensure compliance with the software requirements allocated to the items
• Software components are verified using the defined criteria
• Software components as defined by the integration strategy are produced
• The results of integration testing are recorded
• Consistency and traceability are established between software design and software components
• A regression testing strategy is developed and applied for re-verifying software components when a change (including fault correction, associative requirement modification, re-design and re-coding) occurs

The Vendor must develop an integration plan to integrate the software components and software component aggregations into the HIX System. The plan must include test requirements, procedures, data, responsibilities, and schedule. The plan must be documented.

The Vendor must integrate all the software components and test as the component aggregates are developed in accordance with the integration plan. It must be ensured that each component aggregate satisfies the requirements of the HIX System and that the software component aggregate is integrated at the conclusion of the integration activity. The integration and test results must be documented.

The Vendor must update the user documentation as necessary.

The Vendor must develop and document for each qualification requirement of the software component, a set of tests, test cases (inputs, outputs, test criteria), and test procedures for conducting software qualification testing. The Vendor must ensure that the integrated software component is ready for software qualification testing.

The Vendor must evaluate the integration plan, design, code, test, test results, and end-user documentation according to the criteria listed below. The results of the evaluations must be documented.

• Traceability to system requirements
• External consistency with system requirements
• Internal consistency
• Test coverage of the requirements of the software component
• Appropriateness of test and method used
• Conformance to expected results
• Feasibility of software qualification testing
• Feasibility of operation and maintenance

**Deliverables**

• 15.1 System Integration Strategy
• 15.2: System Integration Plan

**Task 15.1: System Integration Strategy**

The System Integration Strategy will describe the Vendor’s approach to integrating the graphical user interface, the business layer, and the data layer correctly. The strategy must address all integration tasks, regardless of whether an automated or manual method is recommended and must include the following:

• The general approach to be used to integrate the System in an iterative and progressive manner
• Description of how previous project activities and tasks support system integration
• Description of the integration of hardware and software
• Description of the various components to be integrated (e.g., code, COTS)
• Description of the tools and processes to be used
• Quality assurance activities to ensure adherence to design and development requirements
• Description of monitoring and tracking of modules that fail testing and are sent back for debugging and modification
• Description of involvement of State resources in system integration

**Vendor Responsibility**

• Collaborate with HIX on the System Integration Strategy
• Document the System Integration Strategy
• Document controls for error handling
Acceptance Criteria

15.1 System Integration Strategy
- Documentation of the System Integration Strategy as described in this RFP
- Documentation of the risks and mitigation strategies for integration
- Documentation of the approach to verification and validation

Task 15.2: System Integration Plan

In the System Integration Plan task, the Vendor will describe in detail the plans to execute the strategy and any changes that need to be made to the strategy. At a minimum, the outcomes of this task must include:

- Method for determining the order of system integration
- System integration tasks that identify in detail the tasks and subtasks that must be performed to complete system integration
- Tasks listed in order of required occurrence, and including work schedules, timeframes, and all task dependencies
- Resource requirements that identify the required personnel and equipment needed to perform each identified task and subtask

Vendor Responsibility

- Collaborate with HIX on the System Integration Plan
- Document the System Integration Plan

Acceptance Criteria

15.2 System Integration Plan
- Documentation of the System Integration Plan as described in this RFP
- Documentation of the risks and mitigation strategies for integration
- Documentation of the approach to verification and validation

7.1.16 Activity 16: System Implementation

Objectives

- To provide the environments to support efficient and effective design, development, testing, knowledge transfer, operation, and maintenance of the HIX System.
- To put into production a tested and operational HIX System with minimal disruption to applicant/beneficiaries and State personnel.
- To provide Help Desk Support during the implementation phase period.
• To certify the System meets contract requirements and validate the statewide implementation process.

Description

The Vendor must specify all Hardware and Software necessary to design, develop, test, operate, and maintain the HIX System based on an analysis of what is already available to HIX. Any technology solution must adhere to Alabama standards and the Vendor must ensure that all software applications that support the operation of the HIX System also:

- Support interfaces with other applicable systems
- Enable workflow, document imaging and management and e-forms

The activity includes identification of all hardware, software, and licensing necessary for all environments for design, development, testing, knowledge transfer, implementation, operation, and maintenance of the HIX System. Specification of each hardware, software and licensing recommended must be provided to ensure proper evaluation. Timeframes must be provided for each recommendation as to when it must be available in relation to the project plan.

The Vendor must implement all HIX System functionality. The HIX System must satisfy business and technical requirements specified in this document. All functions must work correctly and efficiently according to the approved Implementation Plan.

Deliverables

• 16.1: Hardware and Software Plan
• 16.2: Statewide Implementation Plan
• 16.3: Network, Desktop and Production Requirements
• 16.4: Final Readiness Assessment

Task 16.1: Hardware and Software Plan

The Vendor must produce a Hardware and Software Plan to describe all hardware and software necessary to support an efficient and effective design, development, testing, knowledge transfer, and production environment for the HIX System. It will address the following:

Production Hardware and Software:

- An inventory of all hardware and software necessary for the HIX System to support the production environment
- An inventory of all hardware and software necessary for efficient ongoing operation and maintenance of the HIX System
• Disaster recovery provisions to include hardware and software necessary to stand up a Disaster Recovery site that can assume all of the functions of the production environment

**Non-production Hardware and Software:**

• An inventory of all hardware and software necessary to support design, development, testing, staging and knowledge transfer environments

• An inventory of all hardware and software necessary for the efficient design, development, testing, staging, knowledge transfer, and implementation of the HIX System

• An inventory of any other hardware or software identified by the Vendor as being necessary to support the HIX System

**Vendor Responsibility**

• Collaborate with State on the necessary hardware, software and disaster recovery provisions

• Collaborate with State to identify procurement, licensing and other requirements for the specified software

• Conduct ongoing reviews of the hardware and software performance and reliability to determine if hardware requires additional capacity

• Ensure that hardware and software requirements identified in the plan meet or exceed the service level agreements located in Appendix I.

• Ensure that all software applications that support the operation of the HIX System are capable of supporting interfaces with other related systems

• Ensure that all software applications that support the operation of the HIX System are supported in all environments such as production, development, staging, and test environments

**Acceptance Criteria**

• 16.1: Hardware and Software Plan

• Description of the methodology used for identifying the capacity for the HIX System hardware and software and the support of the entire project, including at a minimum the file sizes, transaction volumes, computer loads, and response

• Documentation of the inventory for hardware and software and their use

• Inclusion of hardware and software specifications that meet all the requirements of this RFP
Task 16.2: Statewide Implementation Plan

The Vendor will create the Implementation Plan, which describes the plan for implementation and how the objectives of the plan will be achieved. At a minimum, the outcomes of this task must include:

- A description of the activities needed immediately prior to implementation such as identification of the number, type, skill level, and roles of the personnel needed, and a definition of the issue management process
- A description that communicates the plan for implementation, including a description of the pre-implementation dry run of all associated procedures and processes
- A description of the implementation activities, including a description of each task and inclusion of the schedule, including timelines and dependencies such as completion of knowledge transfer
- Checklist of all items that must be verified prior to onset of production operations
- Checklists of work to be performed and/or outputs to be produced on the first day and at the end of the first week, month, quarter, and year of operation
- A roll back plan to include in detail what will be done if the implementation does not succeed. This plan must include risks (decision points and triggers), identification of individual decision makers and recovery actions to be taken.

Vendor Responsibility

- Develop implementation strategy
- Collaborate on checklists of items to verify prior to the onset of operations, on the first day of operations, and at the ends of the first week, month, quarter, and year of operations
- Collaborate with HIX on decision points and triggers that may require roll-back
- Create procedures and processes for implementation
- Discuss with HIX the benefits and disadvantages of the “big bang” implementation strategy, and update the implementation strategy accordingly

Acceptance Criteria

- 16.2: Statewide Implementation Plan
- Documentation of the Statewide Implementation Plan as described in this RFP
- Documentation of the activities that must occur immediately, prior to, during, and after implementation
- Documentation of a dry run of all associated procedures and processes
- Use of a proven methodology for Statewide implementation
Identification of the lessons learned, risks, and mitigation plans for Implementation

Inclusion of a comprehensive roll-back plan and the decision points and triggers for when this action may need to be taken

Inclusion of comprehensive checklists and the methodology used to collaborate with HIX

Task 16.3: Network, Desktop and Production Requirements

The Vendor must create the Network, Desktop, and Production Requirements, which must detail the needed enhancements to the State network and HIX desktops to support the HIX System. At a minimum, the outcomes of this task must include:

- Network Requirements Specification which will present the network configuration and identify the components needed to operate the HIX System
- An inventory of the network, communication and data storage components necessary to support the HIX System and its users
- An inventory of all components that need to be purchased, and when they need to be purchased
- An outline of how the Vendor will ensure that all components of the architecture are compatible and can handle the specified capacity requirements

The Production Environment must be able to support all interfaces with external entities and must integrate into the existing HIX technical architecture. The requirements document must contain a platform architecture schematic that illustrates the technology components of the HIX System and how State employees, providers and others accomplish access to the System.

Desktop specifications will define the minimum desktop configuration required for the HIX System and identify HIX desktops requiring upgrades or replacement.

Vendor Responsibility

- Evaluate the network and desktop production needs for a statewide system which must address the needs of all stakeholders
- Provide adequate time for the HIX to ensure infrastructure is in place
- Review current network configuration and desktops to identify needs

Acceptance Criteria

- 16.3: Network, Desktop and Production Requirements
- Documentation of the Network Requirements Specification
- Inclusion of an inventory to operate the HIX System, identification of all items required for purchase, and specification of timeframe for each purchase
- Documentation of plans (including all schematics) for operational capacity management that assures architectural compatibility and support of all interfaces within the HIX required architecture
• Documentation of desktop configuration and identification of variances in inventory for HIX equipment

Task 16.4: Final Readiness Assessment

The Vendor will create the Final Readiness Assessment to assist in the determination of final implementation readiness. At a minimum, the assessment must address the following:

• Status of data import efforts
• Disaster Recovery is documented and ready
• User acceptance testing approval including documentation of completion of testing and HIX acceptance of results
• Knowledge transfer sign-off, documenting that technical, user and super-user knowledge transfer has been completed and approved by HIX
• An Assessment Summary that includes the analysis completed, risks, and mitigation associated with implementation and a recommendation for proceeding
• Readiness that all locations, System users, and security profiles have been identified and set up in the HIX System
• System Reliability and Performance is operating and ready for deployment
• Help Desk is ready and staffed for deployment
• Power-users available and ready to assist at various sites for initial deployment

Vendor Responsibility

• Certify that the HIX System, its domains, functions, data, processes, operational procedures, staffing, telecommunications, and all other associated support are in operation
• Ensure all contingency plans are in order
• Co-facilitate presentation for committee approval to move to the Implementation phase of the project

Acceptance Criteria

• 16.4: Final Readiness Assessment
• Documentation of the Final Readiness Assessment as described in this RFP
• Documentation of all status of operational inception and performance as of assessment preparation date
• Delivery and acceptance of all other required deliverables
• Resolution of all issues
• Receipt of the HIX agreement to proceed to Transition to Operations
7.1.17 Activity 17: Testing

Objective

To ensure that the operations and hardware/software/network aspects of the HIX System are functioning as designed so that all System requirements and related System functions are complete and accurate, and that all requirements have been satisfied.

Description

Testing will ensure the operations, hardware/software and telecommunications aspects of the HIX System are functioning as designed. The activity begins with development of the Vendor’s strategy to manage the testing, followed by plans for each form of testing. Continuing deliveries of test result reports ensures appropriate communication of the actual status of the testing.

HIX defines software as the code artifacts necessary to make the application function, as well as all of the documentation necessary to produce and deliver the System. In this view, document objects (Plans, schedules, etc.) are controlled for the same purposes throughout the life cycle as code objects are, even if in a different configuration management application.

HIX regards testing in a holistic fashion throughout the entire life cycle involving both static testing (reviews, simulation, analysis) and the dynamic testing (code execution and test qualification). In each case, the Vendor and HIX have to choose and apply the appropriate level of test rigor to the tests being run. This choice will be guided by the level of risk involved. So, for example, while not every system feature will undergo every possible test, those features determined to have a high level of risk (for example, new interfaces) must have a higher level of test rigor applied from the start of their life cycle (requirements) all the way through their User Acceptance Testing. Ideally these risk-based test activities would occur as soon in the life cycle as possible.

HIX expects the same level of professional training and experience in the Vendor’s testers as it finds in its developers and other staff. HIX expects that testing is not simply a demonstration that the System works, but in addition, the effort necessary to discover the conditions in which it does not.

The purpose of the system qualification testing processes is to ensure that the implementation of each system requirement is tested for compliance and that the System is ready for delivery. As a result of successful implementation of the systems qualification testing process:

- Criteria for evaluating compliance with system requirements are developed
- The integrated system is tested using the defined criteria
- Test results are recorded
- Readiness of the System for delivery is assured

System qualification testing must be conducted in accordance with the qualification requirements specified for the System. It must be ensured that the implementation of each system requirement is tested for compliance and that the System is ready for delivery. The qualification testing results must be documented.
The System must be evaluated considering the criteria listed below. The results of the evaluations must be documented.

- Test coverage of system requirements
- Conformance to expected results
- Feasibility of operation and maintenance

The Vendor must support audits. The results of the audits must be documented. Upon successful completion of the audits, the Vendor must update and prepare the deliverable software product or software installation and software acceptance support.

**Software Qualification Testing Process**

The purpose of the software qualification testing process is to confirm that the integrated software product meets its defined requirements. As a result of the successful implementation of the software qualification testing process:

- Criteria for the integrated software are developed that demonstrate compliance with the software requirements
- Integrated software is verified using the defined criteria
- Test results are recorded
- A regression testing strategy is developed and applied for retesting the integrated software when a change to software components is made

The Vendor must conduct qualification testing in accordance with the qualification requirements for the software component. It must be ensured that the implementation of each software requirement is tested for compliance. The qualification testing results must be documented.

The Vendor must update the user documentation as necessary.

The Vendor must evaluate the design, code, test, test results, and user documentation considering the criteria listed below. The results of the evaluations must be documented.

- Test coverage of the requirements of software component
- Conformance to expected results
- Feasibility of system integration testing, if conducted
- Feasibility of operation and maintenance

The Vendor must support audits. The results of the audit must be documented. If both hardware and software are under development or integration, the audits may be postponed until the system qualification testing.

Upon successful completion of the audits, the Vendor must update and prepare the deliverable software product for system integration, system qualification, software installation, or software acceptance support as applicable.

**Deliverables**
Task 17.1: Master Test Plan

The Master Test Plan must address the Vendor’s test strategy and outline the plan for all levels of testing. The Vendor must address, at a minimum, the following:

- Approach to testing including testing philosophy, test data, test standards, verification approach, approach to non-testable requirements, test tasks, test techniques and methods, etc.
- Testing processes including test preparations, orientation and kickoff, test execution, test monitoring, test status meetings and reporting, closure evaluation criteria, etc.
- Approach to creating the test environments needed

For each type of testing, the Vendor must use an appropriate mix and volume of transactions and data to represent an appropriate mix of work for that type of testing.

In addition, the Vendor must incorporate into the test strategies and plans any Alabama procedures that provide guidance for information systems engineering related project management activities and quality assurance practices and procedures.

Vendor Responsibility

- Develop a strategy for testing the System processes and creating test environments for all levels of testing

Acceptance Criteria

- 17.1: Master Test Plan
- Documentation of the Test Management Strategy as described in this RFP using proven methodologies and best practices
• Documentation of the knowledge transfer materials that will be used to provide orientation and kickoff for testing
• Identification of the tools and reports that will be used to support all testing efforts

**Task 17.2: Unit and Integration Test Plan and Documentation**

The Vendor will develop the Unit and Integration Test Plan to ensure that the various objects that make up the application are individually tested. This plan will document the Vendor’s plan to execute and document the results of unit and integration testing, which must include at a minimum:

- **User Interface Unit Test**: verifies the graphical user interface (GUI) is usable and works as specified. Testing addresses navigational standards, font size, page margins, and validation that all the data fields are present. It also includes testing navigational paths, such as ensuring that using the tab key takes the user to the next appropriate field.
- **Business Layer Unit Test**: ensures that both valid and invalid data are processed correctly. This occurs by testing the process as expected (valid data) or by performing “prescribed error handling” (invalid data).
- **Data Layer Unit Test**: ensures that both data queries and updates are being performed correctly
- **Unit Integration Test**: validates that the graphical user interface, the business layer, and the data layer integrate correctly

**Vendor Responsibility**

- Coordinate with HIX on questions and problems relating to unit testing of the HIX System
- Document detailed steps required to conduct the unit test, including expected results
- Develop the criteria for promotion from unit to integration test
- Provide tool for tracking the test to be conducted and the results of the test
- Identify mechanisms to prove results

**Acceptance Criteria**

- 17.2: Unit and Integration Test Plan and Documentation
- Unit and Integration Test Plan and Documentation meeting the requirements as defined in this RFP
- Description of the concept for testing and HIX approval throughout the lifecycle for unit and integration testing
- Documentation of a summary of the status of unit and integration testing, including numbers of problems identified by type of problem, numbers of problems corrected, any sig-
Significant outstanding issues, the effect of any findings on the Implementation schedule, and so forth

- Documentation of corrective actions taken and retest documentation for all problems identified in the initial unit and integration tests as well as all regression test efforts

- Assurance that unit and integration testing have been performed and that software programs function correctly

**Task 17.3: System Test Plan**

In the System Test Plan task, the Vendor documents an agreed upon plan to test all the business processes and business edits described in the detail system design sessions and in the requirements. System test confirms that the System performs properly, both from a functional and technical perspective. The plan must include a schedule for system test. This plan must also include:

- Format that will be used for system test scripts which includes the approach to ensure end to end test scenarios will map bi-directionally to business processes and requirements

- How testing of all batch processes and reports generation will be incorporated in the test scripts

- Identification of any automated tools that will be used for testing (HIX expects the Vendor to have the capability to automate regression testing, and will evaluate this capability in the proposal.)

- Regression testing procedures to ensure previously tested scripts are retested to ensure modifications to the System have not created new defects

- Testing defect management and prioritization of defects including the role of the Vendor and HIX teams and also including at a minimum:
  - Reporting
  - Defect Classification
  - Priority of the defect and how this is assigned
  - When a defect is a not currently part of the agreed to requirements – the escalation process
  - Closing a defect once fixed and tested

**Vendor Responsibility**

- Identify functionality being tested, based on the Detail System Design Document (DSD) and JAD requirement sessions

- Conduct knowledge transfer sessions to the appropriate State personnel

- Identify tools to be used and reports to be created
Acceptance Criteria

- 17.3: System Test Plan
- Documentation of the System Test Plan, meeting the requirements as defined in this RFP
- Finalization of the System Test Plan and securing of HIX approval prior to beginning the systems test task
- Documentation of the plan to communicate the summary of the status of system testing, including numbers of problems identified by type of problem, numbers of problems corrected, any significant outstanding issues, and the effect of any findings on the implementation schedule
- Documentation of the tool(s) to be used for system test
- Documentation of the roles and responsibilities for system test, defect prioritization, escalation of issues, and regression test
- Documentation of the timelines for system test

Task 17.4: Interface Test Plan

This task results in the Vendor’s development of the Interface Test Plan to facilitate the successful testing of each interface in each task of testing, to ensure validation of the data exchanges and to validate that the requirements have been implemented as designed. The scope of this task includes all middleware, and testing through the middleware and through the partner systems components. In the Interface Test Plan, the Vendor must also include how interface testing will be incorporated in the system test scripts.

Vendor Responsibility

- Coordinate with HIX on questions and problems relating to interface testing of the HIX System
- Identify functionality being tested, based on the DSD and JAD requirement sessions
- Identify HIX or outside resources required
- Conduct transfer of transfer sessions for the appropriate State personnel
- Identify tools to be used and reports to be created

Acceptance Criteria

- 17.4: Interface Test Plan
- Documentation of the Interface Test Plan, meeting the requirements as defined in this RFP
- Documentation of the timelines for interface testing
• Finalization of the Interface Test Plan and securing of HIX approval prior to beginning the interface test task

Task 17.5: Performance, Volume and Stress Test Plan

In the Performance, Volume and Stress Test Plan, the Vendor documents the plan to verify that the application performs within the agreed to performance requirements when under production loading. The Vendor must document the plan to ensure performance and volume, and stress testing will be executed and documented. The plan must include at a minimum the following:

• Identification of any automated tools that will be used in performance and stress testing
• How performance testing will check for the availability and capability of system resources including items such as Central Processing Unit (CPU), memory, network, etc.
• How the Vendor will measure response times, transaction rates, and other time-sensitive requirements
• Volume testing to verify that the application performs correctly and is usable with production volumes of data
• Stress testing to verify the applications behavior under conditions that overload its resources
• The results of this test must be provided for validation and verification of the tests performed

Vendor Responsibility

• Coordinate with HIX on questions and problems relating to performance and stress testing of the HIX System
• Prepare test specifications and environments in which the tests will be performed
• Document description of the performance and stress being tested, based on the DSD and JAD requirement sessions
• Conduct knowledge transfer sessions to the appropriate HIX personnel
• Collaborate with HIX on performance expectations

Acceptance Criteria

• 17.5: Performance, Volume and Stress Test Plan
• Documentation of the Performance, Volume and Stress Test Plan according to the requirements in this RFP
• Provision of a test tracking system and the plan for each test type
• Documentation of detailed steps required to conduct the performance and stress test, including expected results
• Description of the data that will be used for the various tests
• Description of how each test will be performed and the types of tests to be performed
• Description of the validation process of each test to ensure proof of the results and action taken
• Description of the corrective action steps that will be taken to ensure performance meets HIX expectations
• Test specifications that include, at a minimum, types of tests to be performed, how the tests will be performed, the roles and responsibilities of personnel performing the tests and validating the results, and tools used to perform the tests

**Task 17.6: Import Test Plan**

In this task, the Vendor must develop the Import Test Plan to facilitate the successful testing of data import procedures. At a minimum, this testing will address the following:

- Test scripts
- Test environment
- Test data
- Schedule

**Vendor Responsibility**

- Coordinate with HIX on questions and problems relating to the import test plan
- Create the detailed scripts required to conduct the import test, including expected results
- Identify the approach to ensure data will not be lost during import process
- Identify the test environment to be used and take steps to ensure the test will not interfere with other testing

**Acceptance Criteria**

- 17.6: Import Test Plan
- Documentation of the Import Test Plan according to the requirements in this RFP
- Documentation of detailed steps, dependencies, and how each test will be performed
- Description of the validation process of each test to ensure proof of the results
- Description of the corrective actions that will be taken to prevent data loss and data integrity issues
- Test specifications that include at a minimum types of tests to be performed, test scripts, how the tests will be performed, the roles and responsibilities of personnel performing the tests, validation of the results, and tools used to perform the tests
• Documentation of the plan to provide a summary of the status of import testing, including numbers of problems identified by type of problem, numbers of problems corrected, any significant outstanding issues, and the effect of any findings on the schedule

Task 17.7: System Test Scripts

The Vendor’s System Test Scripts are provided prior to commencement of system testing. The Vendor’s test scripts must include at a minimum:

• A description or identifier for the requirement being tested
• Unique identifier and name for each script created
• A place to enter the tester’s name for future reference
• Start and End Date field to provide documentation on when the script was initially executed and when it was completed
• Dependency Data that must be loaded in the System prior to execution of the script
• Step number and detailed instructions on what the tester must perform
• Expected results documented in detail to provide the tester with the exact results they must view when completing each test step
• Actual results to document the results of each step and document any associated defect number (when a defect is identified)
• Place for the System version to be documented

Vendor Responsibility

• Coordinate with HIX on questions and problems relating to the test scripts
• Coordinate with HIX to identify “real practices” to ensure end to end testing reflects how end users will interface with the System
• Create tests scripts based on comprehensive detail design documentation

Acceptance Criteria

• 17.7: System Test Scripts
• Documentation of the System Test Scripts according to the requirements in this RFP and defined through the JAD sessions
• Steps to ensure any design changes are reflected in the system test scripts
• Finalization of the System Test Scripts and HIX approval prior to beginning the system test task
• Receipt of approval of changes during testing to system test scripts in advance of executing the test script
• Provision of sufficient detail in the scripts to allow HIX System users to perform testing
• Inclusion of interface testing in test scripts
• Provision of comprehensive scripts that test all features of the System from end to end

**Task 17.8: Import Test Results Report**

The Vendor must create the Import Test Results in this task. The report will include, at a minimum:

- A status report as demonstrated by test results, identification of any remaining deficiencies, limitations, or constraints that were detected by the testing performed and a description of its impact on import software performance, an assessment of how any differences between the test environment and the production environment affects test results, and recommended improvements in the design, operation, or testing of the import software

- Detailed results of the import and interface testing including information such as a description of the test data set, results of the testing, completion status of each test case, identification of the test case with an explanation of the problem(s) that occurred (if applicable), and the test procedure step(s) in which the problems occurred, documentation of the number of times the procedure or step was repeated in attempting to correct the problem(s) and the outcome of each attempt

- A test log containing a chronological record of the testing covered by the report including dates, times, and locations of tests performed, hardware and software configurations used for each test and the individuals who performed the activity

**Vendor Responsibility**

- Creation of a test log containing a chronological record of the testing covered by the report including dates, times, and locations of tests performed, hardware and software configurations used for each test and the individuals who performed the activity

- Collaboration with HIX to determine if import plan requires modifications to ensure no data loss

**Acceptance Criteria**

- 17.8 Import Test Results Report
- Submission of a final data import report to HIX which includes everything documented in the import plan and what is listed in the RFP requirements
- Documentation of tests performed
- Inclusion of documentation of data import issues, data integrity problems, and mitigation recommendations
- Inclusion of any problems with the testing environment and mitigation to correct problems
• Documentation of the detailed results of the import test such as description of the imported files, results of the import, explanation of the problem(s) that occurred (if applicable) with resolutions, and a log of data that was imported.

Task 17.9: Performance Monitoring Plan and Weekly Report

In this task, the Vendor creates the Performance Monitoring Plan, which encompasses planning for, managing, and executing the monitoring, trouble-shooting, and fine-tuning of system performance prior to full implementation of the HIX System. The Vendor must conduct performance monitoring and testing throughout system test and user acceptance, period to ensure that the HIX System performance requirements are met and that there is satisfactory user performance and interactive response time.

The plan’s methodology for monitoring performance or achieving improved efficiency within the HIX System must include at a minimum:

• Identification of performance monitoring tools, their purpose, and use
• Areas to be monitored for performance, at a minimum, this must include network load, response time, query retrieval response, stress load response, database normalization impact, and screen navigation response time.

All performance monitoring results and summaries must be made available for review on a weekly basis. At a minimum, the weekly report must include:

• Performance summaries
• Identification of problem performance areas
• Activities underway to correct performance issues
• Performance issues resolved from the previous reporting period (final report)

Vendor Responsibility

• Prepare and submit the Performance Monitoring Plan and Weekly Reports to HIX
• Make recommendations for changes to hardware or software requirements to improve performance
• Perform tests
• Make the necessary changes to ensure performance standards are met

Acceptance Criteria

• 17.9: Performance Monitoring Plan and Weekly Reports
• Documentation of a Performance Monitoring Plan and Weekly Reports to HIX according to the requirements in this RFP
• Documentation of performance monitoring tools and areas to be monitored for performance
• Documentation of performance monitoring weekly results and summaries including performance summaries, identification of problem performance areas, and activities underway to correct performance areas

• Documentation of performance issues resolved in the last reporting period

• Documentation of weekly tests performed

• Documentation of tests to be performed the following week

**Task 17.10: Operational Readiness Report**

The Vendor will produce the Operational Readiness Report, which certifies that the HIX System, its domains, functions, data, processes, operational procedures, staffing, telecommunications, and all other associated support are in place and ready for operation. This readiness report will identify if the System is ready for UAT.

**Vendor Responsibility**

• Demonstrate readiness for UAT

• Validate that all system test is complete

• Facilitate presentation for committee approval to move to the UAT task of the project

**Acceptance Criteria**

• 17.10: Operational Readiness Report

• Documentation that the HIX System, its domains, functions, data, processes, operational procedures, staffing, telecommunications, hardware, network, and all other associated support are in place and ready for operation

• Validation that user test environment is operational

• Validation that user testing stations are operational

• Resolution of all issues identified as design issues

• Resolution of all defects that prevent completion of test scripts

• Inclusion of steps that allow for review and approval of UAT readiness by HIX (i.e., decision point)

**7.1.18 Activity 18: Quality Assurance**

**Objective**

To provide assurance that work products and processes comply with predefined provisions and plans.

**Description**

As a result of the successful implementation of the software quality assurance process:
Software quality assurance process implementation consists of the following tasks:

- A quality assurance process suitable to the project must be established
- The objectives of the quality assurance process ensure that the software products and processes employed for providing those software products comply with their established requirements and adhere to their established plans
- The quality assurance process must be coordinated with the related software verification, software validation, software review, and software audit processes to ensure the standards for each are implemented. Scheduled and ongoing assurance activities and tasks must be executed. When problems or non-conformance with contract requirements are detected, they must be documented and serve as input to the problem resolution process. Records of these activities and tasks, their execution, problems, and problem resolutions must be prepared and maintained. Records of quality assurance activities and tasks must be made available to HIX as specified in the contract.
- The Vendor must ensure that HIX project management staff responsible for assuring compliance with contract requirements have the freedom, resources, and authority to permit objective evaluations and to initiate, effect, resolve, and verify problem resolutions.

Product assurance will be obtained through the following tasks:

- All plans required by the contract are documented, comply with the contract, are mutually consistent, and are being executed as required
- Software products and related documentation comply with the contract and adhere to the plans
- Deliveries of software products have fully satisfy their contractual requirements and are acceptable to HIX

Process Assurance consists of the following tasks.

- Lifecycle processes (supply, development, operations, maintenance, and support processes, including quality assurance) employed for the project comply with the contract and adhere to the plans
- Internal software engineering practices, development environment, test environment, and libraries comply with the contract
Applicable prime-contract requirements are passed down to the subcontractor, if used and that and that the subcontractor software products satisfy prime-contract requirements.

HIX and other parties are provided the required support and cooperation in accordance with the contract, negotiations, and plans.

Software product and process measurements are in accordance with established standards and procedures.

Staff assigned has the skill and knowledge needed to meet the requirements of the project and receive any necessary knowledge transfer.

The Vendor must provide a plan to monitor Quality Assurance throughout the life of the project. The Vendor will ensure that this plan will assess the Vendor’s internal organization standards and methodologies. It is the desire of HIX that strong internal controls will assure that products, services, and implementations of lifecycle processes meet enterprise quality goals and achieve HIX satisfaction.

Quality Assurance will further ensure the operations and hardware/software and telecommunications aspects of the HIX System are functioning as designed. The activity begins with development of the Vendor’s strategy to manage quality assurance, followed by a plan for conducting Quality Assurance throughout the System lifecycle. Quality Assurance results reports ensure appropriate communication of the actual status of level of the Vendor’s quality and must be based on verification and validation tasks, interviews, audits, predictive analysis, project reviews, staff reviews, etc.

**Deliverables**

- 18.1: Quality Assurance Plan
- 18.2 Quality Assurance Reviews

**Task 18.1 Quality Assurance Plan**

The Vendor will create the Quality Assurance Plan for the purposes of describing its approach to maintain high-quality standards, achieve HIX satisfaction, and ensure internal quality controls of product and processes throughout the life of the project. It will include topics such as:

- Quality standards, methodologies, procedures, and tools to be monitored
- Issue documentation, reporting and resolution
- Measurement of HIX satisfaction
- Documentation and publication with HIX of internal review or audit findings
- Staff assigned to implementing the Quality Assurance Plan and the extent of the staff’s autonomy
A plan for conducting quality assurance process activities and tasks must be developed, documented, implemented, and maintained for the life of the System. The plan must include the following:

- Quality standards, methodologies, procedures, and tools for performing the quality assurance activities
- Procedures for contract review and coordination thereof
- Procedures for identification, collection, filing, maintenance, and disposition of quality records
- Resources, schedule, and responsibilities for conducting quality assurance activities
- Selected activities and tasks from supporting processes, such as software verification, software validation, software review, software audit, and software problem resolution

**Vendor Responsibility**

- Develop an approach and collaborate with HIX to create the Quality Assurance Plan
- Communicate to Vendor staff Quality Assurance standards and the organization’s approach to monitoring

**Acceptance Criteria**

- 18.1: Quality Assurance Plan
- Documentation of the Quality Assurance Plan as described in this RFP
- Inclusion of methodology for developing the plan
- Use of industry standards (e.g., ISO/IEC, IEEE)
- Inclusion of enough detail to implement the Quality Assurance Plan

**Task 18.2: Quality Assurance Reviews**

During this task the Vendor conducts, documents and communicates Quality Assurance Reviews as outlined in the plan. All areas that are identified in the Quality Assurance Plan must be addressed at each review and an explanation as to why an area is ‘not applicable’ at the time of review must be provided. Quality Assurance Reviews must at a minimum:

- Be ongoing, but formally reported monthly, at each milestone, and at the special request of HIX
- Include lessons learned at each milestone review
- Specify activities monitored, reviewed, audited, etc.
- Contain corrective actions to be taken when applicable
- Contain assessment of HIX satisfaction
- Reflect the implementation of the Quality Assurance Plan
Vendor Responsibility

• Conduct Quality Assurance reviews
• Prepare reports on Quality Assurance Reviews

Acceptance Criteria

• 18.2: Quality Assurance Reviews
• Transparency to the review process
• Adherence of products, processes and activities to the applicable standards, procedures and requirements
• Supports the Quality Assurance Plan
• Predictive rather than reactive to project quality issues
• HIX satisfaction level is higher than average

7.1.19 Activity 19: Software Verification

Objective

The objective of Software Validation is to confirm that each software work product and/or service of the process or project properly reflects the specified requirements, i.e., that the software was built according to the specified requirements. Verification activities can occur in the Quality Assurance or testing project processes. They are included here to elaborate the nature and importance of verification activities.

Validation ensures that 'you built the right thing'. Verification ensures that 'you built it right'. Validation confirms that the product, as provided, will fulfill its intended use.

Description

As a result of successful implementation of the software verification process:

• Software verification strategies developed and implemented
• Criteria for verification of all required software work products is identified
• Required verification activities are performed
• Defects are identified and recorded
• Results of the verification activities are made available to HIX and other involved parties

A determination must be made if the project warns of verification effort and the degree of organizational independence of that effort needed. The project requirements must be analyzed for criticality. Criticality may be gauged in terms of:

• The potential of an undetected error in the system or software requirement for causing death or personal injury, mission failure, or financial or catastrophic equipment loss or damage
Maturity of a risk associated with the software technology being used

Availability of funds and resources

Based on the scope, magnitude, complexity, and criticality analysis above, target lifecycle activities and products requiring verification must be determined. Verification activities and tasks, including associated methods, techniques and tools for performing the tasks, must be selected for the target lifecycle activities and software products.

Based on the verification tasks determined, a verification plan must be developed and documented. The plan for verification activities may be incorporated into the Quality Assurance or testing plans, or may stand alone. The plan must address the lifecycle activities and software product subject to verification, the required verification tasks for each lifecycle activity in software product, and related resources, responsibilities, and schedule. The plan must address procedures for forwarding verification reports to HIX and other involved organizations.

The plan for verification activities must be implemented. Problems and non-conformance is detected by the verification effort must be entered into the software problem resolution process. All problems and non-conformances must be resolved. Results of the verification activity must be made available to HIX and other involved organizations.

Verification activities consist of the following tasks:

Requirement verification must be verified considering the criteria listed below:

- The system requirements are consistent, feasible, and testable
- The system requirements of inappropriately allocated to hardware items, software components, and manual operations according to the design criteria
- The software requirements are consistent, feasible, testable, and accurately reflect system requirements
- The software requirements related to safety, security, and criticality are correct as shown by suitably rigorous methods

The Design verification must be verified considering the criteria listed below:

- The design is correct and consistent with and traceable to requirements. The design implements proper sequence of events, inputs, outputs, interfaces, logic flow, allocation of timing and sizing of budgets, and error definition, isolation, and recovery.
- Selected design can be derived from requirements
- The design implements safety, security, and other critical requirements correctly as shown by suitably rigorous methods

The Code verification must be verified considering the criteria listed below:

- The code is traceable to design and requirements, testable, correct, and compliant with requirements and coding standards
The code implements proper event sequence, consistent interfaces, correct data and control flow, completeness, appropriate allocation of timing and sizing budgets, and error definition, isolation, and recovery.

Selected code can be derived from design or requirements.

The code implements safety, security, and other critical elements correctly as shown by suitably rigorous methods.

The Integration verification must be verified considering the criteria listed below:

- The software components have been completely and correctly integrated into the HIX System
- The hardware items, software components, and manual operations of the System have been completely and correctly integrated into the System
- The integration tasks have been performed in accordance with and integration plan
- The Documentation must be verified considering the criteria listed below:
  - The documentation is adequate, complete, and consistent
  - Documentation preparation is timely
  - Configuration management of documents follows specified procedures

Deliverables

No deliverable is required but the verification activity must be mapped and incorporated into Quality Assurance, Testing, or other project deliverables.

7.1.20 Activity 20: Software Validation

Objective

To confirm that the intended use of a given software work product is fulfilled, i.e., that the software will fulfill its intended use. It goes beyond just assuring that the software meets the requirements; it assures that the requirements themselves were defined and interpreted properly. Validation activities can occur in the Quality Assurance project processes. They are included here to elaborate the nature and importance of validation activities.

Description

As a result of successful implementation of the software validation process:

- Validation strategies are developed and implemented
- Criteria for validation of all work products are identified
- Required validation activities are performed
- Problems are identified and recorded
Evidence is provided that the software products as developed are suitable for their intended use.

Results of validation activities are available to HIX and other involved parties.

The software validation process consists of the following tasks:

- Determination if a task or group of tasks warrants a validation effort, and the degree of organizational independence which that effort will require.

- If a task or groups of tasks warrants a validation effort, a validation process must be established to validate the System or software product. Validation tasks defined below, including associated methods, techniques, and tools for performing tasks, must be selected. If the project warrants an independent effort, a qualified organization responsible for conducting the effort must be selected. HIX must be assured of the independence and qualifications of the organization to perform the validation tasks. A validation plan must be developed and documented. Validation activities may be incorporate into the Quality Assurance plan or may stand alone. The plan must include, but is not limited to, the following:
  - Items subject to validation
  - Validation tasks to be performed
  - Resources, responsibilities, and schedule for validation
  - Procedures for forwarding validation reports to HIX and other parties

- Validation activities must be implemented. Problems and non-conformances detected by the validation effort must be entered into the problem resolution process. All problems and non-conformance must be resolved. Results of the validation activity must be made available to HIX and other involved organizations.

- The validation activity (which could be testing, analysis, modeling, simulation, or other means) consists of the following tasks:
  - Prepare selected test requirements test cases and test specifications for analyzing test results
  - Ensure that these test requirements, test cases, and test specifications reflect the particular requirements for the specific intended use
  - Conduct selected tests, including:
    - Testing with stress, boundary, and singular input
    - Testing the software products for its ability to isolate and minimize the effect of errors, that is, graceful degradation. Upon failure, request for operator assistance upon stress, boundary, and singular condition.
  - Testing those representative users can successfully achieve their intended tasks using the software product.
Validate that the software product satisfies its intended use, and test the software product as appropriate in selected areas of the target environment

Deliverables

No deliverable is required, but the validation activity may be mapped and incorporated into Quality Assurance deliverables.

7.1.21 Activity 21: Software Reviews

Objectives

To maintain a common understanding with the stakeholders of the progress against objectives of the agreement and what must be done to help ensure the development of a product that satisfies the stakeholders. Software reviews are at both project management and technical levels and are held throughout the life of the project.

Description

As a result of the successful implementation of the software review process:

- Management and technical reviews are held based on the needs of the project
- The status and products of activity of the process are evaluated to review activities and progress
- Review results are made known to all affected parties in a timely fashion
- Action items resulting from reviews are tracked to closure
- Risks and problems are identified and recorded

Software review process implementation consists of the following tasks:

- Periodic reviews are held at predetermined milestones as specified in the project plan. Stakeholders determine the need for any ad hoc reviews in which parties may participate.
- All resources required to conduct the reviews are provided. These resources include personnel, location, facilities, hardware, software, and tools.
- The parties that participate in a review must agree on the following items of each review: meeting agenda, software products (result of an activity) and problems to be reviewed, scope and procedures, and entry and exit criteria for the review
- Problems detected during the reviews must be recorded and entered into the problem resolution process
- The review results must be documented and distributed. This communication includes adequacy of review (for example, approval, disapproval, or contingent approval) of the review results.
• Participating parties must agree on the outcome of the review, and any action item(s), including responsibilities and closure criteria.

• Project management reviews must evaluate project status relative to the applicable project plans, schedules, standards, and guidelines. The outcome of the review must be considered by appropriate management and must provide the following:
  • Activity progress compared to plan, based on an evaluation of the activity or software project status.
  • Continued global control of the project to adequately allocate resources.
  • Project direction changes or determination of the need for alternate planning.
  • Evaluation and management of the risk issues that may jeopardize the success of the project.

Technical reviews consist of the following tasks and are held to evaluate software products or services under consideration and provide evidence that:

• They are complete.
• They comply with their standards and specifications.
• Changes to them are properly implemented, and affect only those areas identified by the configuration management processes.
• They adhere to applicable schedules.
• They are ready for the next planned activity.
• The development, operation, or maintenance is being conducted according to the plans, schedules, standards, and guidelines of the project.

Deliverables

The Software Review Plan must either be incorporated into the Quality Assurance Plan, or be a standalone plan.

7.1.22 Activity 22: Software Problem Resolution Process

Objective

To ensure that all discovered problems are identified, analyzed, and managed, and that there is a controlled resolution.

Description

As a result of the successful implementation of the software problem resolution process:
  • A problem management strategy is developed.
  • Problems are recorded, identified and classified.
  • Problems are analyzed and assessed to identify acceptable solutions.
• Problem resolution is implemented
• Problems are tracked to closure
• The status of all problems reported is known

**Deliverables**

• 22.1: Software Resolution Plan

**Task 22.1: Software Resolution Plan**

A Software Resolution Plan must be established for handling all problems (including non-conformance). The process must comply with the following:

- The process must be closed-loop, ensuring that all detected problems are reported and entered into the problem resolution process
- Action is initiated on detected problems
- Relevant parties are advised of the existence of the problem(s) as appropriate
- Causes are identified, analyzed, and, where possible, eliminated
- Resolution and disposition are achieved
- Status is tracked and reported
- Records of the problems are maintained

The process must include a methodology for characterizing and prioritizing the problems. Each problem must be classified by the category and priority to facilitate trend analysis and problem resolution. Analysis must be performed to detect trends in the problems reported. Problem resolutions and dispositions must be evaluated to ensure the problems have been resolved, adverse trends have been reversed, changes have been correctly implemented in the appropriate software products and activities, and to determine whether additional problems have been introduced.

When problems (including non-conformances) have been detected in a software product or activity, a problem report must be prepared to describe each problem detected. The report must include the following:

- How the problem was detected
- Analysis of the problem
- Resolution of the problem and its cause
- Trend detection across problems.

**Vendor Responsibility**

• Prepare the Software Resolution Plan
• Implement the Software Resolution Plan
Acceptance Criteria

22.1 Software Resolution Plan

Documentation of process to detect, document, and track software

Criteria for resolution to include identification of individuals responsible

7.1.23 Activity 23: User Acceptance Testing

Objectives

The objective of User Acceptance Testing is to implement a vigorous UAT process in order to put into production a tested and operational system. HIX regards UAT to be an incremental process that may occur throughout the lifecycle, culminating with system-level acceptance.

Description

The Vendor is responsible for participating in and supporting HIX users in acceptance testing of the entire HIX System. UAT enables HIX to ensure that the System meets the functional, technical, and operational requirements. This activity includes preparation of the test environment, specification of dates and times for end users to conduct testing, knowledge transfer for any tools that will be used to assist end users during testing or for the production or viewing of results, and reporting of test results. Testing will ensure the operations, hardware/software and telecommunications aspects of the HIX System are functioning as designed, will certify the System meets contract requirements, and will validate the statewide implementation process.

Deliverables

23.1: UAT Test Environment and Tools

23.2: Weekly UAT Status Reports

23.3: Operational Readiness Report

Task 23.1: UAT Test Environment and Tools

In the UAT Test Environment and Tools task, the Vendor will create a test environment specifically for the purpose of user acceptance testing, an environment which must be a copy of the production environment. The Vendor will be responsible for the creation and maintenance of the UAT environment.

Vendor Responsibility

Create test environment and make corrections as needed

Ensure that all modifications to the HIX System software or files are thoroughly documented and System tested prior to transferring new versions to UAT

Ensure that data is imported to the UAT test environment and data parameters are approved by HIX
• Assist with the acceptance test schedule and procedures including such activities as running batch jobs
• Provide the capability to roll back the test database to checkpoint status as well as the frequency of refresh
• Assist HIX in implementation of the acceptance test with respect to generation of test transactions, data, and files, as well as analysis of reasons for unanticipated processing results
• Provide appropriate staff in UAT facility to provide technical and/or business assistance to support HIX testing

Acceptance Criteria

• 23.1: UAT Test Environment and Tools
• Creation and maintenance of a test environment specifically for the purposes of user acceptance testing
• Provision of knowledge transfer to the acceptance testing team and subject matter experts to assist in understanding the HIX System, the defect tracking system, and the testing procedures
• Provision of an acceptance test tracking system which will record scenarios, indicate status, track test results, and produce reports by functional area and status to be used for all testing tasks
• Steps to ensure that UAT environment mirrors the production environment including both controlled test data and representative real production data.
• Execution of acceptance test cycles according to an agreed upon schedule

Task 23.2: Weekly UAT Status Reports

The Vendor will provide a weekly report to document activities related to UAT and to identify issues and problems discovered during user acceptance testing for each week of testing. At a minimum, the report must include documentation of individual problems found including the problem statement, tester name, date, resolution provided, and name of the person providing resolution, plan for further testing, summary of problems found, and a graphic representation of problem resolution progress from week to week.

Vendor Responsibility

• Provide timely responses to discrepancy notices
• Develop a HIX approved report

Acceptance Criteria

• 23.2: Weekly UAT Status Reports
• Creation and distribution of the Weekly UAT Status Reports including a description of all problems/defects identified for each week of testing and the corrective steps taken

• Correction, at no cost to the State, of any problems resulting from incorrect computer program code, incorrect data conversion, incorrect or inadequate documentation, or from any other failure to meet RFP specifications or performance standards

Task 23.3: Operational Readiness Report

In the Operational Readiness Report task, the Vendor will certify that the HIX System, its domains, functions, data, processes, operational procedures, staffing, telecommunications, and all other associated support are in place and ready for operation. This readiness report will identify if the System is ready for implementation.

Vendor Responsibility

• Certify that the HIX System, its domains, functions, data, processes, operational procedures, staffing, telecommunications, and all other associated support are in place and ready for operation

• Secure documented HIX approval that the System is ready to go live

Acceptance Criteria

• 23.3: Operational Readiness Report

• Documentation that the HIX System, its domains, functions, data, processes, operational procedures, staffing, telecommunications, hardware, network, and all other associated support are in place and ready for operation

• Resolution of all issues identified as design issues

• Resolution of all defects that prevent use in production

• Inclusion of steps that allow for review and approval of UAT completion by HIX (i.e., decision point)

• Completed documentation that the Disaster Recovery and Business Continuity support for the System

7.1.24 Activity 24: Transition to Operations

Objective

To provide cost-effective support for the transition of a tested and approved software product to productive use by the System Stakeholders

Description

Pre-delivery software maintenance processes include planning for post-delivery operations, supportability, and logistics determination. Post-delivery activities include software modification and operational support, such as knowledge transfer or operation of a help desk. The Vendor
must ensure that operational support and continuing maintenance of the HIX System is successfully transitioned to HIX.

The word “maintainer” is used in this and other activity and task descriptions. Since maintenance during the one year implementation period (Phase 5) is the responsibility of the Vendor, the word Vendor is synonymous with the word “maintainer” in this context.

As a result of successful implementation of this process:

- Maintenance strategies are developed to manage modification and migration of products according to the release strategy
- The impact of changes to the existing system on organization, operations or interfaces are identified
- System and software documentation is updated as needed
- Modified products are developed with associated tests that demonstrate their requirements are not compromised
- Product upgrades are migrated to the HIX environment
- The System software modification information is communicated to all parties

Process implementation requires the maintainer to develop, document, and execute plans and procedures for conducting the activities and tasks of the software maintenance process. The maintainer must establish procedures for receiving, recording, and tracking problem reports and modification requests from the users, and providing feedback to the user. Whenever problems are encountered, they must be recorded and entered into the problem resolution process. The maintainer must implement (or establish organizational interfaces with) the configuration management process used to manage modifications to the existing System.

The Problem and Modification Analysis Process consists of the following tasks:

- The maintainer must analyze the problem report or modification request for its impact on the organization, the existing system, and the interfacing systems for the following:
  - Type; for example, corrective, improvement, preventative, or adaptive to new environment
  - Scope; for example, size of modification, cost involved, time to modify
  - Criticality; for example, impact on performance, safety, or security
- The maintainer must replicate or verify the problem. Based on the analysis, the maintainer must develop options for implementing the modification
- The maintainer must document the problem/modification request, the analysis results, and implementation options
- The maintainer must obtain approval for the selected modification option as selected in the contract
In the Modification Implementation activity the maintainer must conduct analysis and determine which documentation, software components, and versions thereof need to be modified. They must be documented.

Test evaluation criteria for testing and evaluating software components and their component aggregations within the HIX System must be defined and documented. The complete and correct implementation of the new and modified requirements must be ensured. It must also be ensured that the original, unmodified requirements were not affected. The test results must be documented.

The Maintenance Review/Acceptance activity consists of the following tasks:

- The maintainer must conduct reviews with the organization authorizing the modification to determine the integrity of the modified System
- The maintainer must obtain approval for the satisfactory completion of the modification as specified in the contract

**Deliverables**

- 24.1: Transition Plan
- 24.2: Post-Implementation Evaluations
- 24.3: Updated System Documentation

**Task 24.1: Transition Plan**

The Vendor will create the Transition Plan, which describes the activities and timelines necessary to transition the operations and maintenance of the HIX System to State staff, including knowledge transfer, mentoring, and hands-on experience, and identifying the components and criteria required to perform final transition to State staff.

“State staff” in this context can either refer to employees of the State or to contract employees. At the conclusion of the one year System operation period (Phase 5), it is the intent of HIX to operate the System in the most expedient manner for the citizens of Alabama.

The Transition Plan must include, at a minimum:

- Transition planning information which defines the approach, activities and schedule for the transition including plans for the Vendor’s assistance in performing operations and maintenance prior to and during the one-year Warranty Period (i.e., Phase 5). The transition planning section will include the readiness assessment approach and a transition activity matrix, which lists each State staff person to be included in transition activities, identifies the activity that each person will be involved in, and provides the schedule for each activity by person.

- Final System turnover, which must include information such as system performance monitoring and tuning, all software used to operate the System, updated source code, production control and System operations, up-to-date documentation, etc.
• Staffing recommendations for ongoing operations and maintenance of the HIX System. The staffing recommendation must include a recommendation for staffing levels by position, an organizational chart, and roles and responsibilities descriptions for each position.

• Final System Turnover Assessment, which consists of two components:
  o An analysis of the System against any new Federal and State mandates, any outstanding design considerations not part of the current contract, and an assessment of staff readiness to support the System, including an identification of areas that present risk to the turnover
  o Turnover results report documenting completion and results of the turnover plans, as well as current System status information, outstanding problems, and recommendations for System enhancements, if any. This is completed upon successful turnover to HIX.

Vendor Responsibility

• Assess the readiness of State technical staff to assume full operations and maintenance of the System
• Provide warranty support (i.e. fix all faults detected) during the Warranty Period including monitoring System processing and performance
• Complete knowledge transfer and transition for State staff to support the System

Acceptance Criteria

• 24.1: Transition Plan
• Documentation of the Transition Plan as described in this RFP
• Inclusion of comprehensive detailed organization charts with roles and responsibilities
• Provision of a final turnover result report
• Correction of any outstanding defects in the System prior to transition

Task 24.2: Post-Implementation Evaluations

The Vendor will conduct post-implementation evaluations, report on the evaluations, and develop an improvement plan regarding the effectiveness of the implementation. The purpose of the Post-Implementation Evaluation is to assess:

• Whether the implementation achieved the defined goals
• Whether the System is operating efficiently and effectively
• The level of acceptance of the System by users
• Was the knowledge transfer effective
• Are the users following the defined policies and processes
The Vendor will prepare and execute a plan to conduct two post-implementation evaluations, the first one scheduled for six months following implementation, and the second one after one year, at the end of the Post-Implementation Support Period.

Following each post-implementation review, the Vendor will be required to prepare a written Implementation Review report recapping each review session and providing an assessment of the implementation status.

In addition to the Implementation Review Report, the Vendor will submit an Implementation Improvement Recommendation Report outlining recommendations for improvement to the HIX System implementation. The final Implementation Improvement Recommendation Report will summarize overall findings and project status, and identify recommended activities for improvement to be undertaken in the medium and long-term. A comparison of actual performance to goals will be included.

**Vendor Responsibility**

- Develop evaluation format and content in conjunction with HIX
- Obtain input for evaluations
- Analyze and summarize results of post-implementation evaluations
- Develop recommendations for improvement

**Acceptance Criteria**

- 24.2: Post-Implementation Evaluations
- Documentation of the Post Implementation Evaluation as described in this RFP
- Documentation of future enhancement recommendations based on the analysis conducted for final turnover
- Inclusion of lessons learned

**Task 24.3: Updated System Documentation**

The Vendor must submit to HIX the current and complete versions of all HIX System documentation in a form consistent with all applicable State standards. This documentation will include, but is not limited to:

- Requirements documents that document how each requirement was met
- System architecture and design documents, which are updated with any changes that occurred during design, development, testing, and implementation
- Development Library, which includes any changes made from the original documentation (created in development)
• Instructional materials, which include any changes necessary based on lessons learned during knowledge transfer and implementation

Vendor Responsibility

• Identify which deliverables require revisions
• Discuss the identified deliverables with HIX to ensure there is a comprehensive list

Acceptance Criteria

• 24.3: Updated System Documentation
• Updating and submission of all deliverables that required revision
• Complete, accurate, and up-to-date documentation at transition

7.1.25 Activity 25: Documentation Management

Objective

The objective of Documentation Management is to develop and maintain the recorded software information produced by the process.

Description

As a result of the successful implementation of the software documentation management process:

• The strategy identifying the documentation to be produced during the lifecycle of the software product or services is developed
• The standards to be applied for the development of the software documentation are identified
• Document specification templates are used to establish agreed-upon outlines for each document type
• Documentation to be produced by the process or project is identified
• The content and purpose of all documentation is specified, reviewed, and approved through the use of document specification templates
• Documentation is developed and made available in accordance with identified standards
• Documentation is maintained in accordance with defined criteria

During design and development each identified document must be designed in accordance with applicable documentation standards for medium, format, content description, page numbering, figure/table placement, proprietary/security, marketing, packaging, and other presentation items. The source and appropriateness of input data for the documents must be confirmed through the use of a document-specific documentation template approved by HIX not less than 30 days before its intended use. Automated documentation support tools may be used. The prepared documents must be reviewed and edited for format, technical content, and presentation style.
against their documentation standards. Documents must also be approved for adequacy by au-

The Production Activity consists of the following tasks and considerations:

- The document specification template and completed document must be produced and
  provided in accordance with the plan
- Production and distribution of documents may use paper, electronic, or other media
- Master material must be stored in accordance with the requirements for record retention,
  security, maintenance, and backup
- Control must be established in accordance with the software configuration management
  process

The Maintenance activity consists of the following tasks:

- Documentation must be updated as required based on the tasks performed during the
  software maintenance
- For those documents that are under configuration management, modification must be
  managed in accordance with the software configuration management process

Deliverables

- 25.1: Document Management Plan

Task 25.1: Document Management Plan

The Vendor will document a plan that identifies the documentation to be produced during the
lifecycle of the software product. The plan must be developed, documented, and implemented.
For identified documentation, the following must be included:

- Title or name
- Purpose and content
- Intended audience
- Procedures and responsibilities for inputs, development, review, modification, approval,
  production, storage, distribution, maintenance, and configuration management
- Schedule for intermediate and final versions

Vendor Responsibility

- Produce Document Management Plan
- Implement Document Management Plan
- Audit processes for conformity to the Document Management Plan

Acceptance Criteria

- 25.1 Document Management Plan
• The strategy identifying the documentation to be produced during the lifecycle of the software product or services is developed

• The standards to be applied for the development of the software documentation are identified

• Documentation to be produced by the process or project is identified

• The content and purpose of all documentation is specified, reviewed, and approved

• Documentation is developed and made available in accordance with identified standards

• Documentation is maintained in accordance with defined criteria

7.1.26 Activity 26: Operations

Objective

The objective of operations is to operate the software product in its intended environment, and to provide support of the software product to HIX.

Description

The Vendor is expected to prepare HIX for its role as Operator of the System, and that operational support and continuing maintenance of the HIX System is successfully transitioned to HIX.

HIX expects that the System will be supported by two help desk systems – the first will be public facing and will receive and service calls from the recipients of benefits. This will be a Vendor responsibility to plan and implement. The Vendor will be required to produce a plan for this capability and to implement it during Phase 5.

The second call center capability is that of an HIX-internal help desk for functional or technical assistance with the HIX System. This will also be a Vendor responsibility to plan and implement.

The Vendor will put into production a tested and operational HIX System with minimal disruption to applicant/beneficiaries and HIX personnel through the provision of Help Desk Support during implementation.

As a result of the successful implementation of the software operation process:

• An operation strategy is defined

• Conditions for the correct operation of the software in its intended environment are identified and evaluated

• Software is tested and determined to operate in its intended environment

• The software is operational in its intended environment

• Assistance and consultation is provided to HIX for the software product, in accordance with the contract
The Preparation for Operation activity consists of the following:

- The Vendor must develop a plan and set operational standards for performing activities and tasks of this process. The plan must be documented and executed.

- The Vendor must establish procedures for receiving, recording, resolving, tracking problems, and providing feedback. Whenever problems are encountered, they must be recorded and entered into the software problem resolution process.

- The Vendor must establish procedures for testing the software product in its operational environment, for entering problem reports and modification requests to the software maintenance process, and for releasing the software product for operational use.

Operation Activation and Checkout must be performed for each release of the software product, and the Vendor must perform this operational testing. Upon satisfying the specified criteria, the Vendor will release the software product for operational use. The Vendor must ensure that the software code and databases initialize, execute, and terminate as described in the plan. The Vendor must activate the System in its intended operational situation to deliver instances of service or continuous service according to its intended purpose.

Continuous service capacity and quality must be maintained when the System replaces an existing system that is being retired. During the specified period of changeover or concurrent operation, the Vendor must manage the transfer services so that the continuing conformance to persistent stakeholder needs is achieved.

Operational Use is defined by the following tasks. The system must be operated in its intended environment according to the user documentation. Operating in the intended environment includes developing criteria for operational use so that compliance with agreed requirements can be demonstrated. It also includes performing operational testing of each release of the product, and assessing adherence to specified criteria. Risks to product operation must be identified and monitored. The Vendor must monitor operational services on a regular basis, where appropriate, against defined criteria.

Customer Support is defined as having the Vendor provide assistance and consultation to users as requested. These requests and subsequent actions must be recorded and monitored. Assistance and consultation includes the provision of knowledge transfer, documentation, and other support services required for effective use of the product. The Vendor must forward user requests as necessary to the software maintenance process for resolution. These requests must be addressed and the actions that are planned and taken must be reported to the originators of the requests. All resolutions must be monitored to conclusion. All resolutions must be held to a defined level of performance standards, such as length of wait times, speed of resolution, etc.

In the Operational Problem Resolution activity the operator must submit identified problems to the software problem resolution process. If there is a temporary workaround available, the originator of the problem report must be given the option to use it. Releases that include previously omitted functions or features, and systems improvements, must be applied to the operational software product using the defined software maintenance process.
The Vendor is responsible for planning and preparing State staff to support the HIX System through training and knowledge transfer. Activities and timeframes for the transition to operations and maintenance are defined in the plan. Evaluations and operating procedures must provide information to keep the HIX System in use in the most effective manner possible. Updated documentation ensures that all affected personnel have the needed information to support and use the HIX System.

The Vendor must provide written help desk procedures and the staff required to respond to user questions regarding the HIX System, including the deployment. The Vendor will ensure that, prior to deployment, a Help Desk support System is available and Help Desk staff is trained in the HIX System. The Help Desk Plan and the Help Desk Transition Plan must clearly state the roles and responsibilities through Implementation. The Procedure manual will specify the processes to follow to support the Help Desk.

**Deliverables**

- 26.1: Operating Procedures
- 26.2: Help Desk Transition Plan
- 26.3: Help Desk Plan; Public Facing Help Desk Plan
- 26.4: Help Desk Procedures manual

**Task 26.1: Operating Procedures**

The Vendor will document the Operating Procedures to assist programmers and other technical staff in operation and maintenance of the System. These procedures help define and provide understanding of System operations and performance. The operations procedures will address all facets of the technical operation of the System including the following topics:

- System troubleshooting and system tuning procedures
- System administration procedures, such as file management and code management
- System interface processing procedures
- Online and batch processing procedures
- System backup and recovery procedures
- System password and user ID maintenance procedures
- Unique processing procedures
- Report generation procedures
- Menu structures, chaining, and system command mode operations procedures
- Job scheduling/dependencies procedures, if applicable
- Job cycles (daily, weekly, monthly, quarterly, annually, and special) procedures, if applicable
Vendor Responsibility

- Collaborate on the content and format of the Operating Procedures
- Create manuals

Acceptance Criteria

- 26.1: Operating Procedures
- Documentation of the Operating Procedures as described in this RFP
- Provision of comprehensive manual that supports HIX System operations

Task 26.2: Help Desk Transition Plan

The Vendor will provide and execute a Help Desk Transition Plan, which outlines all activities necessary for an orderly turnover to HIX of all help desk activities including usage of scripts and decision trees.

Vendor Responsibility

- Review lessons learned from implementation
- Incorporate best practices and lessons learned into the transition plan
- Create a checklist of all the necessary activities for transition

Acceptance Criteria

- 26.2: Help Desk Transition Plan
- Documentation of the Help Desk Transition Plan as described in this RFP and Help Desk Plans
- Documentation of the necessary steps, resources, and activities that must be completed to transition the help desk

Task 26.3: Help Desk Plan, Public Facing Help Desk Plan

The Vendor will create a HIX-Internal Help Desk Plan for operations, including integrated Vendor and State staffing, communications, procedures, and reporting mechanisms. It will include topics, such as appropriate Vendor and State staffing levels, skills required, role of power-users, response times, and call routing.

The Vendor will also create a Public Facing Help Desk Plan to address the need of HIX to respond to requests for help from the public. 100% call recording is required for the Public facing Help Desk. Recordings will be maintained a minimum of 12 months. Call recording must be included in the Disaster Recovery Plan. The Public Facing Help Desk Plan will include integrated Vendor and State staffing, communications, procedures, and reporting mechanisms. It will
include topics, such as appropriate Vendor and State staffing levels, skills required, role of power-users, response times, and call routing.

**Vendor Responsibility**

- Develop an approach and collaborate with HIX to create HIX-Internal Help Desk Plan
- Develop an approach and collaborate with HIX to create the Public Facing Help Desk Plan
- Document qualifications of Help Desk staff
- Provide Vendor staff (a minimum two Spanish speaking agents) to answer questions that HIX staff are unable to answer
- Provide Vendor staffing plan to support Help Desk

**Acceptance Criteria**

- 26.3: Help Desk Plan
- Documentation of the Help Desk Plan as described in this RFP
- Inclusion of methodology for developing the plan
- Inclusion of organization charts to document HIX and Vendor integrated team
- Documentation of HIX versus Vendor roles and responsibilities
- Identification of performance standards

**Task 26.4: Help Desk Procedures Manual**

The Vendor will create a Help Desk Procedures Manual, which defines and documents the help desk processes and procedures for both HIX-Internal Help Desk and the Public Facing Help Desk. These procedures will include at a minimum, problem identification and initial diagnosis, problem escalation procedures, problem ticketing, problem logging, assignment of priority, and ability to search through previous problems to find resolutions for new problems.

**Vendor Responsibility**

- Collaborate with staff on the procedures needed to support the Help Desks
- Review State’s current problem escalation, ticketing, logging, and assignment procedures
- Make recommendations for improvement on current procedures

**Acceptance Criteria**

- Documentation of the Help Desk Procedure Manuals as described in this RFP
- Inclusion of recommendations for improvement on current procedures
7.1.27 Activity 27: Federal Review and Certification

**Objective**

To have all information needed for CMS review and monitoring activities.

**Description**

At the earliest opportunity, HIX plans to request a Federal review in order to determine if the HIX System is federally compliant. The Vendor will assist HIX in preparing for and conducting these reviews.

**Deliverables**

- 27.1: Assist with Federal Review

**Task 27.1: Assist with Federal Review**

The Vendor must prepare documentation for submission to the Federal Government to support Federal review and approval of the HIX System. The Vendor will create the Federal Review and Monitoring Package, which documents the CMS Review and Monitoring activities that lead up to a final official review. The Review and Monitoring Package will be used to help assure a successful review of the HIX System post-implementation. The Federal Review and Monitoring Package will include at a minimum:

- Complete Review and Monitoring Activity Documentation
- Complete review of any deficiency found in interim review
- Any System documentation requested for the review, which may include:
  - System Documentation
  - User Manuals
  - Operating Procedures
  - Acceptance Test Results
  - Substantive and representative samples of reports

**Vendor Responsibility**

- Support monitoring activities as requested prior to completion of contract
- Create the necessary documentation needed for the CMS review
- Provide resources onsite to support HIX in the review process

**Acceptance Criteria**

- 27.1: Federal Review and Monitoring Package Interim and Final
- Documentation of the Federal Review and Monitoring Package Interim and Final as described in this RFP
• Documentation of any corrective action plans or next steps necessary based on the review

• Delivery of any additional materials requested by CMS
### APPENDIX A: GLOSSARY OF TERMS AND ACRONYMS

<table>
<thead>
<tr>
<th>Term/Acronym</th>
<th>Definition</th>
</tr>
</thead>
<tbody>
<tr>
<td>24/7</td>
<td>This is an abbreviation for “24 hours a day and 7 days a week” which, in the context of its use in the requirements, refers to service availability as described by HIX-defined Service Level Agreements (see Appendix I). Therefore, 24/7 does not necessarily mean availability of a service at all times without interruption.</td>
</tr>
<tr>
<td>ACA</td>
<td>Patient Protection and Affordable Care Act, P. L. 111-148, as amended by the Health Care and Education Reconciliation Act of 2010, P. L. 111-152</td>
</tr>
<tr>
<td>ALLKids</td>
<td>ALL Kids is the Children’s Health Insurance Program offered by the Alabama Department of Public Health for children under age 19. ALL Kids is designed for children whose family earnings are too high to qualify for but not enough to purchase individual health insurance.</td>
</tr>
<tr>
<td>Business Hours</td>
<td>Generally, a reference to Monday through Friday, 8:00 AM to 5:00 PM CST/CDT, with the exception of Alabama State Holidays.</td>
</tr>
<tr>
<td>C32</td>
<td>A type of CCD document standard published by the US Federal government</td>
</tr>
<tr>
<td>CCD</td>
<td>HL7 Continuity of Care Document, a type of templated CDA document for use as an electronic medical summary document</td>
</tr>
<tr>
<td>CD</td>
<td>Compact Disc</td>
</tr>
<tr>
<td>CDA</td>
<td>HL7 Clinical Document Architecture, a health record document standard</td>
</tr>
<tr>
<td>CFR</td>
<td>Code of Federal Regulations</td>
</tr>
<tr>
<td>CHIP</td>
<td>Children’s Health Insurance Program</td>
</tr>
<tr>
<td>CMMI</td>
<td>Capability Maturity Model Integration</td>
</tr>
<tr>
<td>CMS</td>
<td>Centers for Medicare &amp; Medicaid Services</td>
</tr>
<tr>
<td>Contractor</td>
<td>Contractor and Vendor are generally used interchangeably within this document. The Contractor refers to the Vendor to whom HIX has awarded the contract for this RFP.</td>
</tr>
<tr>
<td>COTS</td>
<td>Commercially available Off-The-Shelf (COTS) is a Federal Acquisition Regulation (FAR) term defining a non-development item (NDI) of supply that is both commercial and sold in substantial quantities in the commercial marketplace, and that can be procured or utilized under government contract in the same precise form as available to the general public. Formally, the FAR Rule uses the following definition of &quot;COTS&quot; item, based on the definition found in 41 U.S.C. § 431(c):</td>
</tr>
</tbody>
</table>

(1) . . . any item of supply (including construction material) that is--

(i) A commercial item . . . ;

(ii) Sold in substantial quantities in the commercial marketplace; and

(iii) Offered to the Government, under a contract or subcontract at any tier, without modification, in the same form in which it is sold in the commercial
Term/Acronym | Definition
---|---
marketplace; and (2) Does not include bulk cargo . . . such as agricultural products and petroleum products.

CPU | Central Processing Unit
DDI | Design, Development, and Implementation
DOI | Department of Insurance
DSD | Detail System Design
DVD | Digital Video Disc
EPA | Environmental Protection Agency
EPSS | Electronic Performance Support System
ESB | Enterprise Service Bus
Exchange | Alabama implementation of the “American Heath Benefit Exchange,” including the “Small Business Health Options Program” or “SHOP Exchange,” described in Section 1311 of the ACA, to be planned for, created, and implemented by Alabama based, in part, on the Services to be performed under this Contract. The word “Exchange” (capitalized) will be used to emphasize the functionality of the Alabama Health Insurance Exchange, as opposed to its administration, which will be referenced by the HIX acronym. Generally “Exchange” and “HIX System” can be used interchangeably.

FFP | Federal Financial Participation
FIPS | Federal Information Processing Standards
FOIA | Freedom of Information Act
GFIPM | Global Federated Identity and Privilege Management program
GUI | Graphical User Interface
HBE | Health Benefit Exchange
HHS | United States Department of Health and Human Services
HIE | Health Information Exchange
HIPAA | Health Insurance Portability and Accountability Act of 1996
HIX | Governor’s Office of the Health Insurance Exchange or any similar successor entity created by Executive Order of the Governor or legislation. HIX is not a division or department within the Alabama Department of Insurance, but HIX is designated by the Department of Insurance to act as its representative for purposes of this RFP.

HIX System | The Alabama implementation of the “American Heath Benefit Exchange,” including the “Small Business Health Options Program” or “SHOP Exchange,” described in Section 1311 of the ACA, to be planned for, created, and implemented by Alabama based, in part, on the Services to be performed under this Contract. The word “Exchange” (capitalized) will be used to emphasize the functionality of the Alabama Health Insurance Exchange, as opposed to its administration, which will be referenced by the HIX acronym. Generally “Exchange” and “HIX System” can be used interchangeably.
<table>
<thead>
<tr>
<th>Term/Acronym</th>
<th>Definition</th>
</tr>
</thead>
<tbody>
<tr>
<td>HL7</td>
<td>Health Level Seven, a Standards Development Organization</td>
</tr>
<tr>
<td>ID</td>
<td>Identification or Identifier</td>
</tr>
<tr>
<td>IEEE</td>
<td>Institute of Electrical and Electronics Engineers</td>
</tr>
<tr>
<td>IRC</td>
<td>Internal Revenue Code</td>
</tr>
<tr>
<td>IT</td>
<td>Information Technology</td>
</tr>
<tr>
<td>JAD</td>
<td>Joint Application Development</td>
</tr>
<tr>
<td>MITA</td>
<td>Medicaid Information Technology Architecture</td>
</tr>
<tr>
<td>MMIS</td>
<td>Medicaid Management Information System</td>
</tr>
<tr>
<td>NIEM</td>
<td>National Information Exchange Model</td>
</tr>
<tr>
<td>NIST</td>
<td>National Institute of Standards and Technology</td>
</tr>
<tr>
<td>Notification</td>
<td>A notice generated by the system to someone outside the system e.g., applicant/eligible, referral to another agency, etc.</td>
</tr>
<tr>
<td>OASIS</td>
<td>OASIS stands for Organization for the Advancement of Structured Information Standards. According to the website, <a href="http://www.oasis-open.org/home/index.php">http://www.oasis-open.org/home/index.php</a>, “OASIS is a not-for-profit consortium that drives the development, convergence and adoption of open standards for the global information society. The consortium produces more Web services standards than any other organization along with standards for security, e-business, and standardization efforts in the public sector and for application-specific markets. Founded in 1993, OASIS has more than 5,000 participants representing over 600 organizations and individual members in 100 countries.”</td>
</tr>
<tr>
<td>OJT</td>
<td>On-The-Job-Training</td>
</tr>
<tr>
<td>PDF</td>
<td>Portable Document Format</td>
</tr>
<tr>
<td>PHI</td>
<td>Protected Health Information (PHI) is defined as individually identifiable health information that is transmitted by, or maintained in, electronic media or any other form or medium. Individually identifiable health information is information that is a subset of health information, including demographic information collected from an individual, and (i) is created or received by a healthcare provider, health plan, employer, or healthcare clearinghouse; and (ii) related to the past, present, or future physical or mental health or condition of an individual; the provision of healthcare to an individual; or the past, present, or future payment for the provision of healthcare to an individual; (i) that identifies the individual; or (ii) with respect to which there is a reasonable basis to believe the information can be used to identify the individual.</td>
</tr>
<tr>
<td>PII</td>
<td>Personally Identifiable Information (PII) is defined as information: 1) that directly identifies an individual (e.g., name, address, social security number or other identifying number or code, telephone number, email, address, etc.), or 2) by which an agency intends to identify specific individuals in conjunction with other data elements, e.g., indirect identification. (These data elements may include a combination of gender, race, birth date, geographic indicator, and other descriptors.)</td>
</tr>
</tbody>
</table>
| Presentation Tier | The presentation tier is responsible for providing the display and user interface. When multiple device support is required this layer may be split to include an integration layer that provides a framework to abstract device-
<table>
<thead>
<tr>
<th>Term/Acronym</th>
<th>Definition</th>
</tr>
</thead>
<tbody>
<tr>
<td>RFP</td>
<td>Request for Proposal</td>
</tr>
<tr>
<td>Services</td>
<td>Those services, tasks, and responsibilities to be performed by Vendor as described in this RFP. Not to be confused with “web services” or other types of services within a Service Oriented Architecture</td>
</tr>
<tr>
<td>SOA</td>
<td>Web Service Oriented Architecture</td>
</tr>
<tr>
<td>SOAP</td>
<td>Simple Object Access Protocol</td>
</tr>
<tr>
<td>SOW</td>
<td>Statement of Work</td>
</tr>
<tr>
<td>SQL</td>
<td>Structured Query Language</td>
</tr>
<tr>
<td>State</td>
<td>State of Alabama</td>
</tr>
<tr>
<td>System</td>
<td>Alabama HIX System – the system for which this RFP was written</td>
</tr>
<tr>
<td>TANF</td>
<td>Temporary Assistance for Needy Families</td>
</tr>
<tr>
<td>TBD</td>
<td>To Be Determined</td>
</tr>
<tr>
<td>Templatred CDA</td>
<td>A type of HL7 Clinical Document Architecture document that has “templateID” attribute values populated with unique instance identifiers, e.g. CCD, C32, etc.</td>
</tr>
<tr>
<td>Title XIX</td>
<td>Title 19 of the Social Security Act; this Act pertains to Medicaid.</td>
</tr>
<tr>
<td>UAT</td>
<td>User Acceptance Testing//also User Acceptance Test</td>
</tr>
<tr>
<td>USC</td>
<td>United States Code</td>
</tr>
<tr>
<td>User</td>
<td>A generic reference to a person who uses the HIX System including public employees, consumers, Insurance Producers, and other workers</td>
</tr>
<tr>
<td>V1, V2, etc</td>
<td>Version 1, Version 2, etc.</td>
</tr>
<tr>
<td>Validation</td>
<td>A check that the correct format is being used.</td>
</tr>
<tr>
<td>Vendor</td>
<td>Vendor and Contractor are generally used interchangeably within this document. Vendor refers to entities/companies that intend to bid on this RFP. The selected Vendor becomes the Contractor.</td>
</tr>
<tr>
<td>Verification</td>
<td>A check that the actual information is correct.</td>
</tr>
<tr>
<td>WBS</td>
<td>Work Breakdown Structure</td>
</tr>
<tr>
<td>WBT</td>
<td>Web Based Tutorial</td>
</tr>
<tr>
<td>XML</td>
<td>Extensible Markup Language</td>
</tr>
</tbody>
</table>
APPENDIX B: HIX GUIDANCE ON HIGH QUALITY RFP RESPONSES

In order to provide HIX an overall understanding of the Proposed Solution, it may be useful for the Vendor to review the following points as the Vendor self-evaluates its own proposal prior to submission to HIX:

- HIX intends to select a qualified Vendor to design, develop, and implement a System for HIX that conforms to the specifications of this RFP

- Ensure that the System conforms to the following general criteria (not a comprehensive list):
  - Leads to the same customer experience regardless of the portal from which it is accessed (no wrong door)
  - Seamlessly integrates the System with an external Medicaid eligibility determination system, when (if) directed by the state of Alabama (assuming Alabama Medicaid is able to participate in integration activities within the Project Timeline requirements of the Alabama HIX implementation – See Table 1). If the Medicaid eligibility determination system is unavailable, the Vendor’s solution should also address how the HIX would host this system which support not only the HIX, but also require integration with the current Medicaid and CHIP systems for the purpose of making a MAGI determination for eligibility.
  - Seamlessly integrates the System with the CMS “Federal Hub”, when (if) directed by the state of Alabama (assuming CMS is able to participate in integration activities within the Project Timeline requirements of the Alabama HIX implementation – See Table 1)
  - Seamlessly integrates the System with the System for Electronic Rate and Form Filing (SERFF), when (if) directed by the state of Alabama (assuming SERFF is able to participate in integration activities within the Project Timeline requirements of the Alabama HIX implementation – See Table 1)
  - Seamlessly integrates the System with the MyAlabama.gov citizen portal
  - Meets all requirements on interoperability standards
  - Meets or exceeds Federal certification and performance standards
  - Performs to the requirements of the ACA
  - Meets or exceeds all seven conditions and standards as defined in the CMS publication Enhanced Funding Requirements: Seven Conditions and Standards of April 2011 including:
    - Uses a modular, flexible approach to systems development, including the use of open interfaces and exposed application programming interfaces; the separation of business rules from core programming; and the availability of business rules in both human and machine readable formats
• Aligns to and advances increasingly in Medicaid Information Technology Architecture (MITA) maturity for business architecture, data, and the continuing evolution of the MITA initiative to facilitate ease of participation in the exchange and interaction of data.

• Ensures alignment with, and incorporation of, industry standards: the Health Insurance Portability and Accountability Act of 1996 (HIPAA) security, privacy and transaction standards; accessibility standards established under section 508 of the Rehabilitation Act, or standards that provide greater accessibility for individuals with disabilities, and compliance with Federal civil rights laws; standards adopted by the Secretary under Section 1104 of the ACA; and standards and protocols adopted by the Secretary under Section 1561 of the ACA

• Enforces “encryption in flight” and “encryption at rest” for all data subject to HIPAA privacy and security categories

• Promotes sharing, leveraging, and reuse of Medicaid technologies and systems within and among states

• Supports accurate and timely processing of claims of eligibility and effective communications with providers, beneficiaries, and the public

• Produces transaction data, reports, and performance information that would contribute to program evaluation, continuous improvement in business operations, and transparency and accountability

• Ensures seamless coordination and integration with the Alabama Health Information Exchange (and allows interoperability with other health information exchanges, public health agencies (including the Children’s Health Insurance Program (CHIP)), human services programs, and community organizations providing outreach and enrollment assistance services

  o Is built within the framework of an adaptive Web Service Oriented Architecture (SOA)

  o Features an adaptive enterprise service bus (ESB) and web service orchestrator that can federate with, adapt to, and/or allow other business process interactions between the HIX System and the Medicaid ESB

  o Provides web-based application accessible to potential enrollees and to community-based access points where enrollment may be facilitated

  o Capitalizes on cloud computing capabilities where they are applicable

  o Uses a relational database structure

  o Includes multiple security levels utilizing user and role based security and application access capabilities
Is (preferably) server based (no client-based software other than browser)

- Uses electronic data and automated processes whenever possible
- Creates a unique identifier for each user and small business subscribers to the SHOP Exchange
- Includes on-site scanning of enrollment material and an interface to a document management system that provides electronic record retrieval
- Provides both a member self-service web portal (for both SHOP and Individual consumers) and a staff worker web portal
- Provides a comprehensive automated workflow that navigates users from one area to another based on information entered by the user and/or HIX business processes
- Provides tracking and quality assurance mechanism to ensure that information entered at any entry point is as clean as possible and is processed as efficiently as possible
- Electively passes business process information through a configurable rules engine and validation mechanism that supports web service calls from the ESB, allowing for quick and accurate processing of applications including flexible validation of data, monitoring of data, changes to information, changes to workflow, and renewals
- Consumes easily manageable sets of rules within the rules engine that are maintainable by non-technical staff, e.g., the do not require a level of expertise that would hinder the ability to implement, alter, and maintain current and new programs
- Obtains verification information from the federal data services hub when (if) directed by the state of Alabama
- Utilizes web services to enable remote identity proofing for new enrollees
- Allows future changes in Alabama HIX programs to be implemented accurately, efficiently, and timely in an easily configurable manner
- Offers a business intelligence capability including a comprehensive suite of built-in-reports
- Includes a user-friendly ad hoc reporting system
- Obtains plan information for create plan, update plan, and delete plan from the System for Electronic Rate and Form Filing (SERFF) when (if) directed by the state of Alabama
- Maximizes the use of the Internet/Intranet as an operational tool to perform HIX and other related support functions; e.g., uses the Internet to enhance
receipt and distribution of information to HIX staff, other state agencies, federal agencies, private entities, and the recipient community

- Is scalable to allow for increased enrollment in subsequent years
- Is rigorously tested and properly installed prior to the start of operations or production implementation
- Meets federally required timeframes as defined in the ACA
- Meets timeframes required by the State in order to meet their business needs that are defined in Table 1

It is expected that the selected Vendor will utilize automated design, development, and testing tools to the maximum extent possible to achieve these stated goals and to achieve cost and schedule efficiencies.
APPENDIX C: SAMPLE COMPUTER ACCEPTABLE USE AGREEMENT

In order to help keep the computer network environment safe, there are a few steps that need to occur prior to a non-Alabama HIX computer laptop plugging into the network. There are basically three parts to the process described in detail below.

Part I

If you, as an Alabama HIX staff member, have someone external scheduled for a visit, please check with him/her prior to his/her visit to inquire if he/she will need to plug in any computers/laptops to the network. If so, send the visitor the checklist in Part III of this document in advance of his/her visit to help ensure he/she prepares his/her computer/laptop with any required updates and anti-virus definitions. Also, inform your visitor to be sure to arrive with enough time before requiring network access to have his/her computer/laptop verified prior to plugging in.

If your visitor does not need access to any State of Alabama network, then none of this applies.

Part II

Upon check-in at the reception desk, the visitor (or Contractor/Vendor) will check on the sign in sheet whether or not he/she needs access to the State of Alabama network. If the visitor checks “Yes,” he/she will be directed to a HIX staff member to have his/her computer/laptop verified for safety prior to plugging into the state network.

At that time, the visitor will provide his/her name and contact information on the Checklist Form. The HIX representative will then give the visitor (or Contractor/Vendor) an estimated time when the verification process is complete.

Part III (for HIX staff member)

Below is a list of items that need to be checked before attaching a non-HIX computer/laptop to the network.

Under NO circumstances should you install or uninstall anything on the computer/laptop. Only check for these items, document any missing items and give the visitor (or Contractor/Vendor) that information when his/her computer/laptop is returned. If the visitor (or Contractor/Vendor) is willing to update the computer/laptop and have it rechecked, that is acceptable. However, the visitor cannot plug into the network until the computer/laptop passes inspection.

Fill out the contact information at the bottom of this form first.

Check for any form of Anti-Virus program that will prevent the device from becoming infected.

Verify that the Anti-Virus program is enabled and is actively checking the system for suspicious programs and files.
Check to see if there are any viruses that were detected by the software. Verify that the Anti-Virus definition is up to date.

Make sure that the Operating System (OS) has the latest service pack.

Check to see that Microsoft Critical Updates are installed to ensure that the Operating System is patched with security fixes. To do this:

• Go to Control Panel
• Add/Remove Programs
• Check the box to Show Updates
• Scroll to the bottom of the list to see the last date of the installed updates
• If the last update was more than a month ago, there are probably updates that are needed, since Microsoft published updates normally every month

Identify any applications that could be a security risk when connecting the device to the network. Some programs that are of concern are:

• Zone Alarm
• Bare share

Document any items that are missing and return the computer/laptop with the information to the visitor or Contractor/Vendor. Inform the visitor that if he/she would like to perform the updates and resubmit it for approval, that is possible.

Contact Information:

Name: ____________________________ Date and time: _______

Phone Number (where visitor or Contractor/Vendor can be reached if needed during the validation process): _______________________

Company: _________________________

Technician Information:

Name of HIX staff member performing validation:

Estimated time to complete validation:
This computer/laptop has been:

Approved □

Denied □

If the computer/laptop is **approved**, it has been validated and is allowed to connect to the Alabama state network. The visitor (or Contractor/Vendor) must please review the “S600-06 Computer Acceptable Use” and “S600-07 Mobile Computing Devices” policies and sign below.

If the computer/laptop is **denied**, it is not allowed to connect to the Alabama state network until updates are installed and the computer/laptop is re-verified and approved.

I, (print name) __________________________________ have read and agree to the Alabama HIX Computer Acceptable Use policies.

Signature_________________________________ Date_________________

PLEASE NOTE

Documents in the following Appendices must be signed AFTER contract award and prior to the meeting of the Legislative Contract Oversight Committee Meeting:

- Appendix D: Contract Review Report for Submission to Oversight Committee
- Appendix E: Immigration Status
- Appendix F: Letter Regarding Reporting to Ethics Commission
- Appendix G: Instructions for Certification Regarding Debarment, Suspension, Ineligibility and Voluntary Exclusion
The following represents an example of a contract:

**Sample Contract**

KNOW ALL MEN BY THESE PRESENTS, that the Alabama Department of Insurance, an agency of the state of Alabama, and the undersigned Contractor agree as follows:

Contractor must furnish all labor, equipment, and materials and perform all of the work required under the Request for Proposal (RFP) Number 2012-HIX-101, dated XXXXX, 2012, strictly in accordance with the requirements thereof and Contractor’s response thereto.

Contractor must be compensated for performance under this contract in accordance with the provisions of Section 6.8 and the price provided on the RFP Cover Sheet.

This contract specifically incorporates by reference the said RFP, any attachments and amendments thereto, and Contractor’s response, including all attachments.

**DEPARTMENT:**

By: ________________________________

Jim L. Ridling
Commissioner

Alabama Department of Insurance

**CONTRACTOR:**

Taxpayer ID Number: ____________

**APPROVED AS TO FORM ONLY:**

______________________________
Legal Counsel
Alabama Department of Insurance

**APPROVED:**

______________________________
Robert Bentley
Governor, State of Alabama
DATE

APPENDIX D: CONTRACT REVIEW REPORT FOR SUBMISSION TO
OVERSIGHT COMMITTEE

Contract Review Permanent Legislative Oversight Committee
Alabama State House
Montgomery, Alabama 36130

CONTRACT REVIEW REPORT
(Separate review report required for each contract)

Name of State Agency: Alabama Department of Insurance

Name of Contractor:

Contractor's Physical Street Address (No. P.O. Box) City State

* Is Contractor organized as an Alabama Entity in Alabama? Yes__________ NO______
* If not, has it qualified with the Alabama Secretary of State to do business in Alabama? Yes_____No_______

Is Act 2001-955 Disclosure Form Included with this Contract? YES NO

Does Contractor have current member of Legislature or family member of Legislator employed? Yes_____No_______

Was a Lobbyist/Consultant Used to Secure this Contract OR affiliated with this contractor? YES NO

If Yes, Give Name:

Contract Number: __________________________

Contract/Amendment Total: $ _______________________ (estimate if necessary)

% of State Funds: ______ % of Federal Funds: ________ % Other Funds: ______

**Please Specify source of Other Funds (Fees, Grants, etc.)

Date Contract Effective: ______________________ Date Contract Ends: ______________________

Type of Contract: NEW:__________ RENEWAL:__________ AMENDMENT:__________

If renewal, was it originally Bid? Yes ____ No ____

If AMENDMENT, Complete A through C:

[A] Original contract total $ ______________________

[B] Amended total prior to this amendment $ ______________________

[C] Amended total after this amendment $ ______________________

Was Contract secured through Bid Process? Yes ____ No ____ Was lowest Bid accepted? Yes ____ No ____

Was Contract secured through RFP Process? Yes ____ No ____ Date RFP was awarded ___________

Summary of Contract Services to be Provided:

Why Contract Necessary AND why this service cannot be performed by merit employee:

I certify that the above information is correct.

_________________________________  ______________________________________________
Signature of Agency Head      Signature of Contractor
GOVERNOR’S ADDITIONAL CONTRACT QUESTIONS FORM

1. If this contract was not competitively Bid, explain why not:

2. If this contract was not competitively Bid because the contractor is a sole source provider, please explain who made the sole source determination and on what basis:

3. If contract was awarded by RFP, what process was used, was it competitive, how many vendors were contacted, and how many proposals were received?

4. If contract was awarded by RFP, was it awarded to the person or company with the lowest monetary proposal? If not, explain why not:

5. If contract was awarded by RFP, how and by whom were the proposals evaluated?

6. If this contract was not awarded through either Bid or RFP process, why not?

7. If this contract was not awarded through either Bid or RFP process, how was it awarded?

8. Did agency attempt to hire a State Employee? If so who from the State Personnel Department did you talk to?
(9) How many additional contracts does contractor have with the State of Alabama and which agencies are they with?

Jim Ridling, Commissioner
APPENDIX E: IMMIGRATION STATUS

I hereby attest that all workers on this project are either citizens of the United States or are in a proper and legal immigration status that authorizes them to be employed for pay within the United States.

________________________________________
Signature of Contractor

________________________________________
Witness
APPENDIX F: LETTER REGARDING REPORTING TO ETHICS COMMISSION

MEMORANDUM

TO: All Persons Under Contract With DOI and All HIX Staff

FROM: Jim Ridling
Commissioner

SUBJECT: Reporting to Ethics Commission by Persons Related to HIX Employees

Section 36-25-16(b) Code of Alabama, 1975 provides that anyone who enters into a contract with a State agency for the sale of goods or services exceeding $7500 must report to the State Ethics Commission the names of any adult child, parent, spouse, brother or sister employed by HIX.

Please review your situation for applicability of this statute. The address of the Alabama Ethics Commission is:

100 North Union Street
Montgomery, Alabama 36104

A copy of the statute is reproduced below for your information. If you have any questions, please feel free to contact Kathleen Healey, HIX General Counsel, at kathleen.healey@myalabama.gov

Section 36-25-16. Reports by persons who are related to public officials or public employees and who represent persons before regulatory body or contract with State.

(a) When any citizen of the State or business with which he or she is associated represents for a fee any person before a regulatory body of the executive branch, he or she must report to the commission the name of any adult child, parent, spouse, brother, or sister who is a public official or a public employee of that regulatory body of the executive branch.

(b) When any citizen of the State or business with which the person is associated enters into a contract for the sale of goods or services to the State of Alabama or any of its agencies or any county or municipality and any of their respective agencies in amounts exceeding seven thousand five hundred dollars ($7500) he or she must report to the commission the names of any adult child, parent, spouse, brother, or sister who is a public official or public employee of HIX or department with whom the contract is made.

(c) This section must not apply to any contract for the sale of goods or services awarded through a process of public notice and competitive bidding.

(d) Each regulatory body of the executive branch, or any agency of the State of Alabama must be responsible for notifying citizens affected by this chapter of the requirements of this section. (Acts 1973, No. 1056, p. 1699, §15; Acts 1975, No. 130, §1; Acts 1995, No. 95-194, p. 269, §1.)
MEMORANDUM

TO: All Persons Under Contract With HIX and All HIX Staff

FROM: Jim Ridling
Commissioner

SUBJECT: Reporting to Ethics Commission by Persons Related to HIX Employees

Section 36-25-16(b) Code of Alabama, 1975 provides that anyone who enters into a contract with a State agency for the sale of goods or services exceeding $7500 must report to the State Ethics Commission the names of any adult child, parent, spouse, brother or sister employed by HIX.

Please review your situation for applicability of this statute. The address of the Alabama Ethics Commission is:

100 North Union Street
Montgomery, Alabama 36104

A copy of the statute is reproduced below for your information. If you have any questions, please feel free to contact Kathleen Healey, HIX General Counsel, at kathleen.healey@myalabama.gov.

Section 36-25-16. Reports by persons who are related to public officials or public employees and who represent persons before regulatory body or contract with State.

(a) When any citizen of the State or business with which he or she is associated represents for a fee any person before a regulatory body of the executive branch, he or she must report to the commission the name of any adult child, parent, spouse, brother, or sister who is a public official or a public employee of that regulatory body of the executive branch.

(b) When any citizen of the State or business with which the person is associated enters into a contract for the sale of goods or services to the State of Alabama or any of its agencies or any county or municipality and any of their respective agencies in amounts exceeding seven thousand five hundred dollars ($7500) he or she must report to the com-
mission the names of any adult child, parent, spouse, brother, or sister who is a public
official or public employee of HIX or department with whom the contract is made.
(c) This section must not apply to any contract for the sale of goods or services awarded
through a process of public notice and competitive bidding.
(d) Each regulatory body of the executive branch, or any agency of the State of Alabama
must be responsible for notifying citizens affected by this chapter of the requirements of
95-194, p. 269, §
APPENDIX G: INSTRUCTIONS FOR CERTIFICATION REGARDING DEBARMENT, SUSPENSION, INELIGIBILITY, AND VOLUNTARY EXCLUSION

Instructions for Certification Regarding Debarment, Suspension, Ineligibility and Voluntary Exclusion

(Derived from Appendix B to 45 CFR Part 76—Certification Regarding Debarment, Suspension, Ineligibility and Voluntary Exclusion—Lower Tier Covered Transactions)

1. By signing and submitting this contract, the prospective lower tier participant is providing the certification set out therein.

2. The certification in this clause is a material representation of fact upon which reliance was placed when this contract was entered into. If it is later determined that the prospective lower tier participant knowingly rendered an erroneous certification, in addition to other remedies available to the Federal Government, the Alabama Department of Insurance (DOI) may pursue available remedies, including suspension and/or debarment.

3. The prospective lower tier participant must provide immediate written notice to HIX if at any time the prospective lower tier participant learns that its certification was erroneous when submitted or had become erroneous by reason of changed circumstances.

4. The terms covered transaction, debarred, suspended, ineligible, lower tier covered transaction, participant, person, primary covered transaction, principal, and voluntarily excluded, have the meaning set out in the Definitions and Coverage sections of rules implementing Executive Order 12549. You may contact the person to which this contract is submitted for assistance in obtaining a copy of those regulations.

5. The prospective lower tier participant agrees by submitting this contract that, should the contract be entered into, it must not knowingly enter into any lower tier covered transaction with a person who is proposed for debarment under 48 CFR part 9, subpart 9.4, debarred, suspended, declared ineligible, or voluntarily excluded from participation in this covered transaction, unless authorized by the department or agency with which this transaction originated.

6. The prospective lower tier participant further agrees by submitting this contract that it will include this certification clause without modification, in all lower tier covered transactions and in all solicitations for lower tier covered transactions.

7. A participant in a covered transaction may rely upon a certification of a prospective participant in a lower tier covered transaction that it is not proposed for debarment under 48 CFR part 9, subpart 9.4, debarred, suspended, ineligible, or voluntarily excluded from covered transactions, unless it knows that the certification is erroneous. A participant may decide the method and frequency by which it determines the eligibility of its principals. Each participant may, but is not required to, check the List of Parties Excluded from Federal Procurement and Non-procurement Programs.

8. Nothing contained in the foregoing must be construed to require establishment of a system of records in order to render in good faith the certification required by this clause. The
knowledge and information of a participant is not required to exceed that which is normally pos-
sessed by a prudent person in the ordinary course of business dealings.

9. Except for transactions authorized under paragraph 5 of these instructions, if a partici-
pant in a covered transaction knowingly enters into a lower tier covered transaction with a per-
son who is proposed for debarment under 4 CFR part 9, subpart 9.4, suspended, debarred,
ineligible, or voluntarily excluded from participation in this transaction, in addition to other reme-
dies available to the Federal Government, DOI may pursue available remedies, including sus-
pension and/or debarment.
APPENDIX H: DOI BUSINESS ASSOCIATE ADDENDUM

DOI Business Associate Addendum

(SAMPLE)

Alabama Department of Insurance
BUSINESS ASSOCIATE ADDENDUM

This Business Associate Addendum (this "Agreement") is made effective the ______ day of ____________, 20___, by and between the Office of the Alabama Health Insurance Exchange ("Covered Entity"), an agency of the State of Alabama, and ________________ ("Business Associate") (collectively the "Parties").

1. BACKGROUND

a. Covered Entity and Business Associate are parties to a contract entitled ____________________________ (the "Contract"), whereby Business Associate agrees to perform certain services for or on behalf of Covered Entity.

b. The relationship between Covered Entity and Business Associate is such that the Parties believe Business Associate is or may be a "business associate" within the meaning of the HIPAA Privacy Rule (as defined below).

c. The Parties enter into this Business Associate Addendum to the Contract with the intention of complying with the HIPAA Privacy Rule provision that a covered entity may disclose protected health information to a business associate, and may allow a business associate to create or receive protected health information on its behalf, if the covered entity obtains satisfactory assurances that the business associate will appropriately safeguard the information.

2. DEFINITIONS

Unless otherwise clearly indicated by the context, the following terms must have the following meaning in this Agreement:

a. "Breach" must mean the acquisition, access, use, or disclosure of protected health information which compromises the security or privacy of such information, except where an unauthorized person to whom such information is disclosed would not reasonably have been able to retain such information.

b. "Electronic Health Record" must mean an electronic record of health-related information on an individual that is created, gathered, managed, and consulted by authorized healthcare clinicians and staff.

c. "Electronic Protected Health Information" means Protected Health Information that is transmitted by Electronic Media (as defined in the Security and Privacy Rule) or maintained in Electronic Media.

e. “Individual” must have the same meaning as the term “individual” in 45 CFR 174.501 and must include a person who qualifies as a personal representative in accordance with 45 CFR 174.502(g).

f. “Personal Health Record” must mean an electronic record of identifiable health information on an individual that can be drawn from multiple sources and that is managed, shared, and controlled by or primarily for the individual.

g. “Privacy Rule” must mean the Standards for Privacy of Individually Identifiable Health Information at 45 CFR part 170 and part 174, subparts A and E.

h. “Protected Health Information” (PHI) must have the same meaning as the term “protected health information” in 45 CFR 174.501, limited to the information created or received by Business Associate from or on behalf of Covered Entity.

i. “Required By Law” must have the same meaning as the term “required by law” in 45 CFR 174.501.

j. “Secretary” must mean the Secretary of the United States Department of Health and Human Services or his designee.

k. “Security Incident” must mean the attempted or successful unauthorized access, use, disclosure, modification, or destruction of information or interference with system operations in an information system.


m. Unless otherwise defined in this Agreement, capitalized terms used herein must have the same meaning as those terms have in the Privacy Rule.

n. “Unsecured Protected Health Information” is information that is not rendered unusable, unreadable, or indecipherable to unauthorized individuals by mean of technology or methodology specified by the Secretary of Health and Human Services in the guidance issued under Section 13402(h)(2) of Public Law 111–5.

3. OBLIGATIONS OF BUSINESS ASSOCIATE

a. Use and Disclosure of PHI. Business Associate agrees to not use or disclose PHI other than as permitted or required by this Agreement or as required by law.

b. Appropriate Safeguards. Business Associate agrees to use appropriate safeguards to prevent use or disclosure of the PHI other than as provided for by this Agreement. The Business Associate agrees to take steps to safeguard, implement, and maintain PHI in accordance with the HIPAA Privacy Rule.
c. Mitigation. Business Associate agrees to mitigate, to the extent practicable, any harmful
effect that is known to Business Associate of a use or disclosure of PHI by Business As-
soicate in violation of the requirements of this Agreement.

d. Report Unauthorized Use or Disclosure. Business Associate agrees to promptly report to
Covered Entity any use or disclosure of PHI not provided for by this Agreement of which
it becomes aware.

e. Applicability to Business Associate’s Agents. Business Associate agrees to ensure that
any agent, including a subcontractor, to whom it provides PHI received from, or created
or received by the Business Associate on behalf of, Covered Entity agrees to the same
restrictions and conditions that apply through this Agreement to Business Associate with
respect to such information. The Business Associate agrees to have HIPAA-compliant
Business Associate Agreements or equivalent contractual agreements with agents to
whom the Business Associate discloses Covered Entity PHI.

f. Access. Upon receipt of a written request from Covered Entity, Business Associate
agrees to provide Covered Entity, in order to allow Covered Entity to meet its require-
ments under 45 CFR 174.524, access to PHI maintained by Business Associate in a
Designated Record Set within thirty (30) business days.

g. Amendments to PHI. Business Associate agrees to make any amendment(s) to PHI
maintained by Business Associate in a Designated Record Set that Covered Entity di-
rects or agrees to, pursuant to 45 CFR 174.526 at the request of Covered Entity, within
thirty (30) calendar days after receiving a written request for amendment from Covered
Entity.

h. Availability of Documents. Business Associate agrees to make internal practices, books,
and records, including policies and procedures and PHI, relating to the use and disclo-
sure of PHI received from, or created or received by the Business Associate on behalf
of, Covered Entity, available to Covered Entity or to the Secretary for purposes of the
Secretary determining Covered Entity’s compliance with the Privacy and Security Rules,
within five business days’ after receipt of written notice.

i. Documentation of PHI Disclosures. Business Associate agrees to keep records of dis-
closures of PHI and information related to such disclosures as would be required for
Covered Entity to respond to a request by an individual for an accounting of disclosures
of PHI in accordance with 45 CFR 174.528.

j. Accounting of Disclosures. The Business Associate agrees to provide to Covered Entity,
within 30 days of receipt of a written request from Covered Entity, information collected
in accordance with the documentation of PHI disclosure of this Agreement, to permit
Covered Entity to respond to a request by an Individual or an authorized representative
for an accounting of disclosures of PHI in accordance with 45 CFR 174.528.
k. The Business Associate must maintain a comprehensive security program appropriate to the size and complexity of the Business Associate’s operations and the nature and scope of its activities as defined in the Security Rule.

l. The Business Associate must notify the Covered Entity immediately following the discovery of a breach of Protected Health Information (PHI).

m. The Business Associate must provide the Covered Entity the following information when a breach of unsecured protected health information is discovered:

1. The number of recipient records involved in the breach.
2. A description of what happened, including the date of the breach and the date of the discovery of the breach if known.
3. A description of the types of unsecured protected health information that were involved in the breach (such as whether full name, social security number, date of birth, home address, account number, diagnosis, disability code, or other type of information were involved).
4. Any steps the individuals should take to protect themselves from potential harm resulting from the breach.
5. A description of what the Business Associate is doing to investigate the breach, to mitigate harm to individuals and to protect against any further breaches.
6. Contact procedures for individuals to ask questions or learn additional information, which must include the Business Associate’s toll-free number, email address, Web site, or postal address.
7. A proposed media release developed by the Business Associate.

n. The Business Associate must obtain Covered Entity approval prior to reporting any breach required by 45 CFR Part 174, Subpart D.

o. The Business Associate must, after receiving Covered Entity approval, provide the necessary notices to the recipient, prominent media outlet, or the Secretary of Health and Human Services (HHS) to report Business Associate breaches as required by 45 CFR Part 174, Subpart D.

p. Covered Entity will coordinate with the Business Associate in the determination of additional specific actions that will be required of the Business Associate for mitigation of the breach.

q. If the Business Associate is a Vendor of personal health records, notification of the breach will need to be made with the Federal Trade Commission.

r. The Business Associate must be responsible for any and all costs associated with the notification and mitigation of a breach that has occurred because of the negligence of the Business Associate.

s. The Business Associate must pay all fines or penalties imposed by HHS under 45 CFR Part 170 HIPAA Administrative Simplification: Enforcement rule for breaches made by any employee, officer, or agent of the Business Associate.
t. The Business Associate must be subject to prosecution by the Department of Justice for criminal violations of HIPAA if the Business Associate obtains or discloses individually identifiable health information without authorization, and must be responsible for any and all costs associated with prosecution.

4. PERMITTED USES AND DISCLOSURES

Except as otherwise limited in this Agreement, if the Contract permits, Business Associate may use or disclose PHI to perform functions, activities, or services for, or on behalf of, Covered Entity as specified in the Contract, provided that such use or disclosure would not violate the Privacy Rule if done by Covered Entity;

a. Except as otherwise limited in this Agreement, if the Contract permits, Business Associate may use PHI for the proper management and administration of the Business Associate or to carry out the legal responsibilities of the Business Associate.

b. Except as otherwise limited in this Agreement, if the Contract permits, Business Associate may disclose PHI for the proper management and administration of the Business Associate, provided that:

1. Disclosures are required by Law; or.

2. Business Associate obtains reasonable assurances from the person to whom the information is disclosed that it will remain confidential and used or further disclosed only as Required By Law or for the purpose for which it was disclosed to the person, and the person notifies the Business Associate of any instances of which it is aware in which the confidentiality of the information has been breached.

c. Except as otherwise limited in this Agreement, if the Contract permits, Business Associate may use PHI to provide data aggregation services to Covered Entity as permitted by 42 CFR 174.504(e)(2)(i)(B).

d. Notwithstanding the foregoing provisions, Business Associate may not use or disclose PHI if the use or disclosure would violate any term of the Contract.

5. REPORTING IMPROPER USE OR DISCLOSURE

a. The Business Associate must report to the Covered Entity any use or disclosure of PHI not provided for by this agreement immediately from the time the Business Associate becomes aware of the use or disclosure.

b. The Business Associate must report to the Covered Entity any Security Incident and/or breach immediately from the time the Business Associate becomes aware of the use or disclosure.

6. OBLIGATIONS OF COVERED ENTITY

a. Covered Entity must notify the Business Associate of any limitation(s) in its notice of privacy practices in accordance with 45 CFR 174.520, to the extent that such limitation may affect Alabama DOI’s use or disclosure of PHI.
b. Covered Entity must notify the Business Associate of any changes in, or revocation of, permission by an Individual to use or disclose PHI, to the extent that such changes may affect the Business Associate’s use or disclosure of PHI.

c. Covered Entity must notify the Business Associate of any restriction to the use or disclosure of PHI that Covered Entity has agreed to in accordance with 45 CFR 174.522, to the extent that such restriction may affect the Business Associate’s use or disclosure of PHI.

d. Covered Entity must not request Business Associate to use or disclose PHI in any manner that would not be permissible under the Privacy Rule if done by Covered Entity.

e. Covered Entity must provide Business Associate with only that PHI which is minimally necessary for Business Associate to provide the services.

7. TERM AND TERMINATION

a. Term. The Term of this Agreement must be effective as of the effective date stated above and must terminate when the Contract terminates.

b. Termination for Cause. Upon Covered Entity's knowledge of a material breach by Business Associate, Covered Entity may, at its option:

1. Provide an opportunity for Business Associate to cure the breach or end the violation, and terminate this Agreement if Business Associate does not cure the breach or end the violation within the time specified by Covered Entity;

2. Immediately terminate this Agreement; or

3. If neither termination nor cure is feasible, report the violation to the Secretary as provided in the Privacy Rule.

c. Effect of Termination.

1. Except as provided in paragraph (2) of this section or in the Contract, upon termination of this Agreement, for any reason, Business Associate must return or destroy all PHI received from Covered Entity, or created or received by Business Associate on behalf of Covered Entity. This provision must apply to PHI that is in the possession of subcontractors or agents of Business Associate. Business Associate must retain no copies of the PHI.

2. In the event that Business Associate determines that returning or destroying the PHI is not feasible, Business Associate must provide to Covered Entity notification of the conditions that make return or destruction not feasible. Business Associate must extend the protections of this Agreement to such PHI and limit further uses and disclosures of such PHI to those purposes that make the return or destruction infeasible, for so long as Business Associate maintains such PHI.

7. GENERAL TERMS AND CONDITIONS
a. This Agreement amends and is part of the Contract.

b. Except as provided in this Agreement, all terms and conditions of the Contract must remain in force and must apply to this Agreement as if set forth fully herein. In the event of a conflict in terms between this Agreement and the Contract, the interpretation that is in accordance with the Privacy Rule must prevail. Any ambiguity in this Agreement must be resolved to permit Covered Entity to comply with the Privacy Rule.

c. A breach of this Agreement by Business Associate must be considered sufficient basis for Covered Entity to terminate the Contract for cause.

d. The Parties agree to take such action as is necessary to amend this Agreement from time to time for Covered Entity to comply with the requirements of the Privacy Rule and HIPAA.

IN WITNESS WHEREOF, Covered Entity and Business Associate have executed this Agreement effective on the date as stated above.

**Alabama Department of Insurance**

Signature: 
Printed Name:  
Title: Privacy Officer

**BUSINESS ASSOCIATE**

Signature:
APPENDIX I: PERFORMANCE EXPECTATIONS AND SERVICE LEVEL AGREEMENTS

Preface statement: The following general requirement may apply to several Service Level Agreements (SLAs): Vendors must design for a steady-state minimum of at least 4000 concurrent users; however, the system must be sufficiently robust to handle brief surges of up to twice this number. Vendors are encouraged to consider alternative minimum concurrent user estimates as long as they justify any assumptions made.

The following are the Service Level Agreement (SLA) level expectations of the Alabama HIX System:

Solution Availability:
The vendor’s production application and hardware shall be available 24 hours a day and 7 days a week excluding the regular maintenance window unless otherwise coordinated with the State of Alabama. This also applies to failover and disaster recovery environments. The vendor will notify the State when the application performance is impacted and will notify the State at least 72 hours in advance of any other scheduled maintenance outside the regular solution maintenance window. The scheduled maintenance outside the regular maintenance window must be approved by the State. Unplanned emergency maintenance events must be reported to the State within 24 hours.

A liquidated damage shall be assessed at a rate of $2,500 per hour (or any portion thereof) for any period if the production environment is not operational or available during the core hours of operation 6:00 AM to 24:00 PM CST time.

A liquidated damage shall be assessed at a rate of $1,200 per hour (or any portion thereof) for any period if the production environment is not operational or available outside the hours of operation listed above.

Consumer response time SLA measurements:
The response time shall be less than 2 seconds, 99.5% of time that includes both peak and non-peak hours. The response time shall be calculated based on a point to point connectivity between the Exchange and the vendor’s proposed solution.

Liquidated damages:
Liquidated damages are $500 per hour for any period in which the production environment does not meet the specification above.

Network response time SLA measurements:
The network response time between components shall be less than 100ms seconds 99% of the time, with an average of 50ms. The response time shall be calculated based on a point to point connectivity between the Exchange and the vendor’s proposed solution.

Liquidated damages:

Liquidated damages are $500 per hour for any period in which the production environment does not meet the specification above.

Failover SLA measurements:

Failover processes shall be completed within 15 minutes from the time the production environment becomes unresponsive or fails to meet responsiveness times.

Liquidated damages:

Liquidated damages are $500 per hour until the failover process is completed, past the initial 15 minutes of not meeting the specification.

Solution File restoration SLA measurements:

For 24x7x365 requests, file restoration services are to be 95% within 4 hours, and 100% within 24 hours.

Liquidated damages:

Liquidated damages are $2,500 per occurrence of not meeting the SLA measurement.

Backup strategy of data:

Daily and weekly backups will be executed. Backup data will be rotated to offsite storage, or otherwise duplicated at an offsite location. Backups should be able to be initiated within an hour of request, and completed within 4 hours.

Liquidated damages:

Liquidated damages are $2,500 per occurrence of not meeting the SLA measurement.

Server, Network, Application, and Internet availability:

Server, Network, Application, and Internet will be available 99.9% of the time, outside of agreed upon regularly scheduled maintenance.

Liquidated damages:

Liquidated damages are $2,500 per hour for any period when this requirement is not met.

Disaster recovery:

Disaster recovery processes shall be completed within 48 hours of a disaster, with less than 12 hours of data loss.

Liquidated damages:
Liquidated damages are $100,000 per occurrence if the disaster recovery is not fully operational within 48 hours of a disaster.
APPENDIX J: MANDATORY PROPOSAL REQUIREMENTS

The following is a check-list to assist Vendors in assuring that they have met the mandatory proposal requirements. However, this may not include all of the legal requirements. Also, it must be regarded as a tool for helping to meet all submission requirements, not as a comprehensive list.

<table>
<thead>
<tr>
<th>RFP Reference</th>
<th>Criteria to Meet Mandatory Proposal Submission Requirement</th>
</tr>
</thead>
<tbody>
<tr>
<td>4.7</td>
<td>Vendor attended Mandatory Pre-Proposal Conference.</td>
</tr>
<tr>
<td>5.2</td>
<td>Proposal was received by the HIX Project Manager no later than the date and time specified in the Procurement Timetable.</td>
</tr>
<tr>
<td>5.2.1</td>
<td>Vendor submitted one original and 15 hard-copy versions of the Technical Proposal in binder form, plus four electronic versions on CD, jump drive, or disc. <strong>The Requirements Response Matrix must be submitted in electronic form in the identical Excel spreadsheet that was part of the RFP.</strong></td>
</tr>
<tr>
<td>5.2.1</td>
<td>Vendor submitted one original and one hard-copy versions of the Cost Proposal in binder form, plus two electronic versions on a separate CD.</td>
</tr>
<tr>
<td>5.2.1</td>
<td>Original and copies of the proposal are marked as such.</td>
</tr>
<tr>
<td>5.2.1</td>
<td>The original proposal includes the transmittal letter with the original signature.</td>
</tr>
<tr>
<td>5.2.1</td>
<td>Each proposal is submitted in two parts: 1) Technical Proposal and 2) Cost Proposal.</td>
</tr>
<tr>
<td>5.2.1</td>
<td>The Cost Proposal is in a separately sealed envelope.</td>
</tr>
<tr>
<td>5.2.2</td>
<td>The Technical Proposal follows the format outlined in Section 5.2.2</td>
</tr>
<tr>
<td>5.2.2.1</td>
<td>A Cover Page like the RFP example is included.</td>
</tr>
<tr>
<td>5.2.2.2</td>
<td>The RFP Proposal Sheet is included, signed in blue ink and notarized, and is the first page of the original proposal. Copies of this page are included in the proposal copies.</td>
</tr>
<tr>
<td>5.2.2.3</td>
<td>The transmittal letter is on business letterhead by prime Vendor and signed by authorized individual.</td>
</tr>
<tr>
<td>RFP Reference</td>
<td>Criteria to Meet Mandatory Proposal Submission Requirement</td>
</tr>
<tr>
<td>---------------</td>
<td>----------------------------------------------------------</td>
</tr>
<tr>
<td>5.2.2.3</td>
<td>The transmittal letter includes the following items:</td>
</tr>
<tr>
<td></td>
<td>• Brief statement of Vendor’s understanding of the Scope of Work (SOW)</td>
</tr>
<tr>
<td></td>
<td>• Identification of all materials and enclosures being submitted collectively as a response to this RFP</td>
</tr>
<tr>
<td></td>
<td>• Identification of the Vendor who will be the prime Vendor and the name of the corporation or other legal entity submitting the proposal</td>
</tr>
<tr>
<td></td>
<td>• The name, title, address, and phone number of the point of contact</td>
</tr>
<tr>
<td></td>
<td>• A statement identifying any and all subcontractors, if any, who are needed in order to satisfy the requirements of this RFP. The percentage of work, as measured by percentage of total contract price to be performed by the prime Vendor, must be provided. If no subcontractor is proposed, a statement must be made identifying that fact.</td>
</tr>
<tr>
<td></td>
<td>• A statement that the prices proposed were arrived at independently without consultation, communication, or agreement with any other Vendor or competitor for this procurement</td>
</tr>
<tr>
<td></td>
<td>• A statement that the person signing this proposal is authorized to make decisions on behalf of the Vendor’s organization as to the prices quoted</td>
</tr>
<tr>
<td>5.2.2.3</td>
<td>A Disclosure Statement completed and submitted with the proposal required pursuant to Alabama Act 2001-955, located in Appendix K – Disclosure Statement or on the Attorney General’s web site at the following address: <a href="http://www.ago.state.al.us/ag_items.cfm?Item=70">http://www.ago.state.al.us/ag_items.cfm?Item=70</a></td>
</tr>
<tr>
<td></td>
<td>If subcontractors are used, a Disclosure Statement for each of them is included.</td>
</tr>
<tr>
<td>5.2.2.4</td>
<td>Acknowledgement of Receipt of all RFP addenda (if applicable)</td>
</tr>
<tr>
<td>5.2.2.5</td>
<td>Table of Contents identifies and denotes the location of each section and pages are clearly numbered.</td>
</tr>
<tr>
<td>5.2.2.6</td>
<td>Executive Summary is included and does not exceed its page limit.</td>
</tr>
<tr>
<td>5.2.2.7</td>
<td>Company Overview is included and does not exceed its page limit.</td>
</tr>
<tr>
<td>RFP Reference</td>
<td>Criteria to Meet Mandatory Proposal Submission Requirement</td>
</tr>
<tr>
<td>---------------</td>
<td>----------------------------------------------------------</td>
</tr>
<tr>
<td>5.2.2.7</td>
<td>Company overview contains the following:</td>
</tr>
<tr>
<td></td>
<td>• Ownership (public, partnership, subsidiary, etc.)</td>
</tr>
<tr>
<td></td>
<td>• Organization chart of Vendor’s company in relation to</td>
</tr>
<tr>
<td></td>
<td>parent or related organization</td>
</tr>
<tr>
<td></td>
<td>• Identification of partnership, non-profit, Alabama</td>
</tr>
<tr>
<td></td>
<td>corporation, etc.</td>
</tr>
<tr>
<td></td>
<td>• State where Vendor is incorporated</td>
</tr>
<tr>
<td></td>
<td>• Number of employees/resources</td>
</tr>
<tr>
<td></td>
<td>• Organizational staffing chart</td>
</tr>
<tr>
<td></td>
<td>• Names and resumes of senior managers and partners</td>
</tr>
<tr>
<td></td>
<td>• Office locations responsible for proposed tasks</td>
</tr>
<tr>
<td></td>
<td>• Vendor’s acknowledgement regarding reimbursement until</td>
</tr>
<tr>
<td></td>
<td>deliverable and invoice are approved</td>
</tr>
<tr>
<td></td>
<td>• Details of any judgment, criminal conviction,</td>
</tr>
<tr>
<td></td>
<td>investigation, or litigation</td>
</tr>
<tr>
<td></td>
<td>• Disclosure of contracts terminated</td>
</tr>
<tr>
<td></td>
<td>• Disclosure of conflict of interest</td>
</tr>
<tr>
<td></td>
<td>• Identification if minority owned</td>
</tr>
<tr>
<td></td>
<td>• Number of jobs being created in the State of Alabama</td>
</tr>
<tr>
<td></td>
<td>for this project</td>
</tr>
<tr>
<td>5.2.2.8</td>
<td>Use of subcontractors section is included and is no more</td>
</tr>
<tr>
<td></td>
<td>than four pages for each subcontractor.</td>
</tr>
<tr>
<td>5.2.2.8</td>
<td>The Vendor adequately describes how each subcontractor is</td>
</tr>
<tr>
<td></td>
<td>to be used to meet the requirements of this project.</td>
</tr>
<tr>
<td>RFP Reference</td>
<td>Criteria to Meet Mandatory Proposal Submission Requirement</td>
</tr>
<tr>
<td>---------------</td>
<td>------------------------------------------------------------</td>
</tr>
</tbody>
</table>
| 5.2.2.8       | For each subcontractor, the following is provided:  
• Ownership (public, partnership, subsidiary, etc.)  
• Organization chart of subcontractor’s company in relation to parent or related organization  
• Identification of partnership, non-profit, Alabama corporation, etc.  
• State where Subcontractor is incorporated  
• Number of employees/resources  
• Organizational staffing chart  
• Names and resumes of senior managers and partners  
• Office locations responsible for proposed tasks  
• Subcontractor’s acknowledgement regarding reimbursement until deliverable and invoice are approved  
• Details of any judgment, criminal conviction, investigation, or litigation  
• Disclosure of contracts terminated  
• Disclosure of conflict of interest  
• Identification if minority owned  
• Number of jobs being created in the State of Alabama for this project |
<p>| 5.2.2.9       | Business Experience Matrix is included listing 10 most recent projects performed demonstrating Vendor’s abilities to perform requirements. If Subcontractors are to be used on the project, a Business Experience Matrix is completed for each subcontractor. |
| 5.2.2.10      | Proposed Business Solution is included and does not exceed its page limit. |
| 5.2.2.11      | System Development Lifecycle Approach and Methodology is included and does not exceed its page limit. |
| 5.2.2.12      | Project Management Approach is included and does not exceed its page limit. |
| 5.2.2.13      | Vendor included required deliverable Project Plan V1 and does not exceed its page limit. (not including Gantt chart). |
| 5.2.2.13      | Vendor responded to Section 7.1.1 Work Activities, Tasks and Deliverables, Activity 1: Project Planning requirements. |
| 5.2.2.13      | Vendor responded to Section 7.1.2 Work Activities, Tasks and Deliverables, Activity 2: Project Assessment and Control |
| 5.2.2.13      | Vendor responded to Section 7.1.3 Work Activities, Tasks and Deliverables, Activity 3: Decision Management. |
| 5.2.2.13      | Vendor responded to Section 7.1.4 Work Activities, Tasks and Deliverables, Activity 4: Risk Management |
| 5.2.2.13      | Vendor responded to Section 7.1.5 Work Activities, Tasks and Deliverables, Activity 5: Configuration Management. |</p>
<table>
<thead>
<tr>
<th>RFP Reference</th>
<th>Criteria to Meet Mandatory Proposal Submission Requirement</th>
</tr>
</thead>
<tbody>
<tr>
<td>5.2.2.13</td>
<td>Vendor responded to Section 7.1.6 Work Activities, Tasks and Deliverables, Activity 6: Requirements Analysis and Management</td>
</tr>
<tr>
<td>5.2.2.13</td>
<td>Vendor responded to Section 7.1.7 Work Activities, Tasks and Deliverables, Activity 7: Conceptual Architectural Design</td>
</tr>
<tr>
<td>5.2.2.13</td>
<td>Vendor responded to Section 7.1.8 Work Activities, Tasks and Deliverables, Activity 8: Detail Design</td>
</tr>
<tr>
<td>5.2.2.13</td>
<td>Vendor responded to Section 7.1.9 Work Activities, Tasks and Deliverables, Activity 9: Security</td>
</tr>
<tr>
<td>5.2.2.13</td>
<td>Vendor responded to Section 7.1.10 Work Activities, Tasks and Deliverables, Activity 10: Continuity of Operations</td>
</tr>
<tr>
<td>5.2.2.13</td>
<td>Vendor responded to Section 7.1.11 Work Activities, Tasks and Deliverables, Activity 11: Knowledge Management</td>
</tr>
<tr>
<td>5.2.2.13</td>
<td>Vendor responded to Section 7.1.12 Work Activities, Tasks and Deliverables, Activity 12: Implementation Management</td>
</tr>
<tr>
<td>5.2.2.13</td>
<td>Vendor responded to Section 7.1.13 Work Activities, Tasks and Deliverables, Activity 13: Data Import</td>
</tr>
<tr>
<td>5.2.2.13</td>
<td>Vendor responded to Section 7.1.14 Work Activities, Tasks and Deliverables, Activity 14: Development</td>
</tr>
<tr>
<td>5.2.2.13</td>
<td>Vendor responded to Section 7.1.15 Work Activities, Tasks and Deliverables, Activity 15: System Integration</td>
</tr>
<tr>
<td>5.2.2.13</td>
<td>Vendor responded to Section 7.1.16 Work Activities, Tasks and Deliverables, Activity 16: System Implementation</td>
</tr>
<tr>
<td>5.2.2.13</td>
<td>Vendor responded to Section 7.1.17 Work Activities, Tasks and Deliverables, Activity 17: Testing</td>
</tr>
<tr>
<td>5.2.2.13</td>
<td>Vendor responded to Section 7.1.18 Work Activities, Tasks and Deliverables, Activity 18: Quality Assurance</td>
</tr>
<tr>
<td>5.2.2.13</td>
<td>Vendor responded to Section 7.1.19 Work Activities, Tasks and Deliverables, Activity 19: Software Verification</td>
</tr>
<tr>
<td>5.2.2.13</td>
<td>Vendor responded to Section 7.1.20 Work Activities, Tasks and Deliverables, Activity 20: Software Validation</td>
</tr>
<tr>
<td>5.2.2.13</td>
<td>Vendor responded to Section 7.1.21 Work Activities, Tasks and Deliverables, Activity 21: Software Reviews</td>
</tr>
<tr>
<td>5.2.2.13</td>
<td>Vendor responded to Section 7.1.22 Work Activities, Tasks and Deliverables, Activity 22: Software Problem Resolution</td>
</tr>
<tr>
<td>5.2.2.13</td>
<td>Vendor responded to Section 7.1.23 Work Activities, Tasks and Deliverables, Activity 23: User Acceptance Testing</td>
</tr>
<tr>
<td>5.2.2.13</td>
<td>Vendor responded to Section 7.1.25 Work Activities, Tasks and Deliverables, Activity 24: Transition to Operations</td>
</tr>
<tr>
<td>5.2.2.13</td>
<td>Vendor responded to Section 7.1.26 Work Activities, Tasks and Deliverables, Activity 25: Document Management</td>
</tr>
<tr>
<td>5.2.2.13</td>
<td>Vendor responded to Section 7.1.27 Work Activities, Tasks and Deliverables, Activity 26: Operations</td>
</tr>
<tr>
<td>5.2.2.13</td>
<td>Vendor responded to Section 7.1.28 Work Activities, Tasks and Deliverables, Activity 27: Federal Review and Certification</td>
</tr>
<tr>
<td>RFP Reference</td>
<td>Criteria to Meet Mandatory Proposal Submission Requirement</td>
</tr>
<tr>
<td>---------------</td>
<td>-------------------------------------------------------------</td>
</tr>
<tr>
<td>5.2.2.14</td>
<td>The Integration and Implementation Services Section is included does not exceed its page limit.</td>
</tr>
<tr>
<td>5.2.2.15</td>
<td>Operations and Hardware Hosting section is included and does not exceed its page limit.</td>
</tr>
<tr>
<td>5.2.2.16</td>
<td>Proposed Staffing section is included and does not exceed its page limit.</td>
</tr>
<tr>
<td>5.2.2.16</td>
<td>Proposed Staffing section includes acknowledgement that the Vendor understands its obligation to establish an offsite facility.</td>
</tr>
<tr>
<td>5.2.2.17</td>
<td>Relevant Technical Experience Section is included and does not exceed its page limit.</td>
</tr>
<tr>
<td>5.2.2.18</td>
<td>HIX Responsibilities section is included and does not exceed its page limit.</td>
</tr>
<tr>
<td>5.2.2.19</td>
<td>Vendor Assumptions section is included and does not exceed its page limit.</td>
</tr>
<tr>
<td>5.2.2.20</td>
<td>Lessons Learned section is included and does not exceed its page limit.</td>
</tr>
<tr>
<td>5.2.2.21</td>
<td>Financial Status section is included as Appendix A of the Vendor response.</td>
</tr>
<tr>
<td>5.2.2.22</td>
<td>Certificate of Authority or letter showing application is included as Appendix B of the Vendor response.</td>
</tr>
<tr>
<td>5.2.2.23</td>
<td>Requirements Response Matrix section is included by forwarding it as a separate Excel file in the exact format as the downloaded Requirement Response Matrix.</td>
</tr>
<tr>
<td>5.2.3</td>
<td>Cost Proposal follows the format indicated in 5.2.3.</td>
</tr>
<tr>
<td>5.2.3.1</td>
<td>Cost Proposal cover page formatted as indicated in 5.2.3.1.</td>
</tr>
<tr>
<td>5.2.3.3</td>
<td>Cost Proposal includes Table of Contents.</td>
</tr>
<tr>
<td>5.2.3.4</td>
<td>Cost Proposal includes Executive Summary.</td>
</tr>
<tr>
<td>5.2.3.5.1</td>
<td>Price Schedule I – Labor is included.</td>
</tr>
<tr>
<td>5.2.3.5.2</td>
<td>Price Schedule II – Deliverables is included.</td>
</tr>
<tr>
<td>5.2.3.5.3</td>
<td>Price Schedule III – Hardware and Software is included.</td>
</tr>
<tr>
<td>5.2.3.5.4</td>
<td>Price Schedule IV – Software Licenses is included.</td>
</tr>
<tr>
<td>5.2.3.5.5</td>
<td>Price Schedule V – Software Maintenance Support is included.</td>
</tr>
<tr>
<td>5.2.3.5.6</td>
<td>Price Schedule VI – Stabilization and ongoing Maintenance is included.</td>
</tr>
<tr>
<td>5.2.3.5.7</td>
<td>Price Schedule VII – Other Implementation Costs is included.</td>
</tr>
<tr>
<td>5.2.3.5.8</td>
<td>Price Schedule VIII – Pricing Sheet Summary is included.</td>
</tr>
<tr>
<td>5.2.3.6</td>
<td>Alternative Pricing Option 1 is included and does not exceed its page limit.</td>
</tr>
<tr>
<td>5.2.3.7</td>
<td>Alternative Pricing Option 2 is included.</td>
</tr>
</tbody>
</table>
APPENDIX K: FORMS

The following forms support the procurement and submission of the proposal:

- Form A – High Level RFP Checklist
- Form B – Proposal Compliance Checklist
- Form C – Intent to Attend Pre-Proposal Conference
- Form D – Requirements Response Matrix
- Form E – RFP Proposal Sheet
- Form F – Price Schedule I
- Form G – Price Schedule II
- Form H – Price Schedule III
- Form I – Price Schedule IV
- Form J – Price Schedule V
- Form K – Price Schedule VI
- Form L – Price Schedule VII
- Form M – Price Schedule VIII
- Form N – Reserved – intentionally blank
- Form O – Reserved – intentionally blank
- Form P – Disclosure Statement
- Form Q – Business Experience Matrix
FORM A – HIGH LEVEL RFP CHECKLIST

The following items should be understood before Vendors initiate their responses to the RFP. This is provided for assistance only and is not to be considered a list of proposal submission requirements, which are provided elsewhere throughout the RFP.

1. _____ Read the entire document. Note critical items such as: mandatory requirements; supplies/services required; submittal dates; number of copies required for submittal; licensing requirements; contract requirements (e.g. contract performance security, insurance requirements, performance and/or reporting requirements, etc.). Note the interactions among response and RFP sections; initiating the response before seeing the “big picture” can be very counterproductive.

2. _____ Note the HIX Project Administrator name, address, phone numbers, and email address. This is the only person the Vendor is allowed to communicate with regarding the RFP and is an excellent source of information for any questions that arise.

3. _____ Take advantage of the “question and answer” period. Submit questions to the HIX Project Administrator by the due date(s) listed in Table 1 and view the answers as posted on the Web (place link here when available). All addenda issued for the RFP are posted on the following web page: http://www.aldoi.gov/Consumers/HealthInsReform.aspx including all questions asked and answered concerning this RFP.

4. _____ Use the forms provided, such as cover sheet, disclosure form, etc. Alternative forms will not be accepted.

5. _____ Check the State’s web site for RFP addenda. It is the Vendor’s responsibility to check the web site given in Item 3 above for any addenda issued for this RFP, no further notification will be provided. Vendors must submit a signed cover sheet for each addendum issued along with the RFP response.

6. _____ Review and read the RFP document again to make sure that all requirements have been addressed. The original response and the requested copies must be identical and be complete.

7. _____ Submit the response on time. Note all the dates and times listed in Table 1 and within the document, and be sure to submit all required items on time. Late proposal responses will lead to disqualification.

This checklist is provided for assistance only and must not be submitted with Vendor’s Response.
**FORM B – PROPOSAL COMPLIANCE CHECKLIST**

**NOTICE TO VENDOR:**

It is highly encouraged that the following checklist be used to verify completeness of Proposal content. *It is not required to submit this checklist with your proposal.*

<table>
<thead>
<tr>
<th>/vendor/</th>
<th>Vendor Name</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Project Director</th>
<th>Review Date</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Proposals for which **ALL** applicable items are marked by the Project Director are determined to be compliant for responsive proposals.

<table>
<thead>
<tr>
<th>✓ IF CORRECT</th>
<th>BASIC PROPOSAL REQUIREMENTS</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>1. Vendor’s original proposal received on time at correct location.</td>
</tr>
<tr>
<td></td>
<td>2. Vendor submitted the specified copies of proposal and in electronic format.</td>
</tr>
<tr>
<td></td>
<td>3. The Proposal includes a completed and signed RFP Cover Sheet.</td>
</tr>
<tr>
<td></td>
<td>4. The Proposal is a complete and independent document, with no references to external documents or resources.</td>
</tr>
<tr>
<td></td>
<td>5. Vendor submitted signed acknowledgement of any and all addenda to RFP.</td>
</tr>
<tr>
<td></td>
<td>6. The Proposal includes written confirmation that the Vendor understands and must comply with all of the provisions of the RFP.</td>
</tr>
<tr>
<td></td>
<td>7. The Proposal includes required client references (with all identifying information in specified format and order).</td>
</tr>
<tr>
<td></td>
<td>8. The Proposal includes a corporate background.</td>
</tr>
<tr>
<td></td>
<td>9. The Proposal includes a detailed description of the plan to manage, redesign, develop, and implement the new System of the Alabama Health Insurance Exchange System (HIX System) as outlined in the request for proposal regarding each element listed in the scope of work.</td>
</tr>
<tr>
<td></td>
<td>10. The response includes (if applicable) a Certificate of Authority or letter/form showing application has been made with the Secretary of State for a Certificate of Authority.</td>
</tr>
</tbody>
</table>
This form acknowledges that _______________________________ (company name) intends to attend the Pre-Proposal Vendor’s Conference for the System RFP. This conference is mandatory for all vendors that will be submitting a response to the RFP. This sheet must be received at least five (5) business days in advance of the conference.

COMPANY NAME

_____________________________________________

REPRESENTATIVE’S NAME (List all attending. HIX must be notified in advance of changes in representation)

_____________________________________________

_____________________________________________

_____________________________________________

_____________________________________________

_____________________________________________

COMPANY ADDRESS

_____________________________________________

_____________________________________________

Phone: ______________________________________

FAX: ______________________________________

Email: _____________________________________

Date: _______________________________________
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FORM D – REQUIREMENTS RESPONSE MATRIX

This page briefly describes the mandatory Requirements Response Matrix referred to in this document.

The Requirements Response Matrix is an Excel spreadsheet that accompanies this document, and is available for download.

The Requirements Response Matrix contains a list of Functional Requirements known at the time of its publication.

The Requirements Response Matrix is a required element of the Vendor’s Proposal Response. It is required by Section 5.2.1 of this document to be included in the Vendor’s Proposal Response Appendix C – Requirements Response Matrix.

Instructions for completing this matrix are listed in Section 3.1 (Functional Requirements), Section 5.2.2.23 (Appendix C: Requirements Response Matrix), and on the first sheet of the Excel file.

The Requirements Response Matrix must be considered as a “form” for data entry, and, except for the three columns to be completed by the Vendor, cannot be edited or modified. The Vendor must enter the requested information in accordance with the instructions in this document, and save the document in an electronic, editable, machine-readable format. Failure to follow these instructions and saving the Requirements Response Matrix in a non-editable format will make the data unusable for evaluation purposes.
# FORM E – RFP PROPOSAL SHEET

## Department of Insurance

### REQUEST FOR PROPOSALS

<table>
<thead>
<tr>
<th>RFP Number: 2012-HIX-101</th>
<th>RFP Title:</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>RFP Due Date and Time:</th>
<th>Number of Pages:</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
</tr>
</tbody>
</table>

## PROCUREMENT INFORMATION

<table>
<thead>
<tr>
<th>Project Director:</th>
<th>Issue Date:</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Phone:</th>
<th>Email Address:</th>
<th>Web site: <a href="http://www.insurance.alabama.gov">http://www.insurance.alabama.gov</a></th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Issuing Division:</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
</tr>
</tbody>
</table>

## INSTRUCTIONS TO VENDOR System

Return Proposal to:

**Office of the Alabama Health Insurance Exchange**

RSA Tower Suite 502  
201 Monroe Street  
Montgomery, AL 36104

Mark Face of Envelope/Package:

**RFP Number:** 2012-HIX-101  
**RFP Due Date:**

Firm and Fixed Price for Contract

## VENDOR INFORMATION

(*Vendor must complete the following and return with RFP response*)

<table>
<thead>
<tr>
<th>Vendor Name/Address:</th>
<th>Authorized Vendor Signatory: (Please print name and sign in ink)</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Vendor Phone Number:</th>
<th>Vendor FAX Number:</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Vendor Federal I.D. Number:</th>
<th>Vendor Email Address:</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
</tr>
</tbody>
</table>
## FORM F – PRICE SCHEDULE I

### DDI LABOR

<table>
<thead>
<tr>
<th>Staff by Title</th>
<th># of Staff</th>
<th>Rate Per Hour</th>
<th>Est. Hours</th>
<th>Extended Price</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Grand Total: Staff______________ Hours_______________ Price_________________*

Grand Total Price from Schedule I must be transferred to and agree with Grand Total Price listed on line 1 of Price Schedule VIII.:________"

---

**NAME OF AUTHORIZED VENDOR REPRESENTED (Printed)**

**TITLE**

**SIGNATURE OF AUTHORIZED VENDOR REPRESENTED**

**DATE**
ITEM # | DELIVERABLE NAME | FIXED TOTAL PRICE
--- | --- | ---

All deliverables must be “Approved” by the HIX Project Manager and/or the Executive Steering Committee before payment is made to the awarded Vendor on a deliverable.

Staff resource hours worked for startup, planning, meetings, training, research, and other ongoing project activities are computed separately based on the Vendor’s employee’s actual hours worked. See 6.8 for details on invoicing for employee hours.

The deliverables below are to be priced based on the Vendor’s proposal for the final approved deliverable.

1  | Project Planning  
1.1 | Project Plan V1  
1.2 | Updated Project Plan  
2  | Project Assessment and Control  
2.1 | Weekly Project Status Reports  
2.2 | Corrective Action Plan  
3  | Decision Management  
3.1 | Decision Management Plan  
3.2 | Decision Outcomes  
4  | Risk Management  
4.1 | Risk Management Plan  
4.2 | Lessons Learned  
5  | Configuration Management  
5.1 | Configuration Management Plan  
6  | Requirements Analysis and Management  
6.1 | Requirements Documentation  
6.2 | Requirements Validation and Traceability Plan  
6.3 | Requirement Change Control Plan
<table>
<thead>
<tr>
<th>ITEM #</th>
<th>DELIVERABLE NAME</th>
<th>FIXED TOTAL PRICE</th>
</tr>
</thead>
<tbody>
<tr>
<td>7</td>
<td>Conceptual Architectural Design</td>
<td></td>
</tr>
<tr>
<td>7.1</td>
<td>Conceptual Architectural Design Methodology</td>
<td></td>
</tr>
<tr>
<td>7.2</td>
<td>Conceptual Architectural System Design</td>
<td></td>
</tr>
<tr>
<td>7.3</td>
<td>Business Rules Plan</td>
<td></td>
</tr>
<tr>
<td>7.4</td>
<td>Workflow Plan</td>
<td></td>
</tr>
<tr>
<td>8</td>
<td>Detail Design</td>
<td></td>
</tr>
<tr>
<td>8.1</td>
<td>Detail System Design Session Plan</td>
<td></td>
</tr>
<tr>
<td>8.2</td>
<td>Detail System Design Document</td>
<td></td>
</tr>
<tr>
<td>8.3</td>
<td>Business Rules Design</td>
<td></td>
</tr>
<tr>
<td>8.4</td>
<td>Interface Detail Design</td>
<td></td>
</tr>
<tr>
<td>8.5</td>
<td>Forms, Templates, and Notices Detail Design</td>
<td></td>
</tr>
<tr>
<td>8.6</td>
<td>Alerts Detail Design</td>
<td></td>
</tr>
<tr>
<td>8.7</td>
<td>Reports Detail Design</td>
<td></td>
</tr>
<tr>
<td>9</td>
<td>Security</td>
<td></td>
</tr>
<tr>
<td>9.1</td>
<td>Security Design Document</td>
<td></td>
</tr>
<tr>
<td>9.2</td>
<td>User Access Security Plan</td>
<td></td>
</tr>
<tr>
<td>10</td>
<td>Continuity of Operations</td>
<td></td>
</tr>
<tr>
<td>10.1</td>
<td>Disaster Recovery Plan</td>
<td></td>
</tr>
<tr>
<td>11</td>
<td>Knowledge Management</td>
<td></td>
</tr>
<tr>
<td>11.1</td>
<td>Knowledge Management Strategy</td>
<td></td>
</tr>
<tr>
<td>11.2</td>
<td>Comprehensive Knowledge Management Plan</td>
<td></td>
</tr>
<tr>
<td>11.3</td>
<td>End User Environment(s)</td>
<td></td>
</tr>
<tr>
<td>11.4</td>
<td>Instructional Materials V1 and V2</td>
<td></td>
</tr>
<tr>
<td>11.5</td>
<td>Online User Aids</td>
<td></td>
</tr>
<tr>
<td>11.6</td>
<td>Knowledge Management Progress Report</td>
<td></td>
</tr>
<tr>
<td>11.7</td>
<td>Knowledge Management Final Report</td>
<td></td>
</tr>
<tr>
<td>11.8</td>
<td>Project Staff Preparation Plan</td>
<td></td>
</tr>
<tr>
<td>12</td>
<td>Implementation Management</td>
<td></td>
</tr>
<tr>
<td>ITEM #</td>
<td>DELIVERABLE NAME</td>
<td>FIXED TOTAL PRICE</td>
</tr>
<tr>
<td>--------</td>
<td>-----------------------------------------------------------</td>
<td>-------------------</td>
</tr>
<tr>
<td>12.1</td>
<td>Comprehensive Change Management and Communication Plan</td>
<td></td>
</tr>
<tr>
<td>13</td>
<td>Data Conversion</td>
<td></td>
</tr>
<tr>
<td>13.1</td>
<td>Data Import Strategy</td>
<td></td>
</tr>
<tr>
<td>13.2</td>
<td>Data Import Plan</td>
<td></td>
</tr>
<tr>
<td>13.3</td>
<td>Data Cleanup Plan</td>
<td></td>
</tr>
<tr>
<td>13.4</td>
<td>Data Import</td>
<td></td>
</tr>
<tr>
<td>14</td>
<td>Development</td>
<td></td>
</tr>
<tr>
<td>14.1</td>
<td>Software Development Plan</td>
<td></td>
</tr>
<tr>
<td>14.2</td>
<td>Weekly Construction Summary Report</td>
<td></td>
</tr>
<tr>
<td>14.3</td>
<td>Development Library</td>
<td></td>
</tr>
<tr>
<td>15</td>
<td>System Integration</td>
<td></td>
</tr>
<tr>
<td>15.1</td>
<td>System Integration Strategy</td>
<td></td>
</tr>
<tr>
<td>15.2</td>
<td>System Integration Plan</td>
<td></td>
</tr>
<tr>
<td>16</td>
<td>System Implementation</td>
<td></td>
</tr>
<tr>
<td>16.1</td>
<td>Hardware and Software Plan</td>
<td></td>
</tr>
<tr>
<td>16.2</td>
<td>Statewide Implementation Plan</td>
<td></td>
</tr>
<tr>
<td>16.3</td>
<td>Network, Desktop and Production Requirements</td>
<td></td>
</tr>
<tr>
<td>16.4</td>
<td>Final Readiness Assessment</td>
<td></td>
</tr>
<tr>
<td>17</td>
<td>Testing</td>
<td></td>
</tr>
<tr>
<td>17.1</td>
<td>Master Test Plan</td>
<td></td>
</tr>
<tr>
<td>17.2</td>
<td>Unit and Integration Test Plan and Documentation</td>
<td></td>
</tr>
<tr>
<td>17.3</td>
<td>System Test Plan</td>
<td></td>
</tr>
<tr>
<td>17.4</td>
<td>Interface Test Plan</td>
<td></td>
</tr>
<tr>
<td>17.5</td>
<td>Performance, Volume and Stress Test Plan</td>
<td></td>
</tr>
<tr>
<td>17.6</td>
<td>Import Test Plan</td>
<td></td>
</tr>
<tr>
<td>17.7</td>
<td>System Test Scripts</td>
<td></td>
</tr>
<tr>
<td>17.8</td>
<td>Import Test Results Report</td>
<td></td>
</tr>
<tr>
<td>ITEM #</td>
<td>DELIVERABLE NAME</td>
<td>FIXED TOTAL PRICE</td>
</tr>
<tr>
<td>--------</td>
<td>------------------------------------------------------</td>
<td>-------------------</td>
</tr>
<tr>
<td>17.9</td>
<td>Performance Monitoring Plan and Weekly Report</td>
<td></td>
</tr>
<tr>
<td>17.10</td>
<td>Operational Readiness Report</td>
<td></td>
</tr>
<tr>
<td>18</td>
<td>Quality Assurance</td>
<td></td>
</tr>
<tr>
<td>18.1</td>
<td>Quality Assurance Plan</td>
<td></td>
</tr>
<tr>
<td>18.2</td>
<td>Quality Assurance Reviews</td>
<td></td>
</tr>
<tr>
<td>19</td>
<td>Software Verification</td>
<td>No associated deliverable</td>
</tr>
<tr>
<td>20</td>
<td>Software Validation</td>
<td>No associated deliverable</td>
</tr>
<tr>
<td>21</td>
<td>Software Reviews</td>
<td>No associated deliverable</td>
</tr>
<tr>
<td>22</td>
<td>Software Problem Resolution Process</td>
<td></td>
</tr>
<tr>
<td>22.1</td>
<td>Software Resolution Plan</td>
<td></td>
</tr>
<tr>
<td>23</td>
<td>User Acceptance Testing</td>
<td></td>
</tr>
<tr>
<td>23.1</td>
<td>UAT Test Environment and Tools</td>
<td></td>
</tr>
<tr>
<td>23.2</td>
<td>Weekly UAT Status Reports</td>
<td></td>
</tr>
<tr>
<td>23.3</td>
<td>Operational Readiness Report</td>
<td></td>
</tr>
<tr>
<td>24</td>
<td>Transition to Operations</td>
<td></td>
</tr>
<tr>
<td>24.1</td>
<td>Transition Plan</td>
<td></td>
</tr>
<tr>
<td>24.2</td>
<td>Post-Implementation Evaluations</td>
<td></td>
</tr>
<tr>
<td>24.3</td>
<td>Updated System Documentation</td>
<td></td>
</tr>
<tr>
<td>25</td>
<td>Document Management</td>
<td></td>
</tr>
<tr>
<td>25.1</td>
<td>Document Management Plan</td>
<td></td>
</tr>
<tr>
<td>26</td>
<td>Operations</td>
<td></td>
</tr>
<tr>
<td>26.1</td>
<td>Operating Procedures</td>
<td></td>
</tr>
<tr>
<td>26.2</td>
<td>Help Desk Transition Plan</td>
<td></td>
</tr>
<tr>
<td>26.3</td>
<td>Help Desk Plan, Public Facing Help Desk Plan</td>
<td></td>
</tr>
<tr>
<td>ITEM #</td>
<td>DELIVERABLE NAME</td>
<td>FIXED TOTAL PRICE</td>
</tr>
<tr>
<td>-------</td>
<td>----------------------------------------</td>
<td>-------------------</td>
</tr>
<tr>
<td>26.4</td>
<td>Help Desk Procedures Manual</td>
<td></td>
</tr>
<tr>
<td>27</td>
<td>Federal Review and Certification</td>
<td></td>
</tr>
<tr>
<td>27.1</td>
<td>Assist with Federal Review</td>
<td></td>
</tr>
</tbody>
</table>

Grand Total: Deliverable Price_________________*

Grand Total Price on Schedule II must be transferred to and agree with Grand Total Price from Schedule listed on the bottom of Price Schedule VIII as RFP Line Item #2.

<table>
<thead>
<tr>
<th>NAME OF AUTHORIZED VENDOR REPRESENTED</th>
<th>TITLE</th>
</tr>
</thead>
</table>

<table>
<thead>
<tr>
<th>SIGNATURE OF AUTHORIZED VENDOR REPRESENTED</th>
<th>DATE</th>
</tr>
</thead>
</table>
# FORM H – PRICE SCHEDULE III

<table>
<thead>
<tr>
<th>Contract Year</th>
<th>Description</th>
<th>Quantity</th>
<th>Unit Price</th>
<th>Total Price</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

**Grand Total:** Price ________________ *

Grand Total Price on Schedule III must be transferred to and agree with Grand Total Price from Schedule listed on Price Schedule VIII as RFP Line Item #3.

---

NAME OF AUTHORIZED VENDOR REPRESENTED (Printed) TITLE

SIGNATURE OF AUTHORIZED VENDOR REPRESENTED DATE
## FORM I – PRICE SCHEDULE IV

### Software Licensing

<table>
<thead>
<tr>
<th>Contract Year Needed</th>
<th>Description (specify terms &amp; options)</th>
<th>Quantity</th>
<th>Unit Price</th>
<th>Total Price</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Grand Total: Price

---

Grand Total Price on Schedule IV must be transferred to and agree with Grand Total Price from Schedule listed on Price Schedule VIII as RFP Line Item 4.

---

**NAME OF AUTHORIZED VENDOR REPRESENTED (Printed)**

**TITLE**

**SIGNATURE OF AUTHORIZED VENDOR REPRESENTED**

**DATE**
### FORM J – PRICE SCHEDULE V

#### Software Maintenance Support

<table>
<thead>
<tr>
<th>Description</th>
<th>Frequency</th>
<th>Quantity</th>
<th>Unit Price</th>
<th>Total Price</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Grand Total: Price ________________ *

---

Grand Total Price on Schedule V must be transferred to and agree with Grand Total Price from Schedule listed on the bottom of Price Schedule VIII as RFP Line Item #5.

---

**NAME OF AUTHORIZED VENDOR REPRESENTED (Printed)**

**TITLE**

**SIGNATURE OF AUTHORIZED VENDOR REPRESENTED**

**DATE**
**FORM K – PRICE SCHEDULE VI**

<table>
<thead>
<tr>
<th>Stabilization Period</th>
<th>Contract Year Needed</th>
<th>Staff by Title</th>
<th># of Staff</th>
<th>Rate Per Hour</th>
<th>Est. Hours</th>
<th>Extended Price</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td><strong>Total</strong></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Ongoing Operations Optional (per year)</th>
<th>Contract Year Needed</th>
<th>Staff by Title</th>
<th># of Staff</th>
<th>Rate Per Hour</th>
<th>Est. Hours</th>
<th>Extended Price</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td><strong>Total</strong></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Grand Total: Staff________ Hours________ Price________*  

Grand Total Price on Schedule VI must be transferred to and agree with Grand Total Price from Schedule listed on the bottom of Price Schedule VIII as RFP Line Item #6.
FORM L – PRICE SCHEDULE VII

<table>
<thead>
<tr>
<th>Contract Year Needed</th>
<th>Description</th>
<th>Quantity</th>
<th>Unit Cost</th>
<th>Total Cost</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Grand Total: _________________ *

Grand Total Price on Schedule VII must be transferred to and agree with Grand Total Price from Schedule listed on the bottom of Price Schedule VIII as RFP Line Item #7.

---

NAME OF AUTHORIZED VENDOR REPRESENTED (Printed)  TITLE

SIGNATURE OF AUTHORIZED VENDOR REPRESENTED  DATE
### FORM M – PRICE SCHEDULE VIII

<table>
<thead>
<tr>
<th>Line #</th>
<th>Description</th>
<th>Grand Total Price</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>Labor</td>
<td></td>
</tr>
<tr>
<td>2</td>
<td>Deliverables</td>
<td></td>
</tr>
<tr>
<td>3</td>
<td>Hardware/Software</td>
<td></td>
</tr>
<tr>
<td>4</td>
<td>Software Licenses</td>
<td></td>
</tr>
<tr>
<td>5</td>
<td>Software maintenance Support</td>
<td></td>
</tr>
<tr>
<td>6</td>
<td>Stabilization and Ongoing Operations</td>
<td></td>
</tr>
<tr>
<td>7</td>
<td>Other Implementation Costs</td>
<td></td>
</tr>
<tr>
<td></td>
<td><strong>Grand Total Cost</strong></td>
<td></td>
</tr>
</tbody>
</table>

Summary Grand Total: Price ________________ *

---

**NAME OF AUTHORIZED VENDOR REPRESENTED** (Printed)  **TITLE**

**SIGNATURE OF AUTHORIZED VENDOR REPRESENTED**  **DATE**
FORM N – INTENTIONALLY BLANK
FORM P – DISCLOSURE STATEMENT

State of Alabama
Disclosure Statement
(Required by Act. 2001-955)

ENTITY COMPLETING FORM

ADDRESS

CITY, STATE, ZIP

TELEPHONE NUMBER

STATE AGENCY/DEPARTMENT THAT WILL RECEIVE GOODS, SERVICES, OR IS RESPONSIBLE FOR GRANT AWARD

ADDRESS

CITY, STATE, ZIP

TELEPHONE NUMBER

This form is provided with:
- ☐ Contract
- ☐ Proposal
- ☐ Request for Proposal
- ☐ Invitation to Bid
- ☐ Grant Proposal

Have you or any of your partners, divisions, or any related business units previously performed work or provided goods to any State Agency/Department in the current or last fiscal year?

☐ Yes ☐ No

If yes, identify below the State Agency/Department that received the goods or services, the type(s) of goods or services previously provided, and the amount received for the provision of such goods or services.

<table>
<thead>
<tr>
<th>STATE AGENCY/DEPARTMENT</th>
<th>TYPE OF GOODS/SERVICES</th>
<th>AMOUNT RECEIVED</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Have you or any of your partners, divisions, or any related business units previously applied and received any grants from any State Agency/Department in the current or last fiscal year?

☐ Yes ☐ No

If yes, identify the State Agency/Department that awarded the grant, the date such grant was awarded, and the amount of the grant.

<table>
<thead>
<tr>
<th>STATE AGENCY/DEPARTMENT</th>
<th>DATE GRANT AWARDED</th>
<th>AMOUNT OF GRANT</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

1. List below the name(s) and address(es) of all public officials/public employees with whom you, members of your immediate family, or any of your employees have a family relationship and who may directly or indirectly benefit financially from the proposed transaction. Identify the State Department/Agency for which the public officials/public employees work. (Attach additional sheets if necessary.)

<table>
<thead>
<tr>
<th>NAME OF PUBLIC OFFICIAL/EMPLOYEE</th>
<th>ADDRESS</th>
<th>STATE DEPARTMENT/AGENCY</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

OVER
2. List below the name(s) and address(es) of all family members of public officials/public employees with whom you, members of your immediate family, or any of your employees have a family relationship and who may directly personally benefit financially from the proposed transaction. Identify the public officials/public employees and State Department/Agency for which the public officials/public employees work. (Attach additional sheets if necessary)

<table>
<thead>
<tr>
<th>NAME OF FAMILY MEMBER</th>
<th>ADDRESS</th>
<th>NAME OF PUBLIC OFFICIAL/PUBLIC EMPLOYEE</th>
<th>STATE DEPARTMENT/AGENCY WHERE EMPLOYED</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

If you identified individuals in items one and/or two above, describe in detail below the direct financial benefit to be gained by the public officials, public employees, and/or their family members as the result of the contract, proposal, request for proposal, invitation to bid, or grant proposal. (Attach additional sheets if necessary)

|                       |         |                                        |                                       |
|                       |         |                                        |                                       |
|                       |         |                                        |                                       |

Describe in detail below any indirect financial benefits to be gained by any public official, public employee, and/or family members of the public official or public employee as the result of the contract, proposal, request for proposal, invitation to bid, or grant proposal. (Attach additional sheets if necessary)

|                       |         |                                        |                                       |
|                       |         |                                        |                                       |
|                       |         |                                        |                                       |

List below the name(s) and address(es) of all paid consultants and/or lobbyists utilized to obtain the contract, proposal, request for proposal, invitation to bid, or grant proposal:

<table>
<thead>
<tr>
<th>NAME OF PAID CONSULTANT/LOBBYIST</th>
<th>ADDRESS</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
</tr>
</tbody>
</table>

By signing below, I certify under oath and penalty of perjury that all statements on or attached to this form are true and correct to the best of my knowledge. I further understand that a civil penalty of ten percent (10%) of the amount of the transaction, not to exceed $10,000.00, is applied for knowingly providing incorrect or misleading information.

Signature

Date

Notary’s Signature

Date

Date Notary Expires

Act 2001-655 requires the disclosure statement to be completed and filed with all proposals, bids, contracts, or grant proposals to the State of Alabama in excess of $5,000.
### FORM Q – BUSINESS EXPERIENCE MATRIX

<table>
<thead>
<tr>
<th></th>
<th>A</th>
<th>B</th>
<th>C</th>
<th>D</th>
<th>E</th>
<th>F</th>
<th>G</th>
<th>H</th>
<th>I</th>
<th>J</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Project Name</strong></td>
<td></td>
<td>Mgmt?</td>
<td>Summary</td>
<td>Start Date</td>
<td>End Date</td>
<td>On Time</td>
<td>On Budget</td>
<td>Litigation</td>
<td>Staff</td>
<td>Name, Title, Fax, Phone, Email</td>
</tr>
<tr>
<td>1)</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>2)</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>3)</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>4)</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>5)</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>6)</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>7)</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>8)</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>9)</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>10)</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>